








    

     

   
    
     

   

   
 

     

    

    

    
      
      
     
     
      

    

    
      
      
      
      
          
        

         

  



    
     

   
   
     

   

   

     

     

    

    

     

     

        

       

  





    
     

   
   

 

 

 

 

 

 

 

 

 

 

    

   

   

   

   

    
     
       

        
          
         
      
        
            
          

     
       
        
       
        
             
     

          
   

           
       

    
     
     

        
     
      
         

    
      

     

        

  

    



    

     
   

   
    

     

        
     
     

         
       
     

      
    
        

      
     
     
     

      
     
     
     
     
     
     

              
    

         

            

           

            

             

        

  

    



    
     

   
   
     

 

   

    

    

    

    
    
    
    

         
    
    
    
     

         
       
           
      
     

    

      
      
    
     
     
    
       

          

       
    
       
     
       
     
     

       

  



    
     

   
   

 

 

 

 

 

 

 

 

 

 

    

   

   

   

   

    
       
      
          

   
         

       
      
      
      

    
       
     
      

     
        
     

        
        
        
        
       
       
       

      
    
    

      
     
       
       
     

        

  

    



    

     
   

   
    

     

        
      
     
     
     

           
    
      
      
    
     

              

           

        

             

        

  

    



    

     
   

   

 

 

 

 

 

 

 

 

 

 

 

    
 

   

   

   

   

    
     
      
       
      

    
     
         
      
     
        

      
       
           

      
     
           
           
     
          

     

     
      
    
     

      
      
    

    
       

       

 



    

     
   

   
    

 

      
      

     
     
    

      
     
    

     
       
     
     
    
          

     
    
      
      
     
    
      
     
       

     
       

     
      
    
     
     
        
           
      
    

     
    
         

        

       

  





    

     
   

   

 

    
 

        
     

      
     
       

      
       
          
         

           
      

          
     

       

  



    

     
   

   
     

   
    

    

    

            

    

     

       

       

     

      

     

      

      

      

         

       

     

        

          

       

    

    

        

        

        

     

       

 







    

     
   

   
    

   

    

    

    

     
        
      
    
       

            
        
           
       

       
       
       
       
       
          
     

       
       
      
      
     
      
      
       
     

      
          
       
       
    

         

        

  

    





    

     
   

   
   

   

    

    

    

     

     
      
     
    
           

      
     
    
      
     
      
      
      
      

    

     
      
         
      
         
      
       
     

      
      
        
    
    

      
    
      

       

  



    

     
   

   
   

      

      
     
     
        
     
       
    

        
       
      

            
        
         
           
      

       
    
     

        

       
      
          
        

         

      

      

         

       

       

           

        

       

  



    

     
   

   
   

              
   

              

       

  





    

     
   

   
   

   

    

    

    

      

     
     
     

     
      
      

       
     
     
          

      
       
      
     
     

        
     
      
     

        
        
      
         
           
            
          

      
     
        
       

        

 

    



    
     

   
   
   

     
        
        
      
           
              
            
      

          
     

       
     
          
      
        

        
      

         

       

          

         
        

           

        

  

    







    

     
   

     
    

   

    

    

    

    
      
       
     
     

     

      

       

     

      
        
         
          
       

         
     
          
      
        

        

     

       

        

  

   













    
     

   
   

 

 

 

 

 

 

 

 

 

 

     
 

   

   

   

   

   
          

   
          
        
      
      

       
     
     

      

     
     
     
     
     

     

       

        
      
     
           

    

    

    

    

       

  



    

     
   

   
     

 

    

       

  



















    

     
   

   

 

 

 

 

 

   

    
    
     
     
     

     

      

      
      
      
     
    

      
            
             

     
      
     
     

       

       

           

         

             
          

            

            

       

  





    
     

   
   
     

     
     
      

     
      
           
             
      
     
           
            

           

       

       

          

             

             
  

         

        

  

   



    

     
   

   
    

   

    

    

    

    
     
     
     
       
    

      
      
         
       
       
       
       

      
     
        
      

        

       

  









    
     

   
   
   

        

      

      
     
      
     
    
      

      

            

    

    

     

    

    

    

    

       

  









    

     
   

   

 

 

 

 

 

 

 

 

 

 

    

   

   

   

   

           

        
          
       

           

         

     
        
         
            
       
        
     

   
     
     
    
        
    
        
     
      

    
      
      
     
     
     
     
       
     

   

    

 

   







    

     
   

   
    

          

            

    

    

       

  





    

     
   

   
    

           

        

           

         

            

             

        

  

    

















































    

     
   

    

 

 

    
 

              
             

   

              
           

 

          

           
 

            
         

          
          

       

           
     

         

           
           

             
        

               
          

   

 

 

   

            
          

           
                 

    

            

      

 

  

   









       
         

    
 

            
              

           
 

    

 

   

  

           
       

             
            

    

             
           

 

          
               

          
           

    

           
           
       

             
 

            
             

          

  

     

            
  

    

 



















































































































































































































U.S. Department of Justice 
Office of the Inspector General 

III-100

DATE:          

MEMORANDUM 

TO: INSERT NAME  
Deputy Assistant Inspector General 
 For Investigations 

FROM: INSERT NAME  
Special Agent in Charge 
INSERT NAME of Field Office 

SUBJECT: Annual LEAP Certification 

Reference is made to OIG policy as outlined in IGM III-100, concerning the Law Enforcement 
Availability Pay Act of 1994 (LEAP) annual certification. 

Please be advised that the annual hours worked calculation for LEAP certification has been conducted 
and all agents from the                                            Field Office have met the hourly requirement as set 
forth in the Act.  Any exceptions are noted in attached memorandum. 



U.S. Department of Justice 
Office of the Inspector General 

III-100

INSERT DATE 

MEMORANDUM FOR   INSERT NAME 
 Deputy Assistant Inspector General 
 For Investigations 

FROM: INSERT NAME 
Special Agent in Charge 
INSERT FIELD OFFICE NAME 

SUBJECT: LEAP Exceptions 

Please be advised that for the period                            through                           the person(s) listed 
below have fallen below the average LEAP hours requirement of 2 hours of unscheduled duty per 
regular workday as set forth in the Inspector General Manual, Volume III, Chapter 100, “General 
Administration,” Subsection 100.6(E), “Law Enforcement Availability Pay Act of 1994.”  

    Name Total LEAP Hours Average LEAP Hours per Day 

1. 

2.



SEMIANNUAL LEAP CALCULATION FORM (SAMPLE) 

Pay Period _____ through _____ 

STEP 1. 
List LEAP Hours Worked and Excludable Days for Computation Period (13 pay periods). 

LEAP Hours Worked Excludable Days 
PP ____ _________________ _____________ 
PP ____ _________________ _____________ 
PP ____ _________________ _____________ 
PP ____ _________________ _____________ 
PP ____ _________________ _____________ 
PP ____ _________________ _____________ 
PP ____ _________________ _____________ 
PP ____ _________________ _____________ 
PP ____ _________________ _____________ 
PP ____ _________________ _____________ 
PP ____ _________________ _____________ 
PP ____ _________________ _____________ 
PP ____ _________________ _____________ 

TOTALS: ___________ ___________ 

STEP 2. 
Subtract total Excludable Days from 130 to determine Available Workdays. 

• 130 – Excludable Days = Available Workdays

STEP 3. 
Divide LEAP Hours Worked by Available Workdays to determine Average 
LEAP/DAY. 

• LEAP Hours Worked ÷ Available Workdays = Average LEAP/DAY

This computation gives the average number of hours worked per day in 13 pay periods. 

Agent’s Signature/Date: ______________________/___________ 

Supervisor’s Signature/Date: _______________________/________ 
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200.1 Policy.  This chapter establishes investigative and ethical standards for the Investigations 
Division (INV), Office of the Inspector General (OIG).  The OIG shall conduct all 
investigations as an independent fact-finding organization, with an understanding of the 
critical and sensitive nature of the task.  Professional care will be employed when 
conducting and reporting investigations.  Investigations will be objective, thorough, and 
completed in a timely manner. 

200.2 Reference.  This chapter is issued under the authority contained in the Inspector General 
Act of 1978; the title 5 appendix of the United States Code, as amended; Attorney General 
Guidelines for Offices of Inspector General with Statutory Law Enforcement Authority, 
dated December 8, 2003; part 45 of title 28 of the Code of Federal Regulations (28 C.F.R. 
45); and 28 C.F.R. 16B. 

200.3 Scope.  The provisions of this chapter will apply to all employees of the INV. 

200.4 Procedures.  The sections of this chapter prescribe procedures regarding specific ethics and 
investigative standards.  

200.5 Quality Standards for Investigators.  Due to the critical and sensitive nature of their 
positions, all OIG agents must possess the knowledge, skills, and abilities necessary to 
fulfill their responsibilities.  Agents must have knowledge of the theories, principles, 
practices, and techniques of investigation.  They will also have the requisite skills to apply 
such knowledge to the type of investigation being conducted.  These skills are attained 
through education, training, and experience. 

A. Knowledge.  Agents must have a good working knowledge of Department of Justice 
(DOJ) organizations, programs, activities, and functions and their interrelations with 
the private sector.  Agents must know the applicable laws, rules, and regulations, 
such as the U.S. Constitution, the U.S. criminal code (title 18 of the United States 
Code) (including elements of crimes), the Federal Rules of Evidence, the Federal 
Rules of Criminal Procedure, and other pertinent statutes, such as the Privacy Act, 
Freedom of Information Act, and the Whistleblower Protection Act. 

B. Abilities.  Agents must be able to exercise tact, initiative, ingenuity, resourcefulness, 
and sound judgment in collecting and analyzing facts, evidence, and other relevant 
data.  Agents must also possess the ability to use sound deductive reasoning and 
make effective oral and written reports. 

Agents must be able to safely and effectively carry out their law enforcement 
powers, including carrying firearms, applying for and executing search warrants, 
serving subpoenas, and making arrests.  (See the Inspector General Manual (IGM), 
Volume III, Chapter 201 (III-201), III-230, and III-232.) 
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C. Skills.  Proper training is required in order to develop the special knowledge and 
skills necessary to conduct OIG investigations; therefore, agents are required to 
successfully complete formal entry-level basic training, formal in-service training, 
and on-the-job training.  Every agent should possess the following skills: 

(1) Obtaining information from people. 

(2) Obtaining and preparing signed sworn statements. 

(3) Analyzing and understanding documentary evidence, such as bank records, 
phone records, and accounting records. 

(4) Understanding witness confidentiality requirements and “whistleblower” 
concepts. 

(5) Evaluating evidence; making sound, objective assessments and observations; 
and where appropriate, making constructive recommendations. 

(6) Effectively using computer equipment, software, and related systems to 
support the investigative process. 

(7) Selecting and using appropriate and authorized special investigative 
equipment, such as miniature body transmitters and video cameras. 

(8) Delivering clear, concise, accurate, and factual summaries of investigations, 
both orally and in writing. 

200.6 Planning, Execution, Reporting, and Information Management.  These four critical 
standards in planning, execution, reporting, and information management must be 
addressed in order for any investigative effort to be successful:   

A. Planning.  Investigative priorities shall be established, and specific case objectives 
shall be developed to ensure that individual investigative tasks are performed 
efficiently and effectively.  (See also IGM III-207.) 

B. Execution.  Investigations shall be initiated and conducted in a timely, efficient, 
thorough, and legal manner.  OIG agents are independent fact gatherers and shall 
not allow conjecture, unsubstantiated opinion, or bias to affect work assignments.  
Agents have a duty to be equally receptive to both exculpatory evidence and 
evidence that is incriminating.  Interviews of subjects and witnesses shall be 
conducted in an effective and perceptive manner.  Agents will collect evidence, both 
physical and testimonial, in such a way as to ensure that all relevant material is 
obtained, that the chain of custody is preserved, and that the evidence is properly 
admissible in any subsequent judicial or administrative proceeding. 



U.S. Department of Justice INSPECTOR GENERAL MANUAL 
Office of the Inspector General Volume III  - Investigations 

 Chapter 200  - Ethics and Investigative  

     Standards 

 

Distribution: A, D REVISED April 23, 2007 

 

Page 3 

C. Reporting.  Investigative reports must cover all relevant aspects of the investigation, 
correctly and succinctly describe the facts revealed and evidence obtained, remain 
free from personal bias, and be understandable to the prosecutor or lay reader.  In 
pursuing this standard, agents will adhere to the following general guidelines: 

(1) Written Reports.  The facts must be set forth in a logical manner and in such 
a way as to facilitate reader comprehension, even if the reader is unfamiliar 
with DOJ operations.  Potential readers of OIG reports include Assistant 
United States Attorneys (U.S. Attorneys), chairs of congressional 
committees, agency heads, administrative law judges, and arbitrators. 

a. The principles of good report writing must be followed.  The report 
writer's skills will be evaluated based on report completeness, 
accuracy, clarity, brevity, cohesiveness, and impartiality.  The 
investigative report is frequently the only reflection of the nature and 
quality of the work accomplished by the OIG that is seen by 
Assistant U.S. Attorneys, agency heads, or others. 

b. A high quality investigative report addresses each allegation received 
and should require little correcting or rewriting.  It is submitted in a 
timely manner, following, as closely as possible, the completion of 
the investigation. 

c. Investigative reports will reflect what the investigation accomplished.  
Accomplishments include, for example, any fines, savings, 
recoveries, administrative actions, indictments, convictions, or 
procedural reform recommendations resulting from the investigation. 

d. Agents will use standardized reporting formats established by the 
OIG consistent with applicable laws and regulations. 

e. Detailed investigative report writing and formatting guidelines can be 
found in IGM III-207 and III-208. 

(2) Oral Reports.  When presenting cases to prosecutors or testifying in any 
official proceeding, the agent's appearance, demeanor, and conduct should 
reflect favorably upon the OIG.  There must be adequate preparation for 
testimony.  Facts are to be presented in an unbiased, truthful, complete, and 
convincing manner.  Answers shall be brief, yet responsive.  An agent 
serving as a witness should avoid being argumentative when under cross-
examination. 

D. Information Management.  An effective information management system creates 
institutional memory and enhances the OIG’s ability to fulfill its mandate of 
detection and prevention of waste, fraud, and abuse.  The results of investigations 
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will be stored in a manner that facilitates retrieval and cross-referencing of 
information in a timely, efficient, and effective fashion.  (Also see IGM III-100, III-
205, and III-207.) 

200.7 Ethics and Standards of Conduct.  OIG INV employees must possess and maintain the 
highest standards of conduct and ethics, including unimpeachable honesty and integrity.  
INV employees must become familiar with and comply with the general standards of 
conduct for federal government employees as promulgated in federal statutes (such as 
section 201 of title 18 of the United States Code (18 U.S.C. § 201) and 18 U.S.C. § 242), 
Executive Order (EO) 12674 (as amended by EO 12731), the DOJ Ethics Handbook, and 
IGM I-030.  In addition, the following ethical guidelines apply to all law enforcement 
personnel in the INV: 

A. Contact With Represented Persons.  Bar rules applicable to DOJ attorneys place 
certain limits on their ability to contact parties who are represented by counsel, 
concerning the subject of that representation.  The actions of agents working at the 
direction of such attorneys may be imputed to the attorneys.  The majority of courts 
have held that preindictment, noncustodial contacts do not violate the anticontact 
rule.  Nevertheless, because local rules and practices may differ from jurisdiction to 
jurisdiction, agents should consult with the assigned prosecutor regarding the 
applicable rules in a particular case.  If an agent has questions about this issue in 
connection with an administrative case or a criminal matter to which no prosecutor 
is assigned, the agent should contact the OIG Office of General Counsel (OGC).   

B. Contact With Complainants, Victims, Witnesses, Informants, or Subjects.  When 
conducting an investigation, INV employees must not fraternize with complainants, 
victims, witnesses, informants, or subjects involved in that investigation in any 
manner that creates partiality or the appearance of partiality.  Prohibited activities 
include, but are not limited to, accepting meals, using vehicles, using copying 
services or other office facilities, and socializing during or after duty hours, if not 
directly related to the investigation.  

C. Contact With Jurors.  While a particular jury is seated, contact with grand or petit 
jurors will be limited to official testimony situations only. 

D. Ethics Training.  All INV personnel will complete the annual ethics training 
provided by the OIG OGC. 

200.8 Professionalism.  Supervisors and agents must always be aware that they are representatives 
of the DOJ.  Professional demeanor and attire are two key elements of this role. 

A. The maintenance of a calm, business-like attitude, even under adverse situations, is 
essential. 
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B. Proper professional attire will be worn, except when specific work assignments 
dictate otherwise. 

C. Grooming must be appropriate and professional. 

D. When other than business attire is required for assignments being conducted 
undercover or if weather conditions dictate, the wearing of other than business attire 
in the office may be approved by the special agent in charge (SAC). 

200.9 Due Professional Care.  All INV personnel will follow the due professional care standards 
established by the President’s Council on Integrity and Efficiency in conducting 
investigations and in preparing related reports. 

A. Objectivity and Impartiality.  Agents must be equally receptive to both exculpatory 
evidence and evidence that is incriminating.  All investigations, as well as the 
resulting reports, must be free from bias or prejudice. 

(1) All investigations must be conducted in a fair and equitable manner, with the 
perseverance necessary to determine the facts. 

(2) Evidence must be gathered and reported in an unbiased and independent 
manner in an effort to determine the validity of an allegation or to resolve an 
issue. 

B. Thoroughness.  All investigations must be conducted in a diligent manner.  
Reasonable steps will be taken to ensure that pertinent issues are sufficiently 
resolved and that all appropriate criminal, civil, contractual, or administrative 
remedies are considered. 

C. Legal Requirements.  Investigations will be initiated, conducted, and reported in 
accordance with: 

(1) All applicable laws, rules, and regulations.  

(2) Guidelines of DOJ and other prosecutive authorities. 

(3) Internal OIG policies and procedures. 

(4) The rights and privacy of all those involved. 

D. Appropriate Techniques.  Specific methods and techniques used to conduct each 
investigation must be appropriate for the circumstances and objectives. 

E. Timeliness.  All OIG investigations will be conducted and reported with due 
diligence and in a timely manner.  The OIG seeks to complete investigations within 
180 days, except in unusual circumstances.  This is especially critical given the 
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impact OIG investigations have on the lives of individuals and the activities of 
organizations. 

F. Complete and Accurate Documentation.  The investigative report findings and 
investigative results (for example, indictments, convictions, and recoveries) must be 
supported by adequate documentation in the OIG case file.  All investigative 
activity should be recorded in the official case file.  (See IGM III-207 for 
instructions on establishing and organizing OIG investigative case file folders.) 

200.10 Testifying in Other Than OIG Matters.  Legal issues arise when OIG employees are called 
upon to testify in court proceedings or before administrative bodies in other than OIG 
matters.  INV employees must notify the Deputy Assistant Inspector General for 
Investigations (DAIGI), through the assistant special agent in charge (ASAC) and SAC, and 
obtain approval before testifying or providing official OIG information in other than OIG 
matters.  The DAIGI will obtain authorization from the OGC before any INV employee 
provides such information or testimony. 

209.11 Use of Emergency Equipment.  Agents in the INV are authorized in certain situations to use 
emergency lights and sirens in carrying out their official duties.  Although it is impractical 
to frame exact guidelines that would cover all situations when the use of this equipment is 
warranted, some situations may include a vehicle stop for the purpose of making an arrest 
or executing a search warrant, a high speed pursuit (paragraph B below), or employment as 
a warning device (at road blocks) or when an OIG vehicle is disabled along the roadside 
(emergency lights only).  (See IGM III-105 for further guidance.)  In all cases, the 
paramount consideration in making use of emergency equipment will be safety. 

A. Safety.  Use of emergency lights and sirens does not relieve the vehicle operator 
from the duty to drive with due regard for the safety of all persons using the 
roadways, nor does such use protect the operator from the consequences of an 
arbitrary exercise of the privileges granted by this policy. 

B. High Speed Pursuit Driving.  High speed pursuit driving is prohibited unless the 
agent believes the use of emergency equipment and high speed pursuit is necessary 
to protect life.  The capture of a fleeing felon or suspect is not, by itself, sufficient 
justification for high speed pursuit driving. 

C. Traffic Stops.  OIG agents will not initiate vehicle stops for traffic violations. 

D. Local Law Enforcement Support.  Known or anticipated situations involving arrests 
or felony car stops shall, if at all possible, include a briefing to the local police 
department and use of local police support resources.  Local law enforcement 
support lessens any allegation of mistaken law enforcement identification and 
related liability issues. 
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E. Approved Equipment.  The DAIGI will determine the specific type of equipment to 
be used by the OIG.  No other equipment is authorized for use.   

F. Reporting Usage.   

(1) Agents must immediately notify their supervisors after using emergency 
lights and siren and submit a memorandum to the DAIGI (through the SAC) 
within 24 hours, outlining the circumstances surrounding the use of the 
equipment and compliance with OIG policy. 

(2) SACs are responsible for briefing all agents under their supervision on 
Inspector General policy regarding the use of emergency equipment.  SACs 
will also review each use of emergency equipment for policy compliance 
and take appropriate action in cases of abuse. 

(3) The DAIGI will review all incidents in which emergency lights and sirens 
were used to ensure that the usage is properly documented and in 
compliance with OIG policy.
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(3) If an allegation within the jurisdiction of DOJ OPR is reported to the OIG, the 
SAC of the office receiving the complaint shall notify the SAC, Operations 
Branch, INV Headquarters, who is responsible for transmitting the complaint 
to OPR.  If DOJ OPR receives a complaint that is within the jurisdiction of the 
OIG, that office should transmit it to the OIG. 

D. Federal Bureau of Investigation Whistleblower Complaints.  A Federal Bureau of 
Investigation (FBI) employee who believes that another employee of the FBI, or of 
any other DOJ component, has taken or failed to take a personnel action as a reprisal 
for a protected disclosure may report the alleged reprisal to either the OIG or DOJ 
OPR.  

205.5 Reporting Complaints – Classes of Complaints.  Typical employee, contractor, and grantee 
misconduct has been categorized into three classes based on the seriousness of the offense 
and the effect that the offense, if proven, is likely to have on the ability of DOJ to conduct the 
public’s business.  Each of the three classes requires a different manner and level of reporting 
to the OIG by component managers.  To establish and maintain consistency, the OIG has 
disseminated these offense classes and reporting requirements to DOJ managers, including 
components with internal affairs units (Appendix A). 

A. Classification No. 1.  Allegations against an employee, contractor, or grantee that 
would likely result in criminal prosecution if substantiated or allegations of serious 
administrative misconduct against a DOJ employee of the rank of GS-15 or above.  
Class 1 allegations require immediate reporting to the OIG. 

DOJ components and managers should not delay initial reporting to collect additional 
information regarding the allegation.   

B. Classification No. 2.  Allegations against an employee, contractor, or grantee that 
involve violations of rules, regulations, or law that would not likely result in criminal 
prosecution if substantiated or allegations of serious administrative misconduct 
against an employee of a rank up to and including GS-14.  Reporting to the OIG shall 
occur within 48 hours (excluding weekends and holidays).   

A DOJ component that has an internal affairs-type office may begin an investigation 
as soon as it is aware of a class 2 allegation.  However, the OIG reserves the right to 
initiate an investigation upon notice to the component, at which time the component 
must terminate its investigation.   

C. Classification No. 3.  This classification consists of allegations of employee, 
contractor, or grantee misconduct that has minimal impact on the programs or 
operations of the component and is not likely to result in termination, demotion, 
debarment, or lengthy suspension if substantiated.  Class 3 allegations will be 
reported monthly to the OIG in a mutually agreed upon format. 
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the employee will not be listed as the subject of the complaint.  The name of 
the non-employee person attempting to bribe the employee will be shown as 
the subject, with a notation that the subject is a “non-employee.” 

(6) The first allegation code entered into IDMS should describe the most serious 
offense.  The narrative portion of the complaint must, at minimum, address 
the first allegation code.  The narrative must be sufficient to justify the 
ultimate disposition of the complaint. 

(7) Civil rights or civil liberties allegations and complaints require specific IDMS 
entries: 

a. Allegations of civil rights or civil liberties violations will reflect “688” 
as the last IDMS code for each subject.  The first code will address the 
specific offense. 

b. A civil rights or civil liberties complaint determined to be a Uniting 
and Strengthening America by Providing Appropriate Tools Required 
to Intercept and Obstruct Terrorism Act of 2001 (Patriot Act) violation 
will have the “Patriot Act” field checked in IDMS by INV 
Headquarters.   

(8) An employee receiving or entering a complaint shall ensure that the OIG 
manager responsible for determining the disposition of the complaint is aware 
that the complaint has been received. 

(9) A supervisor who receives and reviews a complaint shall ensure that all 
relevant information is recorded in IDMS as soon as possible after receiving 
the complaint. 

(10) Technical requirements for entering complaints into IDMS are contained in 
the IDMS Users Manual. 

C. Deleting IDMS Entries.  Only INV Headquarters has the authority to delete a 
duplicate or erroneously entered complaint from IDMS.   

  Requests for deletions should be made in writing 
to the Operations Branch or Special Operations Branch.  However, field offices may 
modify erroneous entries of specific complaint data, such as the spelling of a name, a 
person’s title, date of birth, or date of incident. 

205.7 Disposition of Complaints.  The INV will investigate, refer, or otherwise dispose of each 
complaint alleging criminal or non-criminal violations by DOJ employees, contractors, or 
grantees. 

A. Responsibility for Disposition of Complaints.  Field office SACs and INV 
Headquarters SACs (Operations Branch and Special Operations Branch) have 

(b) (7)(E)
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specific responsibilities for the disposition of complaints.  These responsibilities vary 
according to the specific component from which a complaint arises.  Each SAC has 
either a primary responsibility or a consulting responsibility for each complaint 
within his or her area.  The following table outlines those responsibilities.  

 
Component Primary Responsibility Consulting Responsibility 

Bureau of Alcohol, Tobacco, 
  Firearms, and Explosives  

SAC, Special Operations Field Office SAC 

BOP Field Office SAC* SAC, Operations 

DEA SAC, Special Operations Field Office SAC 

FBI SAC, Special Operations Field Office SAC 

Executive Office for 
  U.S. Attorneys 

SAC, Operations Field Office SAC 

U.S. Marshals Service Field Office SAC* SAC, Operations 

Offices, Boards, 
  Divisions  

SAC, Operations Field Office SAC 

Patriot Act 
  Allegations 

SAC, Special Operations Field Office SAC 

* Refer to the paragraph describing monitored referrals (Inspector General Manual, Volume III, 
     Chapter 205.8B (III-205.8B)). 

(1) The SAC with primary responsibility for the disposition of a complaint shall 
ensure that the disposition decision is recorded in IDMS.  

(2) Each complaint disposition generates specific requirements for additional data to 
be entered into IDMS.  Employees should consult the IDMS Users Manual for the 
specific requirements of each disposition.  

B. Disposition Timeframes.  Each complaint should have a disposition before the end of the 
second business day following its receipt.  Exceptions to this general rule include 
complaints in which a decision from the DOJ Civil Rights Division (CRT) is pending or 
in which other extraordinary circumstances prevail. 

205.8 Disposition of Complaints – Criteria and Procedures. 

A. OIG Investigations – IDMS Classification “I.” 

(1) Criteria.  The following factors shall be evaluated when making a decision to 
classify a complaint as an OIG investigation:  

a. The allegation constitutes a violation of federal or state criminal laws, and 
there is a reasonable likelihood that the matter would result in criminal 
prosecution by a United States Attorney or other prosecutor if proven.  
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(1) Criteria.  Disposition as a monitored referral is appropriate for allegations of non-
criminal misconduct by an employee, contractor, or grantee.  Monitored referrals 
may also include allegations of minor criminal misconduct that are not likely to 
be accepted for prosecution but will likely result in disciplinary action if proven.  
(Monitored referrals may also include off-duty local prosecutions that will likely 
result in disciplinary action if proven.)  Monitored referral of a complaint can be 
considered when the subject employee is at the rank of GS-14 or below.  In 
determining which complaints should be disposed of as monitored referrals, the 
factors to be considered include: 

a. credibility of the complainant or other sources of information; 

b. the ability to identify the subjects and witnesses; 

c. seriousness of the alleged misconduct;  

d. relationship of the alleged misconduct to the programs and operations of 
the component; and 

e. potential impact that the misconduct may have on the public’s view of the 
component’s ability to carry out its mission efficiently and effectively. 

(2)  Procedures.  When a complaint has been classified as a monitored referral, a 
record of its status must be entered into IDMS.  See the IDMS Users Manual for 
further information.  IDMS will create and save the applicable transmittal form. 

(3) Dissemination.  Monitored referrals are necessarily disseminated to the 
appropriate DOJ component.  If information is received that expands the scope of 
the original complaint, a copy of the additional information will also be forwarded 
to the component under the same circumstances as the original referral. 

C. Management Review – IDMS Classification “M.”  A complaint that does not warrant 
handling as an investigation or monitored referral will be forwarded to the DOJ 
component whenever it constitutes a matter that the component should either be aware of 
or act on. 

(1) Criteria.  Complaints that can best be handled either by an immediate supervisor 
or within the chain of command should be classified for management review.  
Also, nonfrivolous allegations of waste, fraud, and abuse that do not involve 
serious individual employee misconduct should be brought to the attention of 
component management for review and possible corrective action under this 
classification.   

(2) Procedures.  The SAC with primary responsibility for determining the disposition 
of a complaint is responsible for forwarding it to the affected components.  A 
component, including those with internal affairs units, may choose to conduct an 
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inquiry or investigation of a complaint referred for management review; however, 
it is under no obligation to report the results to the OIG.   

(3) Dissemination.  IDMS requires that the disposition be recorded as outlined in the 
IDMS Users Manual.  IDMS creates and stores the appropriate transmittal forms 
for complaints that are referred for management review. 

(4) Complaints Not Related to DOJ.  If the subjects or subject matter of a complaint 
is outside the jurisdiction of the OIG, the OIG employee receiving the allegations 
will document the complaint in IDMS (using the management review 
classification).  Employees will not refer the reporting complainants to other 
agencies.  

a. The SAC, Operations Branch, or SAC, Special Operations Branch, INV 
Headquarters, will refer the documented complaint to the appropriate 
agency.  

b. A complaint of criminal activity not involving DOJ employees, 
contractors, or grantees will also be referred to the appropriate state, local, 
or federal law enforcement agency. 

D. Information – IDMS Classification “F.”  A complaint may be classified as information 
and filed in the office where it was received if the complaint lacks sufficient basis or 
detail to warrant any follow-up by either the OIG or any DOJ component. The complaint 
relates to the DOJ.  Copies of complaints classified “F” will not be disseminated. 

E. Consolidated – IDMS Classification “C.”  An allegation may possibly be reported to the 
OIG more than once, either by different complainants or through different sources.  
Because procedures for the receipt of complaints require that IDMS be queried before a 
complaint is entered, instances of duplicate complaints should be rare.  However, 
circumstances can occur where a matter that initially appeared to be independent is later 
determined to be related to a prior complaint.  In this instance, the SAC having primary 
responsibility for disposition of the complaint may consolidate a complaint with one that 
was already recorded and classified in IDMS. 

(1) When a complaint is disposed of as consolidated with another, that status must be 
recorded in IDMS, including the number of the complaint into which it is being 
consolidated. 

(2) The SAC with primary responsibility will forward a copy of the consolidated 
complaint to the appropriate DOJ component. 

F. Non-DOJ – IDMS Classification “X.”  If the correspondence has no connection with DOJ 
persons or programs, it will be classified using the “X” code.    
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(1) Examples.  The following are examples of correspondence that merit an “X” 
classification code: 

a. correspondence received by the OIG that indicates a complaint falling 
within the investigative jurisdiction of a federal agency outside of the 
DOJ; 

b. correspondence received by the OIG that indicates a complaint falling 
within the investigative jurisdiction of a state or local agency; and 

c. correspondence received by the OIG that lacks adequate information to 
determine investigative jurisdiction. 

(2) Processing.   

a. The Complaints Notebook in IDMS allows for only one offense code to be 
entered.  One of the two offense codes, 498 or 598, will be used for all 
classification “X” complaints.  Additionally, for each subject that is listed 
within a complaint, the same code, either 498 or 598, should be entered as 
the primary offense code and then a second, third, or fourth offense code 
can also be added if necessary. 

b. Complaints classified as “X” require only indexing of the name of the 
person(s) providing the information and the name of the subject(s), if 
identified. 

c. The narrative of the complaint in the Complaints Notebook Scratchpad 
does not have to summarize the information, as normally required but 
should include a one- or two-sentence indication of the nature of the 
information and INV disposition of the matter. 

d. The Operations Branch will forward non-DOJ correspondence and 
complaints to the proper entities; however, this newly created “X” 
classification code will allow the field offices to also forward non-DOJ 
information to federal, state, or local offices as well and to track such 
correspondence through IDMS. 

e. Transmittal letters are generated through a drop-down field in the 
Complaints Notebook and are tracked through iManage. 

205.9 Processing FBI Whistleblower Complaints.  When an employee of the FBI makes a 
qualifying complaint of reprisal (an FBI Whistleblower complaint), the complaint may be 
investigated by either the OIG or DOJ OPR.  For every qualifying complaint received, the 
Senior Counsel to the Inspector General will consult with DOJ OPR to determine which 
office will be responsible for the investigation.   
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A. Timeframes.  Within 15 days of receipt of the complaint, the consultation must be 
completed and notification sent to the complainant as to which agency will conduct 
the investigation.  

B. Factors.  While such factors as workload and resources should be taken into 
consideration in deciding which agency will conduct the investigation, the Attorney 
General may designate either the OIG or DOJ OPR to conduct the investigation.  
However, this decision is normally determined between the OIG and DOJ OPR. 

205.10 Civil Rights Complaints.  When a complaint alleges a violation of the federal civil rights 
statutes (18 U.S.C. §§ 241-242), DOJ policy requires that the Criminal Section of DOJ Civil 
Rights Division (CRT) review the allegation for prosecutorial merit before the OIG makes a 
disposition.  (See the Inspector General Manual, III-224.)   

A. Timeframes.  The SAC with primary responsibility for a civil rights complaint shall 
refer the complaint to CRT within 24 hours of initial receipt. 

B. Patriot Act Complaints.  A complaint made pursuant to the Patriot Act, section 
1001(Patriot Act complaint), is likely to be, but not necessarily required to be, 
handled as a civil rights complaint.  This will depend on the specific nature of the 
allegations. 

C. Complaints Pending CRT Decision.  While a complaint is pending an initial 
prosecutorial decision from CRT, its disposition in IDMS will remain unclassified.  
However, information must be entered into IDMS detailing the referral to CRT 
(classification code “U”).  (See the IDMS Users Manual.)  The OIG shall send notice 
of the CRT referral to the component where the subject is employed (IDMS provides 
the applicable form).  If CRT does not notify the OIG referring office of its 
prosecutorial opinion in a timely manner, that office shall follow up in order to 
determine CRT’s decision.  

D. Disposition.  When the OIG receives CRT’s decision, the responsible SAC must 
record the decision in IDMS, including any changes in the status of the complaint.   

(1) CRT may accept the complaint and assign it to the OIG for investigation.  If 
so, follow the procedures outlined in Section III-205.8A, above.   

(2) If CRT declines prosecution, the SAC with primary responsibility may open 
an administrative investigation, make the matter a monitored referral, or 
forward the complaint to the appropriate component for management review.   

(3) If CRT assigns a criminal investigation to the FBI, the OIG may open an 
administrative investigation but only after consultation with the FBI.  

E. Preliminary Inquiry.  The OIG may receive a complaint alleging a civil rights 
violation that lacks sufficient specificity to refer to CRT for its opinion.  When this 
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occurs, the SAC with primary responsibility may obtain additional predicating 
material before submitting the complaint to CRT for its opinion.  Such a preliminary 
investigation (classification code “U”) must never exceed 60 days.  In determining 
whether to conduct such a preliminary investigation, the SAC should consider the 
likelihood that further predicating material will be available and the resources 
necessary to obtain such material. 

205.11 Confidentiality of Complainants and Witnesses.  The IG Act places a duty upon the OIG to 
protect the identity of a federal employee who files a complaint unless disclosure of the 
employee’s identity is deemed unavoidable in the conduct of an investigation.  The OIG also 
has a strong interest in maintaining the confidentiality of other individuals who cooperate 
with the OIG on the condition that their identities are protected. 

A. Disclosure Considerations.  In conducting and supervising investigations, OIG 
employees must weigh the interest in maintaining employee confidentiality and the 
right to be protected from retaliation against the need to provide the component with 
all of the information necessary to take administrative action. 

B. Confidentiality Policy.  When a component is to be provided a copy of any complaint, 
all OIG employees must adhere to the following policy: 

(1) Complainants.  When a complaint is disseminated, complainants will not be 
identified, either by name or by other means, unless at least one of the 
following conditions exists: 

a. The complainant is not a federal government employee, contractor, 
subcontractor, grantee, sub-grantee, or person with an ongoing 
relationship with the federal government.  The complainant’s 
relationship should be ascertained by a search of IDMS and a reading 
of the complaint material. 

b. Component management provided the complainant’s identity to the 
OIG with the complaint. 

c. At the time of the complaint or when subsequently contacted, the 
complainant affirmatively agrees that his or her identity may be 
revealed to the component.  (See paragraph D(1) below.)   

d. Based on information contained in the complaint, or otherwise known 
to the OIG, there is a reasonable basis for the OIG to view the 
complainant as posing a potential threat to the safety of himself/herself 
or others, and there is a reasonable basis for the OIG to believe that 
revealing the complainant’s identity would be a reasonable step to 
mitigate the potential threat.  Prior to revealing the complainant’s 
identity to a component or other appropriate entity, approval must be 
provided by the Assistant Inspector General for Investigations or his or 
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her designee, except that the complainant’s identity may be revealed 
without such approval when exigent circumstances, such as an 
imminent threat of violence, require immediate action. The Inspector 
General has determined that revealing the complainant’s identity under 
these circumstances would be deemed unavoidable in the conduct of 
an investigation, and therefore permitted under the IG Act. 

e. The complainant is a federal employee of a non-DOJ component.  In 
this case the complaint should be forwarded to the OIG for the 
complainant’s organization and the complainant notified that the 
complaint was forwarded. 

f. Any other matter as determined by the Inspector General. 

(2) Witnesses.  When a complaint is disseminated, witnesses are usually 
identified unless one of the following conditions exists: 

a. The witness provided information to the OIG on the condition that his 
or her identity would be kept confidential. 

b. The witness expressed fear of reprisal if his or her identity was 
disclosed. 

(3) Question Regarding Circumstances.  If there is any question whether one of 
these conditions applies to the circumstances, then the complainant or witness 
should not be identified. 

C. Retaliation Prohibitions.  

(1) It is a violation of the IG Act for a supervisor to retaliate against an employee 
who has provided information to the OIG.  Any individual responsible for 
retaliation against an employee who engaged in a protected activity (including 
providing information regarding an internal investigation) may be disciplined 
by the head of the component agency. 

(2) At the time a complaint or report of investigation is disseminated to a 
component, the INV will advise the component that complainants and 
witnesses who are identified in the report are entitled to protection from 
retaliation under the IG Act and the Whistleblower Protection Act.  This 
advisory is printed on the field office form used to disseminate complaints to 
components (Appendix B). 

D. Disclosure Requests.  If in order to address a matter appropriately, the employing 
component requests that the OIG identify a complainant or witness whose identity has 
been kept confidential, the OIG will seek permission from the complainant or witness 
to disclose the information. 
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(1) If the complainant or witness agrees that his or her identity may be disclosed, 
the complainant will sign a “reveal letter” so stating.  (See Appendix C for a 
sample letter.) 

(2) If the complainant or witness does not give permission, identifying 
information will not be disclosed unless the Assistant Inspector General for 
Investigations determines that the need for disclosure outweighs the 
individual’s interest in confidentiality.  The individual so affected will be 
advised that his or her name will be provided to the component. 

205.12 Processing Allegations of Sexual Abuse in Confinement Settings. 

A.  Disposition.  28 C.F.R. § 115.71 mandates that all allegations of sexual abuse or 
sexual harassment of inmates by staff members, contractors, or volunteers will be 
investigated promptly, thoroughly, and objectively, including allegations received 
from third parties and anonymous reports.  If initial review or preliminary 
investigation of the allegation determines that it is unlikely to result in a criminal 
prosecution, the SAC or ASAC of the field office of jurisdiction may request that the 
allegation be referred to the component for investigation.  The referral will be made 
by the relevant INV Headquarters Operations Branch, in consultation with the field 
office.  All such referrals will be monitored referrals unless no additional 
investigative steps are necessary or if the conduct, as reported and if true, would not 
amount to a serious administrative violation, in which case a management referral 
may be considered.   See also Appendix D for definitions of sexual abuse and 
harassment terms in the Prison Rape Elimination Act (PREA).   

B. IDMS and iManage. 

(1)  The field office will upload predicating documents to iManage prior to 
requesting an investigative disposition from INV Headquarters.  

(2) Complaint code 603 will be used for allegations of sexual abuse of inmates 
and detainees, including inappropriate relationship allegations with an implied 
likelihood of sexual abuse.  In such cases, the PREA box on the IDMS 
complaint form should be checked.   

(3) Complaint codes 603, 605, or 610 will be used for allegations of sexual 
harassment of inmates and detainees, depending on the nature of the 
harassment, and the PREA box on the IDMS complaint form should be 
checked.  In such cases, complaint code 703 will not be used, as it applies 
only to sexual harassment as a personnel issue.  

(4) Allegations that do not fit the PREA definition of sexual abuse or harassment, 
such as allegations involving pat-down searches that appear to be within the 
scope of official duties, within current DOJ policy, and not for the purpose of 
sexual abuse or gratification, can be coded with any appropriate offense code, 
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including 412.  It is not necessary to check the PREA box on the IDMS 
complaint form, regardless of whether the complainant subjectively 
characterized the actions as “sexual abuse.”   

C.   Inmate-on-Inmate Sexual Abuse.  All allegations of sexual abuse or sexual 
harassment of inmates by other inmates will be referred immediately to the 
component. 

(1)  BOP.  

a.  Inmate-on-inmate allegations will be referred immediately by the 
office of receipt to the BOP’s PREA Coordinator Hotline, 

 for subsequent referral to the 
relevant BOP institution and to the FBI.  It is not necessary to enter the 
complaint in IDMS prior to referring the predication to the BOP’s 
PREA Coordinator, but entry of the complaint in IDMS will be done 
as soon as possible after referral.  Use the appropriate complaint code 
(that is, 603, 605, or 610); check the PREA box in IDMS; and assign a 
disposition of “X.”  Do not refer the allegation to the BOP’s Office of 
Internal Affairs.     

b.  If the complaint involves both inmate-on-inmate allegations and staff 
misconduct or negligence, including staff enablement of inmate-on-
inmate sexual abuse through willful or gross negligence, it will be 
treated as an employee misconduct allegation.  All correspondence 
with the BOP concerning the allegation will be directed to the BOP’s 
Office of Internal Affairs.  Such allegation will not be referred to the 
BOP’s PREA Coordinator.   

(2)  USMS.  

a.  Inmate-on-inmate allegations will be classified in IDMS as an “X” and 
referred to the USMS’s Office of Internal Investigations.  Use the 
appropriate complaint code (that is, 603, 605, or 610) and check the 
PREA box in IDMS.   

b. If the complaint involves both inmate-on-inmate allegations and staff 
misconduct or negligence, it will be treated as an employee 
misconduct allegation.     

D.   Confidentiality.  If an inmate affirmatively requests confidentiality in connection with 
an allegation of sexual abuse or sexual harassment that he or she reports directly to 
the OIG, that request will be honored.  If it is determined that disclosure of the 
inmate’s identity to the component is necessary for investigative reasons or in 
connection with a referral of the complaint, the field office will contact the inmate 
either in person or via mail and request that the inmate sign a release of identity form.  

(b) (7)(E)
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If the inmate refuses, a referral of the complaint to the component will only be made 
after the inmate’s identity is redacted from the complaint form and predicating 
materials.     

E. Acknowledgment Letters.  It is not necessary to send an acknowledgment letter to 
inmates who report violations via e-mail to the PREA Hotline.  The Hotline was 
established to afford inmates a method of reporting sexual abuse violations without 
the BOP having a record of their complaint.  The e-mails are not captured at the 
institution, and no local record exists of inmate e-mail communication with our 
offices.  The “reply” function is disabled; we are not able to send the inmates a direct 
e-mail response to their complaints, which would create a record that would defeat 
the security protocol.  Inmates are informed by the BOP that they will not receive a 
response to e-mails to our offices.  Sending a written acknowledgment letter is not 
advised unless the inmate specifically requests one because an envelope with an OIG 
return address could alert institution staff that the inmate very likely filed a complaint.  
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APPENDIX A 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
Typical Types of Misconduct To Be Reported to the OIG 

 
(This list is not meant to be all inclusive) 

 



 

 

 
TYPICAL TYPES OF MISCONDUCT 

TO BE REPORTED TO THE OIG 
 

(This list is not meant to be all inclusive) 
 
Classification No. 1  
 
(Immediate Reporting) 
 

• Bribery, graft, or conflict of interest, including an offer or acceptance of anything of value 
• Extortion 
• Fraud 
• Theft, conversion, or embezzlement of funds or property in an amount greater than $100 
• Sale, possession, or trafficking in illegal drugs 
• Submission of false claims 
• Perjury or false statements 
• Concealment, removal, or mutilation of official documents 
• Conflict of interest 
• Smuggling or trafficking in contraband 
• Providing contraband to any person in custody 
• Sexual contact between employees and persons in custody, aliens, informants, protected 

persons, undercover operatives, persons under investigation, or persons seeking benefits from 
the DOJ 

• Discrimination or sexual harassment accompanied by violence, physical force, or other 
egregious misconduct 

• Use of a firearm in a manner that appears to constitute a violation of law or DOJ regulations  
• Criminal civil rights violations 
• Assault 
• Facilitating the escape of any person in custody 
• Unauthorized disclosure of sensitive information, including information in any electronic 

system 
• Unauthorized interception of wire or oral conversations 
• Class 1 misconduct attempt, conspiracy, obstruction of justice, aiding and abetting, or 

concealment or failure to report any matter in class 1 
 

Classification No. 2  
 
(48-Hour Reporting) 
 

• Assault, threatening assault 
• Use of Government facilities, supplies, equipment, services, personnel, or identification for 

other than official purposes 
• Off duty misconduct resulting in a felony arrest or conviction 



 

 

• Discrimination and sexual harassment not included in class 1 
• Outrageous or unprofessional conduct 
• Breaching the safety or security of a DOJ program or operation, resulting in escape or serious 

injury, disclosure of confidential informants or other protected persons, or endangerment of 
employees, contractors, and clients of the DOJ 

• Use of a government credit card for other than its intended purpose in an amount greater than 
$1,000 

• Gambling or promotion of gambling on government property 
• Destruction of government property 
• Inappropriate relationships between employees and persons in custody, aliens, informants, 

protected persons, undercover operatives, persons under investigation, or persons seeking 
benefits from the DOJ, not included in class 1 

• Unauthorized release of information not included in class 1 
• Failure to properly account for funds, valuables, and personal property of persons in custody 
• Falsification of employment documents 
• Attempt, conspiracy, obstruction, aiding and abetting, concealment, or failure to report any 

matter in class 2 
 
Classification No. 3  
 
(Monthly Reporting) 
 

• Disorderly conduct or abusive language 
• Prohibited personnel practices not included in class 1 or 2 
• Conducting personal business during duty hours 
• Refusal or failure to follow instructions or procedures, failure to respond to an emergency, 

failure to properly supervise or control persons in custody 
• Off-duty misconduct resulting in misdemeanor arrest 
• Unauthorized use/misuse of a government vehicle 
• Failure to honor just debts 
• Accidental discharge of a firearm that does not result in injury to anyone 
• Use of a government credit card for other than its intended purpose in an amount not exceeding 

$1,000 
• Violations of security regulations 
• Intoxication or consumption of alcohol while on duty
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          APPENDIX B 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 

Field Office Form for Dissemination/Referral of 
 

Complaints to DOJ Components 
 

 



 

 

(Date) 
 
MEMORANDUM FOR _________________, Chief Inspector 
       Office of Internal Affairs 
       U.S. Marshals Service 
 
 
FROM:      Special Agent In Charge 
        _______________________ Field Office  
    
SUBJECT:      OIG Complaint No.___________________________________ 
       Agency File No.______________________________________ 
       Subject_____________________________________________ 
 
 __ 
|__| This matter is referred for appropriate disposition by Agency management in 

accordance with your Agency’s policies and regulations.  A copy of your findings or 
final action is not required by the OIG. 

 __  
|__| This matter is referred to your Agency for investigation.  Please report the status of this 

matter in your monthly report to the OIG.  A copy of your findings or final action is 
required to be provided to this field office. 

 __ 
|__| This complaint will be investigated by the OIG. 
 __ 
|__| OIG disposition awaits the prosecutorial decision of the Civil Rights Division. 
 

IMPORTANT NOTICE 
 
 Identifying information may have been redacted from the attached OIG Complaint Referral in 
accordance with the Inspector General Act, Section 7, or because an individual has:  (a) requested 
confidentiality or (b) expressed a fear of reprisal.  If you believe that it is necessary that redacted 
information be made available to your Agency, you may contact the Assistant Inspector General for 
Investigations. 
 
 Please be advised that where adverse action is not contemplated, the subject of an investigation 
does not have a right to have access to an OIG Complaint Referral or to the identities of complainants 
or witnesses and that in all cases, complainants and witnesses are entitled to protection from reprisal 
pursuant to the Inspector General Act and the Whistleblower Protection Act. 
 
________________________________     _______________ 
Special Agent in Charge       Date 
 
Attachment 
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APPENDIX C 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
Sample Reveal Letter 

 



 

 

(DOJ Letterhead) 
  
(Date) 
 
(Full Name and Address) 
 
Dear (Name): 

 
The Office of the Inspector General (OIG) has received your correspondence 

and reviewed the information you provided.  After careful consideration and in view 
of the limited resources of the OIG, we have decided not to open an investigation of 
the allegations you raise.   
 

However, we believe that the issues you raise should be brought to the 
attention of the responsible component/agency for possible administrative inquiry 
and management review.  We would therefore like to forward your correspondence 
to the ____________________________ for further action.   
 

Please indicate by marking the appropriate box below whether and under 
what conditions you consent to the OIG forwarding your complaint to this 
component/agency.  Return this consent decision to us in the enclosed, pre-
addressed envelope.  A copy is included for your records.   
 

Your response is appreciated and time sensitive.  If you do not return your 
consent decision to us within two months of our mailing date, the OIG will close the 
matter and take no further action regarding your complaint.  
 

If you have any questions, please contact us again. 
 

Sincerely, 
 

(Signature Block) 
 

 I understand and agree that the OIG will forward my complaint to the component/agency designated above and 
that my identity will be revealed to that component/agency.  

 

 I understand and agree that the OIG will forward my complaint to the component/agency designated above 
with my identifying information redacted.  I further understand that this may limit the ability of this 
component/agency to investigate or review my complaint. 

 

 I do not consent to the OIG forwarding my complaint for further action.  I understand that this will preclude 
any review of my complaint. 

 
_________________________________               _________________________ 
Signature       Date    
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APPENDIX D 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
Definitions of Terms in the Prison Rape Elimination Act 

 
 



 

 

 
DEFINITIONS OF TERMS IN THE PRISON RAPE ELIMINATION ACT 

 
 

The definition of sexual abuse of an inmate, detainee, or resident by a staff member, contractor, or 
volunteer includes any of the following acts, with or without consent of the inmate, detainee, or 
resident: 
 

(1) contact between the penis and the vulva or the penis and the anus, including penetration, 
however slight;  

(2) contact between the mouth and the penis, vulva, or anus; 
(3) contact between the mouth and any body part where the staff member, contractor, or volunteer 

has the intent to abuse, arouse, or gratify sexual desire;  
(4) penetration of the anal or genital opening, however slight, by a hand, finger, object, or other 

instrument, that is unrelated to official duties or where the staff member, contractor, or 
volunteer has the intent to abuse, arouse, or gratify sexual desire;  

(5) any other intentional contact, either directly or through the clothing, of or with the genitalia, 
anus, groin, breast, inner thigh, or the buttocks, that is unrelated to official duties or where the 
staff member, contractor, or volunteer has the intent to abuse, arouse, or gratify sexual desire; 

(6) any attempt, threat, or request by a staff member, contractor, or volunteer to engage in the 
activities described in paragraphs (1)-(5);  

(7) any display by a staff member, contractor, or volunteer of his or her uncovered genitalia, 
buttocks, or breast in the presence of an inmate, detainee, or resident, and 

(8) voyeurism by a staff member, contractor, or volunteer.   

Voyeurism by a staff member, contractor, or volunteer means an invasion of privacy of an inmate, 
detainee, or resident by staff for reasons unrelated to official duties, such as peering at an inmate who 
is using a toilet in his or her cell to perform bodily functions; requiring an inmate to expose his or her 
buttocks, genitals, or breasts; or taking images of all or part of an inmate’s naked body or of an inmate 
performing bodily functions.   
 
Sexual harassment in a confinement setting includes: 
 

(1) repeated and unwelcome sexual advances, requests for sexual favors, or verbal comments, 
gestures, or actions of a derogatory or offensive sexual nature by one inmate, detainee, or 
resident directed toward another; and 

(2) repeated verbal comments or gestures of a sexual nature to an inmate, detainee, or resident by a 
staff member, contractor, or volunteer, including demeaning references to gender, sexually 
suggestive or derogatory comments about body or clothing, or obscene language or gestures.  

 



 

 

INSPECTOR GENERAL MANUAL 
Volume III, Chapter 205 

Handling Complaints 
Revisions 

 
This chapter was previously revised on April 22, 2009, April 23, 2007, and originally issued on 
September 22, 1997.  This chapter has been rewritten to reflect updates and/or changes in policies, 
laws, and guidelines. 
 
This chapter includes an inserted revised policy approved by the Inspector General or his Designee, 
issued December 1, 2014: 
 
Changes, additions, and deletions in guidance issued December 1, 2014, appear in the following 
sections: 
 
205.11: Changes guidance in the last sentence of the unnumbered first paragraph, replacing 

“identities are kept secret” with “identities are protected.”   
 
205.11B(1): Adds guidance that precludes complainant identification by other means in addition to 

precluding complainant identification by name. 
 
205.11B(1)a, d, e, and f: Add identity protection exception conditions. 
 
This chapter revision includes an inserted revised policy, approved by the Inspector General or 
his Designee, issued July 9, 2014:   
 
This policy addition is in conformance with the Prison Rape Elimination Act (PREA), Public Law 108-
79, which was passed unanimously by Congress in 2003, and AG Order No. RIN 1105-AB34, as 
codified in the Code of Federal Regulations (C.F.R.), Title 28, Part 115, on May 16, 2012.  (See also 
www.ojp.usdoj.gov/programs/pdfs/prea_final_rule.pdf.) 
 
205.12: Adds guidance concerning processing and investigation of allegations of sexual abuse 

in confinement settings (Policy Memorandum FY 14-POL-03). 
 
Appendix  D: Adds Definitions of Terms in the Prison Rape Elimination Act (Policy Memorandum 

FY 14-POL-03). 
 
 
Changes, additions, and deletions in guidance issued April 22, 2009, appear in the following 
sections: 
 
205.4:   Corrects paragraph reference in the first sentence. 
 
205.6: Changes the database management system name to Investigations Data Management 

System and introduces the new acronym. 
 
205.6A: Changes guidance regarding entering complaints in IDMS, specifying exceptions. 
 



 

 

205.6B(7):  Changes code and field check guidance for allegations of civil rights or civil liberties 
violations.  

 
205.8A(3)a:  Deletes guidance requiring quarterly review  

. 
 
205.8B:   Changes guidance regarding monitored referrals, specifying components that may 

receive INV-monitored referrals.  Changes guidance regarding off-duty local 
prosecutions, removing misdemeanor limitation. 

 
205.8C:   Clarifies guidance regarding management review forwarding. 
 
205.8D:  Clarifies guidance regarding information-level complaints. 
 
205.8F:   Adds a new consolidated classification “X” and guidance for correspondence that has 

no connection with DOJ persons or programs. 
 
205.10C:   Adds use of classification “U” for IDMS information detailing referral to CRT. 
 
205.10E:   Adds use of classification “U” in IDMS for CRT preliminary investigations.  Changes 

determination guidance in last sentence from “whether to open” to “whether to 
conduct.” 

 
205.11D(2): Changes guidance regarding disclosure determination time period. 
 
Appendix A.   Format revised. 
 
Appendix B.   Changes “Report/Referral” to “Complaint Referral.”  
 
Appendix C. Replaces reveal letter. 

(b) (7)(E)
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207.1 Policy. This chapter establishes the policies, procedures, and standards by which the Office 
of the Inspector General (OIG) will conduct and manage investigations.    

207.2 Reference. This chapter is issued under the Inspector General Act of 1978 (Public Law 
(Pub. L.) 95-452, October 12, 1978; 5 U.S.C. App.), as amended, and Attorney General 
Order 2492-2001. Rehabilitation Act of 1973. 

207.3 Scope. The provisions of this chapter apply to all employees of the OIG Investigations 
Division (INV). 

207.4 Opening Investigations.  

A. Geographic Areas. The field office responsible for the geographic area where the 
majority of relevant witnesses or evidence are located will generally open and 
conduct the investigation.  This is generally where the predicating incident or event 
occurred.  If there is sufficient reason for a different field office (including the OIG 
Fraud Detection Office) to conduct the investigation, the Special Agent in Charge 
(SAC), Operations Branch I or Operations Branch II, INV Headquarters, will 
coordinate with the field office SACs involved. 

B. Headquarters Coordination Responsibility. The SAC, Operations Branch II, INV 
Headquarters, is responsible for coordinating all OIG investigations involving the 
Federal Bureau of Investigation (FBI), Drug Enforcement Administration (DEA), 
and Bureau of Alcohol, Tobacco, Firearms and Explosives (ATF) subjects or 
programs.  The SAC, Operations Branch I, INV Headquarters, is responsible for 
coordinating OIG investigations involving all other Department of Justice (DOJ) 
component agencies, offices, boards, and divisions. 

C. Investigations Data Management System. The online Investigations Data 
Management System (IDMS) performs data compilation and case tracking 
functions.  When a SAC or higher official decides that a complaint should be 
investigated, the complaint will be given a disposition of “I” (Investigation) in 
IDMS.  (See the Inspector General Manual (IGM), Volume III, Chapter 205, 
“Handling Complaints” (III-205), for case opening criteria.)  

(1) All investigations will be recorded (opened) in IDMS using one of three 
opening status codes:  “OPCR,” criminal case; “OPAD,” administrative case 
(non-criminal); or “OPIN,” open initiative. 

(2) Special Agents (SAs) and Assistant Special Agents in Charge (ASACs) will 
ensure that completion of all applicable fields in IDMS is consistent with 
policy and contemporaneous with the development of the information.  
Refer to the IDMS Users’ Manual for detailed information. 
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D. FBI Notification Letters.  Field Office SACs are responsible for notifying in writing 
the FBI field office with concurrent jurisdiction upon the opening of any criminal 
investigation for which the subject is an employee of the DOJ, a contractor, grantee, 
or other person or entity doing business with or receiving benefits from the DOJ.  
The written notification is to be made within 30 calendar days of case opening. A 
copy of the written notification will be uploaded into iManage.  Due to the OIG’s 
oversight role of the FBI, this notification requirement is not applicable for 
investigations into FBI personnel and program areas.  Any notification concerning 
these excepted FBI investigations will be performed by INV Headquarters. 

207.5 Managing Investigations. 

A. General Principles.  

(1) SACs and ASACs will ensure that agents within their field offices adhere to 
the investigative policies, standards, and procedures established for INV.  
They will manage the investigative resources available within the field 
offices efficiently and effectively.  SACs and ASACs will ensure that agents 
report all relevant information accurately, concisely, clearly, in a timely 
manner, and in the prescribed format.   

(2) Unless otherwise directed by INV managers, agents must fully and 
completely investigate every case to resolve all criminal aspects of the 
complaint.  Agents also will address all administrative aspects of an 
investigation unless otherwise directed by INV managers or unless the 
conditions specified in paragraph 207.19B concerning “60 Day Cases” are 
met. 

(3) SACs will act as the approving authority for all investigative reports 
prepared by their offices. 

(4) To facilitate quick and accurate reviews by INV field and Headquarters 
managers, agents must regularly update their cases in IDMS.  When 
updating the IDMS Case Status Screen (scratchpad), agents should include 
only concise case related information that advances the investigation. 

a.  Content.  The Case Status Screen should contain only the following 
types of information: 

 
 Completed investigative activities with a brief synopsis of the 

outcome.   
 Case related activities/information.   
 Case accomplishments (criminal/civil/administrative). 

b.  Format.  Each Case Status Screen entry will contain the following: 
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 The date associated with the investigative activity. 
 A brief description (a few sentences) of the results of the activity. 
 Once an entry is made it should not be changed or deleted. 

c.  Examples.  Below are examples of appropriate Case Status Screen 
entries: 

 
 01/02/18 - Contracting Officer Edward Jones was interviewed.  

Jones provided a copy of the DEA contract file with XYZ 
Company. 

 01/03/18 - Robert Smith, Personnel Director for XYZ Company, 
was interviewed concerning the relationship between Subject 
Fred Brown and XYZ Company. Smith confirmed that Subject 
Brown was engaged in employment negotiations with XYZ 
Company at the time Brown awarded the contract to XYZ 
Company. 

 01/04/18 - Subject Fred Brown was interviewed.  Brown 
admitted that he awarded the DEA contract to XYZ Company in 
order to curry favor with the company during his employment 
negotiations. 

B. Timeframes for Working and Completing Investigations.   

(1) All investigations will be completed within 180 days or as designated by 
INV Headquarters.  Cases with more complex and extenuating 
circumstances may reasonably take longer, but will be worked expeditiously.  
Agents should consult with a federal prosecutor at an early stage of each 
criminal investigation.  Once the criminal aspects of a case have been 
completed and the remaining investigation is administrative, the case should 
be completed within 120 days.  

(2) The SAC/ASAC will ensure that every case is promptly and efficiently 
investigated, with no more than 30 days between investigative activities, and 
ensure that the activity is promptly and properly reported by an OIG Form 
III-210/4 (Memorandum of Investigation) (MOI) (SharePoint Forms: IG 

Manual).   

(3) Agents and supervisors should not record explanations for lack of 
investigative activity in the case file.  For example, lack of investigative 
activity should not be recorded in the IDMS Case Status Screen or on an 
MOI. 
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(4) The SAC may suspend the 30-day rule after completion of all investigative 
activity and the formal presentation of the case to a U.S. Attorney or other 
prosecutor for a prosecutorial decision.  Once a case has been formally 
presented, change the IDMS case status code to “OPJP” (Open in Judicial 
Proceedings) and prepare an MOI reporting the status of the judicial action 
at least every 120 days.  Discussions regarding the potential for criminal 
prosecution that are common between agents and prosecutors during the 
early stages of an investigation do not constitute a formal presentation for 
prosecution. 

C. Investigative Work Plans.  Although not required for every investigation, the 
SAC/ASAC may require an OIG Form III-207/7 (Investigative Work Plan) 
(SharePoint Forms: IG Manual) if he or she considers it beneficial to the 
management of any investigation.  The Investigative Work Plan differs from the 
Investigative Work Agreement for Priority Investigations that is required for all 
priority cases (see paragraph 207.11B below). 

(1) The case agent will normally prepare the Investigative Work Plan in 
conjunction with his or her supervisor.  The SAC must review, approve, and 
sign the plan. 

(2) The Investigative Work Plan must address the following items: 

a. Target Completion Date.  The target completion date must be no 
more than 180 days from the date the investigation is opened.  In 
criminal cases, agents should have completed all investigative steps 
and formally presented the case to a prosecutor within 180 days. 

b. Summary of Allegations.  Include a brief summary of the predication 
for the investigation and the specific allegations to be addressed by 
the investigation. 

(b) (7)(E)
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(3) Once approved, the work plan need not be updated as the investigation 
progresses. 

D. Operational Plans. Agents will prepare written operational plans on OIG Form III-
207/10 (Operational Plan) (SharePoint Forms: IG Manual) when engaging in 
investigative activities that involve such things as executing search warrants, 
conducting undercover activities, complex surveillance, or multiagency operations.  

(1) The purpose of thoroughly planning such activities and preparing an 
operational plan is to assure that the operation will be carried out in an 
effective, efficient, and safe manner.   

(2) When planning an operation, agents will address all the applicable items 
listed in the sample operational plan. 

E. Compliance with the Rehabilitation Act. It is the policy of the OIG not to 
discriminate based on disability when engaging in law enforcement programs and 
activities, and to afford qualified persons with disabilities equal opportunity to 
safely and fully participate in and benefit from such programs and activities.  Agents 
shall be informed of and comply with the nondiscrimination and equal opportunity 
requirements of the Rehabilitation Act of 1973.  Section 504 of the Act provides 
that "[n]o otherwise qualified individual with a disability in the United States * * * 
shall, solely by reason of her or his disability, be excluded from the participation in, 
be denied the benefits of, or be subjected to discrimination under any program or 
activity receiving Federal financial assistance or under any program or activity 
conducted by any Executive agency."  All agents will conduct investigations in 
compliance with Rehabilitation Act principles and with all related OIG policies and 
guidance issued.       

207.6 Management Tools and Responsibilities.  

A. Field Office Productivity Chart. The Field Office Productivity Chart, available at 
the INV Cyclical Report location in SharePoint, is a monthly report of IDMS data 

(b) (7)(E)
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compiled on each field office and area office and may include, among others, the 
following categories:  ceiling, complaints, cases opened, cases closed, OPJP, 
OPCR/OPAD, open 6-12 months, open 12+ months, case timeliness percentage, 
case diversity (percentage BOP), grant fraud opened, grant fraud closed, cases with 
audit opened, cases with audit closed, recoveries, arrests, trials, and administrative 
actions. 

B. Quality, Objectivity, Timeliness, and Appropriate Direction of Investigations. The 
ASAC, SAC, and INV Headquarters assure the quality, objectivity, and timeliness 
of investigations and assure that investigative efforts are appropriately directed 
toward addressing the issues raised by the allegations.  

(1) ASAC.  The ASAC will stay current on the status of all investigations being 
worked by agents under his or her supervision.  The ASAC may accomplish 
this task through reviews of investigative work plans and operational plans, 
case file reviews, reviews of IDMS data, and personal discussions with the 
case agent.  The ASAC will conduct case reviews at least every 60 days and 
he or she will record the date of the case reviews in each reviewed case’s 
IDMS case status screen “scratchpad” along with his or her initials. 

(2) SAC.  The SAC will also stay current on the status of investigations through 
in-person discussions with the ASAC and case agent and reviews of work 
plans, operational plans, and case files, as well as reviews of IDMS data.  
The SAC is ultimately responsible for the quality, objectivity, timeliness, 
and appropriate direction of all investigations being conducted by his or her 
field office.   

(3) INV Headquarters.  INV Headquarters management personnel shall review 
priority investigations and over-age investigations, primarily through 
quarterly video teleconferences with field office supervisors; reviews of 
various reports, such as the Field Office Productivity Chart and reviews of 
IDMS data.   

207.7 Office Case File Folder. A case file folder will be established immediately upon opening 
and assigning an investigation. All information and original documents pertaining to the 
investigation will be maintained in an office case file folder bearing the appropriate case 
number.  All documents placed in the case file folder must be uploaded to iManage 
contemporaneously with their addition to the case file.  A book-type folder, brown, hard 
cover, with six divisions, will be used to house office case files until INV implements an 
official electronic case file system.  The office case file folder is the property of the OIG 
and may not be removed from the office. 

A. Work Folders. A case agent may create a working case folder into which he or she 
may place copies of documents entered in the office case file folder.  The working 
case file is also the property of the OIG, but as it contains only duplicates of 
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material in the office case file, it may be removed from the office during the 
investigation, as needed.  All OIG employees must take care with working case files 
to safeguard their contents from loss or unauthorized disclosure. 

B. Document Placement in the Office Case File Folder.   

(1) Information and documents received or created during the investigation 
(such as MOIs, sworn statements, and telephone toll records) will be 
maintained on the right side of the case file folder, generally in 
chronological order. 

(2) The following items will be affixed to the inside of the left cover of the case 
file folder: 

a. an up-to-date copy of the IDMS complaint/case form; 

b. OIG Form III-207/1 (File Content Summary Sheet) (SharePoint 

Forms: IG Manual); 

c. OIG Form III-207/7 (Investigative Work Plan) (SharePoint Forms: 

IG Manual), if applicable; 

d. OIG Form III-207/6 (Case Review Record) (SharePoint Forms: IG 

Manual); and 

e. OIG Form-207/8 (Investigative Work Agreement for Priority 
Investigations) (SharePoint Forms: IG Manual), if applicable. 

C. File Content Summary Sheet and Case Review Record.   

(1) The case agent will record on the File Content Summary Sheet, by date of 
entry and description, all documents, including MOIs, placed in the case file 
and all evidence turned over to the evidence custodian. 

(2) As needed, the ASAC or SAC will review the contents of the file to ensure 
that all investigative matters are completed in a timely manner and ensure 
that the case file meets all administrative requirements.  Formal case reviews 
are to be conducted at least every 60 days.  The SAC or ASAC may use the 
Case Review Record (SharePoint Forms: IG Manual) and the Case Review 
– Supervisor’s Checklist (SharePoint Forms: IG Manual) to assist in 
reviewing the case file. 

D. Special Contents. Whenever information contained in an investigative office case 
file relates to the following special contents items, the outside of the case folder 
must be conspicuously marked indicating the presence of such information:  
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(1) classified documents (a case file containing classified documents also 
requires special storage and accountability (see IGM I-220).   

(2) identification of juveniles. 

(3) grand jury information (applies only when information is received from the 
grand jury and requires special storage and accountability (see IGM III-231).   

(4)  
 

(5) IRS income tax information (requires special storage and accountability) 
(see IGM III-231). 

(6)    

(7) medical information identifiable to an individual (see IGM III-231). 

(8) 

(9) compelled statements.   

E. Disposition of Investigative Notes and Work Papers. 

(1) Interview notes and work papers produced during an investigation will 
clearly and legibly identify the source of the information, person 
interviewed, date of inquiry or interview, others present during the 
inquiry/interview, and the agent taking the notes. 

(2) When the investigation is closed, scan and then upload as a single document 
all agent notes to iManage with the file name “Agents’ Notes” and the case 
number (i.e., Agents’ Notes 2018-001234.”  Place all original notes in an 
envelope and attach the envelope inside the office case file folder.  The 
envelope will be labeled “Agents’ Notes.”  Write the full case number on the 
envelope. 

207.8 Memorandum of Investigation. The Memorandum of Investigation (MOI) (OIG Form III-
210/4) is the investigating agent’s report of a particular facet of the investigation process.  It 
will be a concise but comprehensive report of investigative activity, not just a compilation 
of the agent’s investigative notes.  See IGM III-210 and the MOI Format and Style 

Standards Guide (OIG Guide III-210/4) available on SharePoint for additional guidance. 

(b) (7)(E)

(b) (7)(E)

(b) (7)(E)
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207.9 Report of Investigation. To report the results of an OIG investigation, the SA will prepare a 
Report of Investigation (ROI) (OIG Form III-210/1), or an Abbreviated Report of 
Investigation (AROI) (OIG Form III-210/2), as appropriate.  The ROI is the OIG’s official 
record of an investigation and will contain all relevant material pertaining to the 
investigation.  When appropriate, a copy of the ROI will be provided to a prosecutor or an 
official in the affected DOJ component. See IGM III-210 and the ROI Format and Style 

Standards Guide (OIG Guide III-210/1) available on SharePoint for additional guidance. 

A. Review and Approval. The SAC will review each completed ROI to ensure that the 
ROI accurately reflects the OIG’s investigative findings and that the report is 
complete, concise, objective, well written, and supported by and consistent with 
what is recorded in the MOIs.  Since the SAC is responsible for the quality of all 
ROIs produced by his or her field office, the SAC will ensure that the investigation 
meets OIG investigative standards (IGM III-200) and that the ROI conforms to the 
ROI Format and Style Standards Guide (OIG Guide III-210/1).  

B. Distribution. ROIs normally include investigations closed with a status code of 
“Closed – Criminal” or “Closed – Administrative.”  The distribution of final ROIs 
(including exhibits) for closed investigations follows.  

 (1) Retain the original ROI in the field office case file and upload the final ROI 
into iManage according to directions provided by SAC Investigative Support 
Branch. 

(2) If the subject is a congressional official or political appointee, a second copy 
of the ROI should be submitted to INV Headquarters for distribution to the 
Deputy Attorney General’s Office. 

(3) Headquarters management will consult with the Front Office to determine 
whether the ROI or an investigative summary will be posted to the OIG 
public website. 

C. Distribution Exceptions.   

(1) Federal regulations place certain limits on the distribution of reports that 
address retaliation allegations made by federal employees.  Accordingly, the 
distribution of any OIG report that addresses such claims will be coordinated 
through the appropriate SAC, Operations Branch I or Operations Branch II, 
INV Headquarters.  In addition, when closing a completed criminal case, the 
field office SAC may request that INV Headquarters not submit a copy of 
the final ROI to the component if all of the following conditions are met. 

a. The allegation is not substantiated. 
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b. The report contains sensitive information supplied by another agency 
or a confidential informant. 

c. The SAC has determined that circumstances may warrant reopening 
the investigation at a later date and that the release of a report at this 
time may jeopardize those future efforts. 

(2) In these circumstances, the SAC must inform the SAC, Operations Branch I, 
or SAC, Operations Branch II, INV Headquarters, why a component copy is 
not being submitted to INV Headquarters.  In lieu of a copy of the closing 
ROI, INV Headquarters will submit a memorandum to the component 
agency as notice of the case closure. 

(3) For distribution of closing ROIs containing  
material, see IGM III-223. 

207.10 Abbreviated Report of Investigation. The Abbreviated Report of Investigation (AROI) 
(OIG Form III-210/2) is an optional alternative writing format for use when an 
investigation is being closed and can be reported in a brief synopsis.  The AROI is not a 
chronological accounting of the investigation but, instead, must summarize the allegations 
and investigative findings in a few brief paragraphs.  Agents must prepare AROIs in 
conformance with the current AROI Format and Style Standards Guide (OIG Guide III-
210/2) issued by headquarters and posted in SharePoint. 

A. Authorization for Use.  An AROI is authorized in the following circumstances. 

(1) Cases Elapsed Not More Than 60 Days.  The time period between the date 
the OIG received the complaint and the date the investigation is closed is not 
more than 60 days. 

a. All Components.  All criminal allegations have been resolved, or 
because the allegations lack merit, the investigation is being closed 
as “Information to File.”  

b. Bureau of Prisons or U.S. Marshals Service.  Bureau of Prisons 
(BOP) or U.S. Marshals Service (USMS) unresolved administrative 
issues are being forwarded as a monitored referral or for management 
review. 

(2) Cases Without Regard to Time Elapsed.  Regardless of the time elapsed after 
the complaint was received, circumstances are such that a detailed ROI 
would serve no useful purpose to the component, as in the following 
examples: 

(b) (7)(E)
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a. Both criminal and administrative proceedings have been completed, 
and the findings are not going to require action by a component or 
program office — for example, a case where no DOJ employee was 
involved or was identified;  

b. The investigation did not substantiate the allegation, and the results 
are being reported to a program office or component; or 

c. The information being reported is a follow-up to an interim report, 
such as to report final judicial action.  (The interim ROI will be made 
an exhibit to the closing AROI.) 

B. Distribution.   

The distribution of AROIs (including exhibits) for OIG investigations will be as 
follows: 

(1) Investigations Closed With a Status of Closed – Criminal (CLCR) or Closed 
– Administrative (CLAD). 

a. Original AROI is retained in field office case file. 

b. Upload the final AROI into iManage according to directions 
provided by the SAC Investigative Support Branch. 

(2) Investigations Closed With Status Code of Closed – Referred (CLRF) or 
Closed – Management Review (CLMR).  Applies to BOP and USMS “60 
day” cases only. 

a. Retain original AROI in field office case file. 

b. Forward one copy of the AROI directly from the field office (via 
Field Office Form 2 – SharePoint Forms: IG Manual) to the 
component agency.    

c. Upload the final AROI into iManage according to the directions 
provided by the SAC Investigative Support Branch. 

(3) Investigations Closed as Information to the Field Office File (CLRI).  
Applies to BOP and USMS “60 day” cases only. 

a. Original AROI is retained in the field office case file.  

b. Upload the final AROI into iManage according to the directions 
provided by the SAC Investigative Support Branch.  The field office 
will submit a memorandum (Field Office Form 3 – SharePoint 
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Forms: IG Manual) directly to the component internal affairs office 
as documentation that the OIG investigation has been closed. Upload 
the memorandum into iManage. 

207.11 Priority Cases. The Inspector General or INV Headquarters may designate any investigation 
as a “priority case.”  Priority cases will be completed expeditiously, and if resource 
constraints exist, priority cases will be worked ahead of regular, non-priority investigations.  

A. Types of Priority Cases. Priority cases usually fall under one of the following 
categories:  

(1) Significant Criminal Cases. Investigations that will have an impact on a 
national program of DOJ or a component (for example, FBI, DEA, or the 
Executive Office for U.S. Attorneys) or cases that, if proven, will have 
national as well as local implications, such as a major corruption 
investigation. 

(2) Attorney Cases. Any investigation, whether criminal or administrative, 
where a subject is a DOJ attorney. 

(3) Political Appointees or High-Level Officials. Any investigation where a 
political appointee, such as a U.S. marshal, is a subject or any investigation 
where a DOJ official at the Senior Executive Service level or above is a 
subject. 

(4) Other Sensitive or Unusual Cases. Includes sensitive investigations, such as 
certain civil rights cases, or situations where the matter under investigation 
or the crime committed is of an unusual nature.  Field office SACs must 
discuss each case possibly falling under this category with the SAC, 
Operations Branch I or Operations Branch II, INV Headquarters, before 
designating it as a priority case.  

(5) Deputy Attorney General Briefed Cases.  Any investigations that have been 
identified that the IG or the DIG will brief the Deputy Attorney General on a 
periodic basis. 

B. Investigative Work Agreement. The OIG Form III-207/8 (Investigative Work 
Agreement for Priority Investigations) (SharePoint Forms: IG Manual) is required 
for all priority cases, unless the investigation has been substantially completed at the 
time it is designated a priority case.  The SAC will coordinate with the responsible 
INV Headquarters SAC  (that is, the SAC, Operations Branch II, for cases involving 
ATF, DEA, and FBI SAC, Operations Branch, for all other DOJ components, 
offices, boards, and divisions; and the SAC, Investigative Support Branch, if the 
case involves investigative activities requiring DOJ Office of Enforcement 
Operations approval) (see IGM III-250).  When required, the case agent will prepare 
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the Work Agreement and submit it to his or her SAC/ASAC when the investigation 
has been designated a priority.  Within 2 weeks of designating an investigation as a 
priority case, the SAC must forward the Work Agreement to the responsible INV 
Headquarters SAC.   

(1) The responsible INV Headquarters SAC must agree with the field office on 
the specific allegations to be addressed and the direction of the investigation.  
This agreement will be memorialized on the Investigative Work Agreement 
and in a statement included in IDMS under the case number. 

(2) The various sections of the Work Agreement must be completed in their 
entirety and are self-explanatory.  However, the section entitled “Specific 
Allegations To Be Answered by the Investigation” deserves special 
attention.  This is the most important section of the Investigative Work 
Agreement.  It will eliminate any misunderstanding between headquarters 
and the field office about the investigative expectations in the case. 

C. Reports of Investigation. Case agents will normally prepare ROIs for all completed 
priority investigations.  

(1) Except in unusual circumstances, AROIs are not an acceptable format for 
reporting priority investigations.  The SAC, Operations Branch I, or the 
SAC, Operations Branch II, INV Headquarters, must approve in advance 
any priority case reported in any format other than an ROI.   

(2) The responsible INV Headquarters SAC and field office will confer 
regarding case reports at the conclusion of investigations and after reviewed 
reports are returned for additional investigative work or report revision.  (An 
outline of the report review process is available on SharePoint Forms: IG 

Manual.) 

a. At the conclusion of priority investigations, discussions will include 
findings, ROI or AROI format, and the report completion date. 

b. After reports are returned for revision or additional investigative 
work, discussions will include revisions and the report completion 
date. 

207.12 Interim ROIs. 

A. When Required.   

Interim ROIs are required only in the following circumstances: 
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(1) when necessary to report the final results of investigation regarding 
nonfugitive subjects in multiple subject cases where one or more of the 
subjects are fugitives (see Section 207.15). 

(2) when the AIGI or DAIGI requests an interim ROI in complex cases of 
particular interest to headquarters. 

(3) when the field office SAC requires the preparation of an interim ROI when 
the SAC considers it beneficial to case management. 

(4) when requested by a prosecutor in criminal investigations (see Section  
207.13). 

(5) when a special request for an interim ROI from an appropriate DOJ 
component has been approved by the INV Headquarters SAC of interest.   

B. Distribution. The original interim ROI will be retained in the field office case file 
and will be uploaded into iManage according to directions provided by INV 
Headquarters.  Copies of interim ROIs will be disseminated as follows: 

(1) For interim ROIs prepared for reporting the final results of investigation 
regarding nonfugitive subjects, INV Headquarters will provide a copy of the 
interim report to the component so that the component can initiate adverse 
action, if appropriate, against subjects for whom investigative action is 
complete, even though action is still pending regarding a fugitive subject. 

(2) The AIGI or DAIGI will determine the dissemination of copies of interim 
ROIs prepared at his or her request at the time of the request. 

(3) Copies of interim ROIs prepared at the request of the SAC or prosecutor will 
not be separately submitted to headquarters but will be attached as an exhibit 
to the final ROI or AROI reporting the closing of the investigation.  (INV 
Headquarters will disseminate a copy of the final report with exhibits to the 
component after the investigation is closed.) 

207.13 Prosecution Reports. 

A. When Required.   

Case agents will prepare a prosecution report in a criminal case whenever the 
responsible prosecutor requests it.    

(1) The prosecution report will usually be prepared as an interim ROI.  SACs 
have the latitude, however, to prepare a presentation for prosecution in any 
format or style conforming to the reasonable request of the prosecutor.  The 
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request for prosecution or confirmation of acceptance must be documented, 
however, even if only by a memorandum from the SAC to the appropriate 
U.S. Attorney. 

(2) If a prosecution report is written in a format other than an ROI or interim 
ROI, the relevant results of investigation predicating the prosecution request 
must be included in a subsequent ROI. 

B. Distribution. 

(1) Field offices will forward ROIs prepared as prosecution reports and other 
forms of prosecution reports directly to prosecutors. 

(2) Do not submit a prosecution report copy separately to headquarters.  Attach 
the report copy as an exhibit to the final ROI or AROI used to report the 
closing of the investigation.   

207.14 Auxiliary Investigations. During the course of an investigation, if it becomes necessary to 
conduct an interview or obtain information in an area covered by another field office, a 
request for an auxiliary (AUX) investigation will be prepared.  The use of an AUX 
investigation will be the rule rather than the exception. 

A. Requests for AUX Investigations. The controlling (requesting) office SAC will 
request an AUX investigation by memorandum or formal e-mail to the SAC of the 
office being requested to conduct the investigation (receiving office).   

 (1) The controlling office will make available, through IDMS or attachments to 
the AUX request, all the necessary background information an agent will 
need to conduct the requested AUX investigation effectively. 

(2) The controlling office will clearly state in the AUX request exactly what is 
being requested.  Avoid general statements, such as “conduct interview of 
suspect.”  Furnish enough detail to provide the interviewing agent with a 
thorough understanding of the purpose of the interview.  To whatever extent 
possible, identify specific questions to be asked.  If handwriting exemplars 
or other evidentiary items are to be obtained, specify the precise format or 
form in which the evidence is needed. 

(3) In complicated priority investigations, if either field office SAC determines 
that it would be more practical or expeditious to have an agent from the 
controlling (requesting) office conduct interviews or gather evidence in an 
area covered by another field office, the SAC of the controlling office and 
the SAC of the office where the work is to be done will consult before any 
action.  Under no circumstances shall an agent from one field office travel to 
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another field office district without the prior concurrence of both affected 
field office SACs and the INV Headquarters SAC of interest.   

B. Case Management. The receiving office will create an AUX case in IDMS under the 
same OIG number as the controlling office. 

 (1) The receiving office will expeditiously work an AUX investigation and 
should complete the investigation within 30 days of receipt.  If the receiving 
office cannot complete the requested investigation within 30 days, a status 
report in the form of a memorandum or formal e-mail message, explaining 
the delay, must be submitted to the controlling office. 

(2) When conducting an AUX investigation, if information is developed that 
indicates the need for additional investigation in yet a third field office, 
notify the controlling office.  The controlling office will evaluate the 
developed information and, if deemed necessary, will request that an AUX 
investigation be conducted by the third office. 

C. AUX Report. The results of AUX investigations will be reported to the controlling 
office by a transmittal memorandum or formal email message from the receiving 
office SAC to the controlling office SAC.  Attached to the transmittal memorandum 
or formal email will be exhibits with the relevant MOIs.  The transmittal 
memorandum or formal email message with exhibits/MOIs will serve as the closing 
report for the AUX investigation.  The receiving office will then close the AUX 
investigation in IDMS. 

D. Distribution. 

(1) The original transmittal memorandum and closing memorandum or formal 
email with copies of the exhibits/MOIs reporting the results of an AUX 
investigation will be uploaded into iManage by the receiving office. 

(2) The receiving office will submit the closing memorandum or formal email 
with the original exhibits/MOIs to the controlling office.  Submit all relevant 
original written affidavits, original records obtained, and original 
handwritten notes with the copy of the AUX memorandum to the controlling 
office.  

(3) Do not submit copies of AUX memoranda or formal email message to 
headquarters. 

E. Controlling Office Actions When Closing Predicating Case. When closing the 
predicating investigation, the controlling office will report in their ROI or AROI 
significant information furnished in the AUX memorandum or formal email.  The 
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controlling office will attach the AUX memorandum or formal email (including any 
supporting documents) as an exhibit to the closing ROI or AROI. 

207.15 Fugitive Status.   

A. Fugitive. The subject of an OIG investigation who fails to appear for a scheduled 
federal judicial proceeding following an arrest or indictment and for whom a 
warrant has been issued by the court for failure to appear or flight to avoid 
prosecution is considered a “fugitive.”  The USMS has primary responsibility for 
apprehending fugitives. 

B. Wanted Person. An OIG subject for whom an arrest warrant has been issued but 
who has not yet been arrested or indicted is considered a “wanted person” and is not 
a “fugitive.”  The investigative agency that obtains the arrest warrant, not the 
USMS, has primary responsibility for apprehending wanted persons.  An OIG 
investigation will not be placed in “fugitive status” for a wanted person.  

C. OIG/Field Office/Agent Responsibility.   

The OIG will work jointly with the USMS to locate and arrest OIG fugitives. 

D. Case Management. The original investigation of the substantive offense will remain 
open until the fugitive has been apprehended or the pending judicial action on the 
substantive charge has been resolved. 

 (1) To enable a component to take appropriate administrative action, case agents 
must report the investigative results concerning any nonfugitive subject in a 
multiple subject case by interim ROI (see Section 207.12) as soon as the 
investigation pertaining to the nonfugitive subjects or any pending judicial 
action against that subject is complete. 

(2) Change the IDMS status code for an investigation with a fugitive subject to 
“Open-Fugitive” (OPFG).    

(b) (7)(E)
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(3) The SAC/ASAC will ensure that cases with fugitives are promptly and 
continuously investigated and that the activity is promptly and properly 
reported by MOI.  Fugitive cases require investigative activity and reporting 
at least every 120 days.   

(4) Agents must also keep fugitive case status information current in IDMS. 

E. Documentation.   

(1) The case agent will prepare an MOI to document the issuance of the fugitive 
warrant and placement of the case in a fugitive status. 

(3) Copies of pertinent documents, including NCIC warrant entries, 
Apprehension Investigation Requests, and copies of any “stops” or lookouts 
placed with local, state, and federal agencies, will be documented by MOI 
and placed in the case file and uploaded to iManage. 

F. 

(b) (7)(E)

(b) (7)(E)
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G. Subsequent Information. The case agent (or the FOFC) will forward any 
subsequently developed relevant information to the USMS via memorandum.  The 
memorandum will at minimum contain the following: 

 (1) OIG case file number; 

(2) case file title; 

(3) name of fugitive; and 

(4) additional investigative information or leads. 

H. Arrest of the Fugitive.  

(1) When an OIG agent arrests a fugitive subject, he or she will create a separate 
second Arrest Record and Judicial Action Record for that subject in IDMS.   

(2) Report the arrest of the fugitive by an MOI.  Change the IDMS case status 
code from “OPFG” back to “OPJP.”  Complete the IDMS Judicial Action 
Record for the fugitive offense as soon as that charge is adjudicated. 

(b) (7)(E)
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(3) When the court adjudicates the original charge upon which the fugitive 
subject’s original arrest/indictment was predicated, also complete that 
Judicial Action Record in IDMS. 

(4) Report the disposition of judicial action regarding both arrests in the closing 
ROI.  The disposition may be reported by a closing AROI if all other 
pertinent results of the investigation have been previously reported by 
interim ROI. 

(5) All required arrest history information for both arrests will be obtained and 
retained in the office case file folder, disseminated as appropriate, and 
properly recorded in IDMS. 

I. Inactive Status. The SAC may authorize placing the case in an “inactive” status after 
1 year in a fugitive status if all investigation in the case other than the adjudication 
of the fugitive subject’s original arrest/indictment has been completed and reported, 
diligent investigation and all appropriate lookouts have failed to locate the fugitive, 
and no viable investigative leads remain. 

(1) The case agent will prepare an MOI reporting updated investigative efforts 
and documenting the SAC’s authorization of inactive status. 

(2) “Inactive” fugitive status requires that an MOI be prepared no later than 
1 year from the date of the MOI placing the investigation in an inactive 
status.   

J. 
(b) (7)(E)



U.S. Department of Justice INSPECTOR GENERAL MANUAL 
Office of the Inspector General Volume III  - Investigations 

  Chapter 207  - Management of  

      Investigations 
 

Distribution: A, D REVISED September 6, 2018 

 

Page 21 

207.16  Sworn Statements.   

See also IGM III-226 for related information regarding OIG interview procedures. 

A. Objectives and Strategy. The objective is to obtain the subject’s or witness’s version 
of the incident or allegations under investigation.  A self-serving statement is 
generally not useful in resolving allegations.  Adequate thought and preparation are 
essential to an effective interview.  Rather than just asking formulaic questions, 
agents need to think strategically before and during the interview regarding the 
issues: 

(b) (7)(E)

(b) (7)(E)
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B. Authority. OIG Special Agents are authorized to administer oaths and request 
information under oath, pursuant to the Inspector General Act, title 5 U.S.C. app. § 
6(a)(5). 

C. Non-Criminal Cases. Agents will take sworn statements (written affidavits or audio 
or audio-video recorded) from persons who have direct evidence concerning the 
allegations in investigations that originate as non-criminal cases or in criminal cases 
in which prosecution has been declined.  This includes subjects as well as relevant 
witnesses.   

 (1) Sworn statements in non-criminal cases are especially important because 
they are generally admissible as evidence in administrative proceedings if 
the witness is not available to testify. 

(2) Sworn statements can be essential to the component agency when a subject 
employee chooses to have a case decided by a third party, who will have 
only the record, that is, the investigative report and exhibits, on which to 
base a decision. 

D. Criminal Cases. Once a case has been presented for criminal prosecution, agents 
will follow the prosecuting attorney’s guidance in determining whether sworn 
statements shall be obtained during any subsequent interviews.  Sworn statements of 
witnesses may become problematic at trial, particularly when grand jury testimony 
is also involved. 

E. Sworn Statement Formats:  Written Affidavit. A sworn statement normally will be a 
handwritten or typed, signed declaration or statement of fact, made under oath 
before affixing the affiant’s signature — that is, a written narrative affidavit.  
Prepare the written affidavit at the time of the interview, using OIG Form III-207/3 
(Affidavit) (SharePoint Forms: IG Manual).   

(1) The preferred method of taking a sworn statement is an affidavit written in 
narrative format, prepared by the interviewing agent.  However, if the 
interviewee refuses to provide a statement unless the interviewee writes his 
or her own affidavit, then the agent may allow the interviewee to do so.  
Before the affidavit is sworn to, the agent must assure that all relevant issues 
are addressed and that the interviewee is dissuaded from providing self-
serving statements when contradictory evidence exists.     

(2) The items to be completed on the affidavit form are self-explanatory.  The 
following items, however, should be given special attention: 

(b) (7)(E)
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a. Oath.  Before taking the affidavit, the agent taking the statement will 
administer the oath cited on the first page of the affidavit form.  The 
affiant will raise his or her right hand in affirmation, and the agent 
will read the oath contained in the opening paragraph.  

b. Affiant’s Initials.  After having been afforded an opportunity to read 
and make necessary changes to the statement, the affiant will initial 
the lower right corner of each page and initial each erasure, 
strikeover, cross out, or other change made in the body of the 
affidavit before attesting to its content. 

c. Affiant’s Signature.  The affiant will sign the last page of the 
affidavit above the line marked “Affiant’s Signature.” 

d. Investigator’s Signature — Jurat.  The agent administering the oath 
will complete the authentication and sign the Jurat section at the end 
of the affidavit. 

(3) Carefully review the affidavit upon completion, to make sure all errors are 
identified, corrected, and initialed and to assure that the interviewee has 
initialed each page and signed the affidavit. 

(4) The original written affidavit will be handled with its evidentiary value in 
mind; however, it need not be secured with the evidence custodian. 

(5) If necessary, a working copy of the affidavit may be made.  The copy must 
be marked as such.  Care must be taken in handling the copy to safeguard it 
from unauthorized disclosure. 

(6) If a handwritten affidavit is taken, a verbatim, typed copy will be prepared 
and included with the handwritten version as an exhibit to the ROI.  This 
will ensure ease of reading of the affidavit by recipients of the report. 

F. Sworn Statement Formats:  Audio or Audio-Video Recorded Affidavit. Agents may 
take an audio or an audio-video recorded statement.  All subject interviews should 
be recorded (unless a specific reason for not doing so is provided to INV 
Headquarters prior to the interview, i.e., the prosecutor in a criminal case has 
requested that the interview not be recorded).  Custodial interviews of individuals 
following arrest, but prior to an initial appearance before a judicial officer, in a place 
of detention with suitable recording equipment will be recorded in accordance with 
the guidelines in section G below.  

Significant witness interviews should be audio or audio-video recorded.  The 
following guidelines will be adhered to when taking audio or video recorded 
statements: 
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(1) Test the recording equipment before the interview to make sure that it is 
working properly and that you are familiar with the operation of the 
equipment.  If possible, set up the recording equipment in the interview 
room ahead of time. 

(2) Consider the estimated length of the interview vis-à-vis the time limits of the 
tapes.  Have additional tapes and batteries readily available. 

(3) Remember that everything you say will be recorded. 

(4) Read and record the following preamble at the beginning of the interview 
session:   

“My name is _____________.  I am a Special Agent with the U.S. 
Department of Justice, Office of the Inspector General, ___________ Field 
Office.  This interview is being conducted as part of an official investigation.  
Today’s date is _________.  The time is ___________.  This interview is 
being conducted at _______________.  Also present is/are 
_________________ (identify all persons present, including union 
representatives, attorneys, and other agents).”  

(5) Advise the interviewee that he or she “is here today as a (subject or witness) 
to answer questions in an official OIG investigation regarding allegations of 
____________.”  Read the appropriate OIG warnings form (if applicable) 
and allow the interviewee and his or her representative time to read it.    

(6) Before making any other statement on the recording, place the interviewee 
under oath in the same manner prescribed for a written affidavit. 

(7) Conduct the interview.  The first part of the recorded interview will include 
the interviewee’s identifying information as outlined in sections 5 through 
18 of the OIG affidavit form (SharePoint Forms: IG Manual).   

(8) Indicate on the recording any request for a recess during the interview.  Also 
note the time, duration, and reason for the recess.  Remember to turn the 
recorder back on when the interview resumes.   

(9) Do not allow the subject or his or her representative to tape record the 
interview.  The OIG audio or video recording will be the only recording of 
an interview. 

(10) When you have completed your questioning, ask the interviewee if there is 
anything he or she would like to add. 
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(11) Inform the interviewee on the recording that the interview is concluded.  
Note the concluding time and turn off the recording device. 

(12) Handle an original recording as if it has evidentiary value in the same 
manner as a sworn affidavit.  However, the recording does not need to be 
secured with the evidence custodian. 

(13) If necessary, agents may make a working copy of the recorded statement.  
The copy will be marked as such. 

(14) Prepare a transcript of the interview as soon as is feasible.  Transcripts will 
only be prepared under the direction of OIG personnel. 

(15) The agent taking the sworn statement will review and certify the interview 
transcript as being an accurate representation of what is on the recording.  

(16) OIG employees will take care in handling working copies of recordings and 
transcripts to safeguard them from loss or unauthorized disclosure. 

G. Recording Custodial Interviews. Agents will comply with the DOJ Policy 
Concerning Electronic Recording of Custodial Statements in Appendix B.  
Although the DOJ policy does not specifically address the OIG, the contents of the 
policy statement are applicable to OIG agents by incorporation to this chapter.   

H. Copies. Do not provide copies of statements to interviewees or their representatives.  
The person making the statement may obtain a copy by submitting a written 
Freedom of Information Act request through prescribed channels.  The copy will not 
normally be provided until after the case is closed.  However, if a person is being 
interviewed a second time and requests to review a prior statement, the agent will 
allow the person to do so. Copies of warning forms signed during the interview 
should be provided to interviewees or their representatives, if requested. 

 207.17 Documenting Statements. Agents will document in an MOI any interview or declaration of 
fact that is not written in an affidavit or audio or audio-video recorded.  

A. Documents. Any unsworn testimony received in document form, such as a 
memorandum or letter, will be summarized in an MOI and attached to the MOI.  
The MOI will also contain an explanation of when, how, and from whom the 
document was received. 

B. Refusal To Be Placed Under Oath. Agents will document in an MOI interviews of 
individuals who refuse to be placed under oath or to provide a signed, sworn 
statement.  Document the individual’s refusal to be placed under oath or to give a 
signed, sworn statement as well as the substance of the interview in the MOI.  DOJ 
regulations require all DOJ employees to cooperate with the OIG and to respond to 



U.S. Department of Justice INSPECTOR GENERAL MANUAL 
Office of the Inspector General Volume III  - Investigations 

  Chapter 207  - Management of  

      Investigations 
 

Distribution: A, D REVISED September 6, 2018 

 

Page 26 

questions posed to them during an investigation upon being informed that their 
statements will not be used to incriminate them in a criminal proceeding (28 C.F.R. 
§ 45.13).  In addition, BOP policy provides that BOP employees are required to give 
a statement under oath in administrative investigations. 

207.18 Special Procedures Regarding the FBI. 

A. Notification to Subjects.  

(1) The OIG will provide FBI employees who are the subjects of administrative 
misconduct investigations written notice within 30 days of the initiation of 
an administrative investigation. 

(2) The OIG will not provide written notification to subjects of criminal 
investigations. 

(3) If the OIG opens an investigation based on criminal allegations that are 
subsequently declined for prosecution, the OIG must inform the FBI subject 
of any continuing administrative inquiry within 30 days of the declination. 

(4) The OIG will make the required notification of an investigation initiation to 
the FBI employee through the FBI Inspection Division, using OIG Form III-
207/11 (Notification) (SharePoint Forms: IG Manual), except when case 
considerations indicate against this notification.   

B. Nondisclosure Agreement for Attorneys in FBI Cases. In parallel with the FBI’s 
practice of requiring an attorney representing an FBI employee to sign a 
confidentiality and nondisclosure agreement in regard to FBI information revealed 
during an investigation, OIG investigators will employ OIG Form III-207/9 
(Agreement to Maintain Confidentiality and Non-disclosure of Information) 
(SharePoint Forms: IG Manual).  The form is an agreement between the OIG and a 
subject’s attorney.  

207.19 Closing Investigations. 

A. Criteria. Case agents will submit investigations for closing only when the 
investigation is complete — that is, when all investigative leads have been 
exhausted and all administrative, as well as criminal, allegations are addressed, as 
directed by INV managers. 

 (1) Administrative Cases.  A declination of prosecution is not sufficient reason 
to close an investigation unless all administrative allegations have been 
addressed and properly reported.  As a result of the OIG investigation, there 
should be no need for the component to conduct any additional investigation 
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or interviews before taking administrative action.  However, the OIG may 
close a case before the component completes administrative action.  

(2) Criminal Cases.  Cases resulting in criminal prosecution may not be closed 
until after the criminal adjudication process is complete through sentencing; 
all required judicial documents have been obtained and placed in the case 
file; fingerprint cards/R-84 (Final Disposition Report) forms have been 
submitted to the FBI; and all evidence has been properly disposed of  (see 
IGM III-234). All R-84 forms must be uploaded to iManage. 

B. Sixty-Day Cases. “Sixty-day cases” are the lone exception to the above criteria. 

 (1) Certain component agencies (presently only BOP and USMS) with internal 
affairs offices that can address administrative issues have agreed to address 
unresolved administrative allegations in OIG investigations if: 

a. the OIG has resolved all the criminal issues raised by the complaint, 
and 

b. the SAC approves and signs the closing report of investigation not 
more than 60 days after the OIG received the original complaint.  

(2) SACs are authorized to close an investigation before it is complete and refer 
any unresolved administrative issues to the component’s internal affairs or 
internal inspections unit when the above conditions are met. 

(3) The field office will close investigations with remaining administrative 
issues as “Referred” (IDMS code “CLRF”) or “Management Review” 
(IDMS code “CLMR”). 

(4) The field office will send the closing report directly to the BOP or USMS 
internal affairs office.    

(5) If the OIG investigation proves the complaint to be without substance and if 
the SAC determines that no further action is warranted by either the OIG or 
the component, the case will be closed as “Information to the File” (IDMS 
code “CLRI”), provided that less than 60 days has elapsed since the OIG 
received the initial complaint. 

(6) In all cases, SACs will investigate cases quickly and efficiently, with a 
judicious use of resources and consideration of all DOJ resources when 
managing cases.  SACs are not encouraged to refer the administrative 
aspects of an investigation back to a component where total completion of 
the investigation by the OIG would require only minimal additional time and 
resources. 
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C. Reports. When an investigation is to be closed, the case agent will prepare an ROI 
or, if appropriate, an AROI, with all exhibits attached.  

 (1) The case agent will submit the completed report to the ASAC/SAC for 
approval.  The case agent also will ensure that the office case file folder is 
assembled in compliance with OIG requirements (see Section 207.7) and 
that the report is uploaded into iManage. 

(2) The ASAC/SAC will submit the completed report to INV Headquarters and 
ensure that the report’s submittal is in the ROI Tracking System.   

D. iManage. All case-related investigative documents will be created directly in IDMS 
or imported into iManage.  Grand jury and classified documents are not to be 
created in or imported into iManage.  Any voluminous documents collected during 
an investigation (for example, bank records, telephone records, and so forth) are not 
required to be imported unless they are attached to an MOI and are pertinent to 
resolving and reporting the investigative matter or would otherwise be required to 
be retained with the case file in accordance with records management requirements. 

 (1) Although creating MOIs and ROIs in iManage is encouraged, once an MOI 
or ROI has been completed, draft documents must be deleted. When a case 
is closed, the field office managers will review iManage and ensure that no 
draft documents have been retained and that all final documents, including 
all MOIs generated during the investigation, have been uploaded.  The 
documents should be the final signed documents. 

(2) Documents loaded into iManage must be given easily recognizable file 
names, enabling persons not familiar with a case to locate specific 
documents.  For example: 

 

 [Document Type] [Name] [Date of Document or Activity].pdf 
 Plea with Statement of Fact for Masahiro Takahashi 01-10-18.pdf 
 MOI for Robert T. Lawless 12-10-17.pdf 
 Judgment and Commitment for Rebecca M. Jones 01-10-18.pdf 
 Plea Agreement for Jorge A. Hernandez 09-30-17.pdf 
 Arrest Warrant and Indictment for Harold Z. Smith 11-11-17.pdf 
 Superseding Indictment for Elizabeth L. Parker 01-20-18.pdf 
 2018-001234 ROI – William B.Thompson.pdf 
 Civil Judgment for Wilma W. Wilson 08-22-18.pdf 
 R-84 for Anthony C. Washington 04-05-18 

All documents and exhibits uploaded into iManage as part of an AROI or ROI must 
adhere to current guidance provided by INV Headquarters. 
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E. IDMS. The case agent must complete all appropriate IDMS fields, including the 
disposition field for each allegation (IDMS offense code) for each subject.  The case 
agent and the approving supervisor will review all IDMS data as part of the final 
review of the case before closing.  The final updated IDMS printout will be included 
in the office case file folder. 

F. Supervisory Approval.   

(1) The supervisor’s signature on the closing report is his or her certification that 
the report, field office case file, and all IDMS data are complete, current, and 
correct.  The supervisor should use the Case Review -- Supervisor’s 
Checklist (SharePoint Forms: IG Manual) and the Case Review Record 
(SharePoint Forms: IG Manual) to assist in assuring that all appropriate 
items have been reviewed before closing the investigation.  

(2) Investigations are considered closed on the date INV Headquarters approves 
the final ROI or AROI for distribution to the component or as per guidance 
provided by INV Headquarters. 

G. Exoneration Letters. When an OIG investigation completely exonerates the subject 
of any wrongdoing, the field SAC shall identify the case to the responsible INV 
Headquarters SAC and may recommend that an exoneration letter be prepared.  All 
exoneration letters will be prepared at INV Headquarters, and the responsible INV 
Headquarters SAC must obtain the agreement of the relevant component that an 
exoneration letter is appropriate before disseminating the letter. 

207.20 Procedural Reform Recommendations. Agents and supervisors will review each completed 
OIG investigation with a view toward identifying any systemic weaknesses in component 
agency programs, policies, procedures, or practices that made commission of the offense at 
issue in the investigation easier.  If systemic problems and a potential solution are 
identified, a Procedural Reform Recommendations (PRR) will be prepared. See III-210 and 
the current PRR Format and Style Standards Guide issued by headquarters as posted in 
SharePoint for additional guidance.   

A. Field Office Responsibilities. The case agent will normally prepare the PRR.  The 
ASAC and SAC will carefully review the completed PRR to assure a high quality 
product.   

B. Distribution. The PRR will be submitted to INV Headquarters with the closing 
report of investigation.  Further dissemination of the PRR is the same as for the 
closing ROI or AROI. Headquarters management will consult with the Front Office 
to determine whether the PPR will be posted to the OIG public website. 

207.21 Monitored Referral Investigations (IDMS Classification “R”). 
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A. Responsibility. The SAC, Operations Branch I, or SAC, Operations Branch II, INV 
Headquarters (depending on the component involved), will decide which complaints 
to refer to components for investigation and reporting of the results back to the OIG.  
He or she will then forward the complaint to the appropriate component for 
investigation. 

 (1) Field office SACs may recommend to the SAC, Operations Branch I, or the 
SAC, Operations Branch II, that appropriate complaints be classified as 
monitored referrals.  However, the final decision rests with the SAC, 
Operations Branch I, or SAC, Operations Branch II. 

(2) The SAC, Operations Branch I, and the SAC, Operations Branch II, are 
responsible for assuring that the appropriate IDMS entries are made to 
create, monitor, and close referred investigations.  Final reports received 
from DOJ components will be uploaded into iManage.  

B. Monitoring Methods. The SAC, Operations Branch, and SAC, Operations Branch 
II, will monitor the quality and timeliness of investigations referred to the 
components by: 

(1) receiving and reviewing individual investigative reports of completed 
monitored referral cases and, if necessary, requesting additional information 
or investigative action; and 

(2) requiring periodic summary status reports from the component regarding all 
pending monitored referrals assigned to that component. 

Field office SACs also may request to review a particular completed monitored 
referral report through the SAC, Operations Branch I, or SAC, Operations Branch 
II, INV Headquarters.  The field SAC must articulate the reason for the request (for 
example, a field office receives a new allegation against the subject of a prior 
monitored referral investigation). 

C. Oversight Responsibility. The SAC, Operations Branch I, and SAC, Operations 
Branch II, will ensure that monitored referral investigations conducted by the 
components are thorough, objective, and timely.  They will ensure that reports of 
investigation from the components at minimum include the following: 

 (1) a summary of the allegations; 

(2) the scope of the investigation, including the names and identities of all 
relevant persons interviewed; 

(3) significant investigative findings; 
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(4) any and all information that either supports or discredits the allegations; and 

(5) the results of any judicial actions (such as off-duty arrests) and any 
administrative or corrective actions proposed or taken by the component. 

207.22 Initiatives. 

A. Definition. Proactive investigative actions conducted to identify criminal or civil 
misconduct or administrative issues that adversely affect DOJ’s operations, security, 
systems, assets, or mission.   Initiatives will be based on received or developed 
information indicating that misconduct might exist within a program, issue, or entity 
but will not initially contain sufficient predication to warrant opening an OIG 
investigation.   

B. Opening an Initiative. 

(1) Opening an initiative requires INV Headquarters approval.  All requests will 
be made via memorandum from the field office SAC to the Deputy Assistant 
Inspector General for Investigations, INV Headquarters, with a copy to the 
appropriate SAC (Operations Branch I or Operations Branch II, INV 
Headquarters). 

(2) The memorandum will fully describe the received or developed information 
that the field office believes warrants review by INV and why the matter 
should be handled as an initiative as opposed to an investigation.  The goals 
of the initiative must be clearly stated along with a description of the 
resources – both field office and INV Headquarters – needed to review the 
matter. 

C. Administrative Procedures.  

(1) IDMS Code OPIN will be used to open an initiative and Code CLIN will be 
used to close an initiative.   

(2) An initiative will not be subject to the INV 180-day timeliness goal but will 
be reviewed every quarter during SACs calls, and a joint determination will 
be made to continue investigating the matter or to close it. 

(3) If sufficient predication is developed during the initiative to warrant 
investigation of misconduct by a specific subject, a separate investigation 
will be opened.  Examination of misconduct by a specific subject will not be 
conducted within an initiative.     

(4) If a decision is made to close the initiative, an AROI may be used to describe 
the investigative efforts conducted during the initiative and the results of 
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those efforts.  The memorandum that proposed the initiative becomes a part 
of the file.  A copy of the closing AROI is provided to INV Headquarters – 
no copies will be provided outside of the OIG. 

207.23 Use of  in BOP Investigations.  
 

 
 
 

 

A. OIG  Compliance Manager. The SAC, Operations Branch I, INV 
Headquarters, is designated as the OIG individual responsible for liaison with the 
BOP concerning  issues and for ensuring OIG compliance with the terms 
and conditions of the memorandum of understanding between the OIG and BOP 
concerning OIG use of  (Appendix A). 

B. Authorized Communication Systems.  
 
 

 
  The SAC, Operations Branch I, INV Headquarters, will provide the 

AIGI with a memorandum designating the computers and locations authorized for 
 access.  Remote access to  is prohibited. 

C. Authorized Users. Authorized users are only those OIG employees with  
accounts.  Accessing  by unauthorized users is prohibited.  Users are 
authorized as follows:   

 (1) The SAC, Operations Branch I, INV Headquarters, will submit an OIG user 
account request to the BOP; 

(2) The BOP will establish the account and then provide the user with an initial 
password; 

(3) The SAC, Operations Branch I, INV Headquarters, will provide users with a 
current copy of the  rules.  The user must read the rules and agree 
to abide by the rules by signing the  use form prior to accessing 

 

(4) The SAC, Operations Branch I, INV Headquarters, will forward the user’s 
signed  use form to the BOP and retain a copy; and 

(5) The SAC, Operations Branch I, INV Headquarters, will recertify to the BOP 
authorized users annually. 

(b) (7)(E) (b) (7)(E)

(b) (7)(E)

(b) (7)(E)

(b) (7)(E)

(b) (7)(E)

(b) (7)(E) (b) (7)(E)

(b) (7)(E)
(b) (7)(E)

(b) (7)(E)
(b) (7)(E)

(b) (7)(E)

(b) (7)(E)
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between the victim and the staff member.  Under no circumstances will 
unmonitored fixed cameras be installed and operated by the OIG in "private" 
areas (that is, interior offices) where sexual activity is suspected.  During 
joint investigations with other agencies, it is the responsibility of the case 
agent to verify that the use of inmates and any technical operations are 
authorized, regardless of which agency submits the use of prisoner request to 
OEO. 

D. Victim Advocates. Requests for victim advocates will be honored.  (See IGM 111-
226, Interview Procedures.) 

E. Use of Polygraph. No inmate who alleges sexual abuse will be required to submit to 
a polygraph examination as a condition for proceeding with an investigation of the 
allegation. 

F. Refusal of Victim to Cooperate. The refusal of a victim to cooperate with the 
investigation will not be the sole basis for terminating an investigation, provided 
that sufficient evidence exists or may be developed from other sources to build a 
credible criminal or administrative case. 

G. Departure of Subject or Victim. The departure of the alleged abuser or victim from 
the employment or control of the facility or agency will not provide a basis for 
terminating an investigation. 

H. Proving Contact. Investigating agents will pursue available leads to detect any 
inappropriate contact between the staff member and the inmate victim, including e-
mails, letters, texts, telephone calls, social media, photographs, financial transactions, 
and so forth.  Investigators will attempt to identify aliases, alias e-mail accounts, and 
third parties used to further contact between the staff member and the victim.  Agents 
will utilize subpoenas as necessary to further these goals. 

I. Presentation for Prosecution. All investigations with evidence that appears to support 
criminal prosecution will be presented to the U.S. Attorney's Office with jurisdiction.  
No compelled interviews will be conducted in connection with such a case without the 
concurrence or a prosecutorial declination from an Assistant U.S. Attorney. 

J. Administrative Investigations. All investigations in which prosecution was declined or 
resulted in a misdemeanor conviction without the voluntary resignation of the subject 
will be completed administratively. The component will be provided with a report of 
investigation that explains the basis for any findings of administrative violations and 
includes citations to the respective policies.  The report will include compelled 
interviews of the subjects unless the subjects admitted to the violations during voluntary 
interviews memorialized with affidavits or audio recordings. 

K. Processing Non-DOJ PREA Allegations. Processing is prescribed in IGM III-
205.12A and B and as follows:   
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(1)  Disposition.  Under 28 C.F.R. § 115.71, all allegations of sexual abuse or sexual 
harassment of inmates by staff members, contractors, or volunteers will be 
investigated promptly, thoroughly, and objectively, including allegations 
received from third parties and anonymous reports.  If initial review or 
preliminary investigation of the allegation determines that it is unlikely to result 
in a criminal prosecution, the SAC or ASAC of the field office of jurisdiction 
may request that the allegation be referred to the component for investigation.  
The referral will be made by the relevant INV Headquarters Operations Branch, 
in consultation with the field office.  All such referrals will be monitored 
referrals unless no additional investigative steps are necessary or if the conduct, 
as reported and if true, would not amount to a serious administrative violation, 
in which case a management referral may be considered.   All non-DOJ PREA 
allegations may be assigned a disposition by the SAC or ASAC of the field 
office of jurisdiction.  See also IGM III-205, Appendix D, for definitions of 
sexual abuse and harassment terms in the Prison Rape Elimination Act (PREA).  

(2)  IDMS and iManage.   

a. Allegations that fit the PREA definition of sexual abuse or 
harassment that are state and local issues not related to DOJ will be 
referred by the office of receipt to the Civil Rights Division. Use the 
complaint code 498 (non-DOJ Issue); check the PREA box in IDMS; 
and assign a disposition of “X.”  

b. Allegations that fit the PREA definition of sexual abuse or 
harassment that are non-DOJ federal issues will be referred by the 
office of receipt to the respective federal agency’s OIG (for example, 
Department of Homeland Security OIG).  Use the complaint code 
498 (non-DOJ Issue); check the PREA box in IDMS; and assign a 
disposition of “X.” 

207.25  Conflict of Interest Investigations. The Ethics in Government Act, 5 U.S.C. appendix 
sections 101-105, requires concurrent notifications to the Office of Government Ethics 
(OGE) when any matter involving a potential violation by an executive branch employee of 
18. U.S.C. sections 203, 205, 207, 208, or 209, is referred to DOJ for prosecution.  

A. Upon Referral to Prosecutor. Upon referral to the prosecutor, the case agent, or 
other designated field office staff, must complete Part 1 of OGE Form 202 
(Notification of Conflict of Interest) and submit the form via email to 
referrals@oge.gov. OGE Form 202 is available on SharePoint Forms: IG Manual.  

B. Disposition of Referral When Case is Closed. The case agent, or other designated 
field office staff, must complete Part 2 of OGE Form 202 and submit the form via 
email to referrals@oge.gov after both of the following events have occurred: 
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 (1) the case is either declined, prosecution has begun and it has become a matter 
of public record, or the case has been settled through formal agreement; and 

(2) the investigation of the matter has been concluded. 

C. When Adverse Findings Have Been Made. The case agent, or other designated field 
office staff, may satisfy the request for additional information regarding adverse 
findings by providing OGE with a link to the Summary of Investigative Findings 
posted on the OIG’s public website.  
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INSPECTOR GENERAL MANUAL 

Volume III, Chapter 207 

Management of Investigations 

Revisions 
 

FORMAT: This chapter has been reformatted to conform to the structure as described in Volume I, 
Chapter 001, Directives Management System. 
 
This chapter was previously revised on September 23, 2009, and April 23, 2007, and originally issued 
on September 22, 1997.  This chapter has been rewritten to reflect updates and changes in policies, 
laws, and guidelines. 
 
Changes issued in XXXXXX, appear in the following section: 
207.5B: Revised to 1) increase the time frame requirements for completing cases—once 

criminal aspects have been completed—from 90 to 120 days, and 2) require agents to 
consult with a federal prosecutor at an early stage of each criminal investigation. 

 
207.5E: Adds guidance requiring all agents to conduct investigations in compliance with 

Rehabilitation Act principles and with all related OIG policies and guidance issued.  
 
207.6B, C: Rescinds paragraph the Priority Investigations Report requirement and combines the 

paragraphs as 207.6B. 
 
207.7: Revised to require that all documents placed in the case file folder must be uploaded to 

iManage contemporaneously with their addition to the case file. 
 
207.7E: Revises guidance on preserving investigative notes once an investigation has closed.  
 
207.8: Moves MOI format guidance to IGM III-210.5.   
 
207.9: Moves ROI format guidance to IGM III-210.6 and moves exhibit guidance to IGM III-

210.10.  Provides changes in Distribution procedures, including uploading to iManage. 
 
207.9B(3): Adds guidance on whether an ROI or investigative summary will be posted to the OIG 

public website.  
 
207.10:  Moves AROI format guidance to IGM III-210.7 and moves exhibit guidance to IGM 

III-210.10. Provides changes in Distribution procedures, including uploading to 
iManage.   

 
207.11A(4) Revised to require field office SACs to discuss each case possibly falling under the  

category of “Sensitive or Unusual Cases” with the SAC, Operations Branch I or 
Operations Branch II, INV Headquarters, before designating it as a priority case. 

 
207.11A(5): Adds Deputy Attorney General Briefed Cases as a category of priority investigation.  
 
207.11B: Revises guidance on when investigative work agreements are necessary for priority 

investigations. 
 



 

 

207.11D: Rescinds guidance on bimonthly Priority Investigations Report due to cessation of 
report.  

 
207.12B/B(1): Revised to provide for changes in distribution procedures of interim ROIs, including 

uploading to iManage. 
 
207.14: Revised to provide “formal e-mail” as a means of requesting an AUX investigation and 

revises distribution procedures to include uploading to iManage.  
 
207.15C: Renames subsection D OIG/Field Office/Agent Responsibility 
 
207.16A(8): Adds guidance and an exception on the use of audio or audio-video recording of sworn 

statements for criminal and administrative cases. 
 
207.16F: Removes reference to priority investigations and rescinds requiring prosecutor’s 

approval of audio or video recording of sworn statements. 
 
207.16G: Revised to require compliance with DOJ Policy Concerning Electronic Recording of 

Custodial Statements.  
 
207.16H: Revised to require agents to provide copies of warning forms signed during an 

interview if requested by interviewees or their representatives.  
 
207.18B: Removes guidance on Investigation Extension Requests and re-letters subsections.  
 
207.19: Revises guidance on items that are not imported into iManage and provides for changes 

in distribution procedures to be issued by INV Headquarters. Adds guidance requiring 
agents to upload R-84 (final disposition reports) to iManage. 

 
207.20A-D: Moves PPR subsections A and B to IGM III-210, and re-letters subsections C and D as 

A and B. 
 
207.20B: Provides guidance on determining when a PRR should be posted to the OIG public 

website.  
 
207.21A(2)(3): Rescinds file folder maintenance for monitored referral investigations and requires 

uploading final reports to iManage.   
 
207.23G:  Adds guidance on  recordkeeping.  
 
Appendices: A – O removed from chapter and made available on SharePoint 
 
Appendix P: Memorandum of understanding between the OIG and BOP concerning OIG use of 

 moved to Appendix A. 
 
Appendix B: Adds DAG Policy Concerning Electronic Recording of Statements to Appendix B.  
 
Changes issued in FY17-POL-06, March 14, 2017, appear in the following section: 
 

(b) (7)(E)

(b) (7)(E)



 

 

207.6B(1): Requires a standardized procedure for documenting case reviews.  
 
Changes issued in FY17-POL-03, February 2, 2017, appear in the following section: 
 
207.4D: Standardizes the requirement to notify the FBI of any opening of a criminal case of 

concurrent jurisdiction.  
 
Changes issued in FY17-POL-07, April 12, 2017, appear in the following section: 
 
207.25: Adds guidance requiring the notification of investigations involving certain ethics 

violations to the Office of Government Ethics.  
 

Changes issued in FY15-POL-02, July 28, 2015, appear in the following section: 

 

207.24K In coordination with IGM III-205.12, establishes procedures for processing non-DOJ 
PREA allegations. 

 

Changes issued by DAIG, INV, e-mail, effective January 20, 2015, appear in the following section: 

 

Appendix O: Revises the ROI review process.   
 
Changes issued by e-mail in FY14-POL-03, July 9, 2014, appear in the following section: 

 

207.24: Incorporates existing guidance and training, in conformance with the Prison Rape 
Elimination Act, into policy concerning the processing and investigation of allegations 
of sexual abuse in confinement settings. 

 

Changes issued by Deputy Attorney General Memorandum, May 12, 2014, appear in the following 

section: 

 

207.16G  

and 

Appendix Q: Policy establishes a presumption that statements of persons in custody of DOJ 
components will be recorded and sets forth the circumstances.  

 

Changes issued in FY14-POL-02, April 30, 2014, appear in the following section: 

 
Appendix N: Revises OIG Form III-207/9 (Agreement of Attorney to Maintain Confidentiality and 

Nondisclosure of Information). 
 

Changes issued by e-mail, January 12, 2012, appear in the following section: 

 

207.19D Clarifies the requirement issued in FY11-POL-08 to upload documents into iManage 
and provides file name examples for uploaded documents. 

 
Changes issued in FY12-POL-01, November 2, 2011, appear in the following sections: 

 
207.7E  Adds guidance regarding disposition of electronic communications. 



 

 

 
207.8C(3) Revises guidance regarding MOI content, aligning with FY11-POL-06 policy change, 

eliminating an MOI requirement for an affidavit or recorded interview except for 
unusual circumstances or other relevant information.    

 

207.8C(9) Adds guidance regarding reporting electronic communications in the MOI. 
 

207.8E Revises MOI exceptions, aligning with FY11-POL-06 policy change. 
 
Change issued in FY11-POL-08, March 9, 2011, appears in the following section: 

 
207.19D Expands the required documents to be uploaded into iManage and excepts classified, 

grand jury, and voluminous collected documents. 
 
Changes issued in FY11-POL-06, February 9, 2011, appear in the following sections: 

 
207.8C(3) Revises MOI requirement for an affidavit or recorded interview except to report unusual 

circumstances.  

 
207.8E  Specifies circumstances when an MOI is not required. 
 
207.17 Deleted requirement for transcript page and paragraph number references for pertinent 

information in MOI. 
 
Changes issued in FY11-POL-05, February 4, 2011, appear in the following sections: 

 

207.5A(4) Specifies use of the IDMS Case Status Screen (formerly “scratch pad”) in documenting 
discoverable information, including content, format, and examples. 

 

207.5B(3) Specifies that explanations of lack of case activity should not be in the case file, IDMS 
Case Status Screen, or an MOI. 

 

Changes issued in FY10-POL-02, July 28, 2010, appear in the following sections: 

 
207.14: In paragraphs A(3),  B, D, and E, changes add clarification that the controlling office 

will be in possession of the original documents at the completion of an AUX 
investigation.   

 

Changes, additions, and deletions in guidance issued September 23, 2009, appear in the following 

sections: 

 
207.4C: Adds a new first sentence describing IDMS and introduces the new IDMS acronym 

(changed throughout Chapter guidance). 
 
207.4C(1): Adds a third opening status code, OPIN. 
 



 

 

207.5C(2)a: Deletes the second sentence, regarding 90-day completion of investigations. 
 
207.6A: Replaces the SACS Report with the Field Office Productivity Chart, generated by INV 

Headquarters from IDMS data. 
 
207.6B: Replaces the Monthly Report of Priority Investigations with a bimonthly report (every 2 

months). 
 
207.6C(2): Deletes the last sentence, removing the requirement for SAC review every 60 days. 
 
206.6C(3): Revises the sentence regarding data and report review media in priority and over-age 

investigations. 
 
207.7C(2): Requires formal case review at intervals of at least every 60 days and permits optional 

use of case record (Appendix B) or guideline materials (Appendix G). 
 
207.7D(9): Adds compelled statements to the list of items required to be marked on the outside of 

the case file. 
 
207.8C(8): Adds guidance regarding PII content in MOIs. 
 
207.11C(2): Adds guidance regarding the report review process. 
 
207.11D: Changes the report reference to specify the Priority Investigations Report and bimonthly 

(every 2 months) preparation. 
 
207.11D(2): Changes the Priority Investigations Report frequency to bimonthly (every 2 months). 
 
207.16F: Adds new guidance regarding required tape recording and recommended tape recording 

of subjects and witnesses. 
 
207.16F(12): Provides guidance regarding handling of original tape recordings of subjects and 

witnesses. 
 
207.17: Adds guidance regarding annotating pertinent transcript page numbers in MOIs. 
 
207.19C(2): Adds guidance regarding ASAC/SAC responsibility for completed reports. 
 
207.19D: Inserts a new paragraph D (guidance requiring document management of MOIs in 

iManage) and changes the following paragraph numbers to 207.19E-G. 
 
207.22: Adds a definition and guidance for conducting initiatives.  
 
207.23: Adds policy regarding the use of  database searches in BOP investigations. 
 
Appendix B: Updates OIG Form III-207/6. 

(b) (7)(E)



 

 

 
Appendix G: Adds ROI tracking compliance to the supervisor’s checklist. 
 
Appendix J: Changes the reporting time period for the Priority Investigations Report to bimonthly 

(every 2 months). 
 
Appendix N: Provides the current OIG Form III-207/9 (Agreement to Maintain Confidentiality and 

Nondisclosure of Information), revised December 11, 2007. 
 
Appendix O: Adds an outline of the Report Review Process. 
 
Appendix P: Adds the memorandum of understanding between the OIG and BOP concerning OIG 

use of . 
 
 

 

(b) (7)(E)
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addressee is preferable and must be attempted in any situation where refusal to 
comply with the subpoena is reasonably anticipated.   

B. Additional Acceptable Methods of Service.  

(1) Service Upon an Individual.  In lieu of service by personal delivery of the 
subpoena to the addressee, an agent may deliver the subpoena at the 
addressee’s residence or usual dwelling place to a person who is at least 18 
years of age and who resides at that location or personally deliver the 
subpoena to an agent authorized by law to receive service of process for the 
individual named in the subpoena.  When served by delivery to an agent, a 
copy of the subpoena will also be sent by registered mail (return receipt 
requested) to the addressee’s residence. 

(2) Service Upon a Corporation, Partnership, or Unincorporated Association.  
Service upon a corporation, partnership, or unincorporated association will 
be made during normal business hours and upon the addressee named in the 
subpoena.  If the addressee is unavailable, then service will be effected on 
any officer, partner, managing or general agent, or any other agent 
authorized by law or appointment to receive service of process.  When the 
subpoena is served on an authorized agent, a copy of the subpoena also will 
be sent by registered mail (return receipt requested) to the organization's 
place of business. 

(3) Service Upon a State Government or Municipal Corporation or Other Non-
Federal Government Organization.  Service upon a state government or 
municipal corporation or other non-federal government organization will be 
effected by delivery of the subpoena to the chief executive officer of the 
organization or by any other means for service of process that is prescribed 
by the law of the state. 

(4) Service by Registered or Certified Mail, Facsimile, or Federal Express.  
Service by registered or certified mail, facsimile, or Federal Express is the 
least desirable method, especially where resistance to the subpoena is 
expected.  However, it may be used when no other method is practicable or 
when the intended recipient offers to accept service by this method and when 
no resistance to the subpoena is expected (such as is frequently the case with 
communications carriers).   

(5) Financial Institutions and Financial Institution Customers.  A subpoena will 
be personally served on a financial institution.  In addition, the RFPA 
requires that a copy of the subpoena and accompanying notices be provided 
to the customer unless a court order for delay of notice has been obtained.  
The RFPA permits these documents to be mailed to the customer in lieu of 
personal delivery.  In such cases, mailing will be done by registered or 
certified mail, return receipt requested, or by Federal Express. 
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C. Receipts.  If service is made on a person other than the person named in the 
subpoena, the OIG agent will either obtain a receipt or ask the person to 
acknowledge receipt on the “Return of Service” section on the back of the agent's 
copy of the subpoena.  The recipient's title (if any) and the relationship of the 
recipient to the subpoenaed party will be indicated. 

D. Attorneys.  Upon receipt of a timely request by a subpoenaed party, subpoenas may 
be served upon an attorney of record for the party or entity named in the subpoena. 
Prior to or concurrent with the service of a subpoena upon the attorney of record, the 
attorney will be requested to confirm in writing that he or she is authorized to accept 
the subpoena on the client's behalf.  Confirmation will be provided by letter or 
acknowledged by the attorney on the back of the OIG copy of the subpoena.  A 
copy of the subpoena will also be mailed to the intended recipient with notice of 
service of the subpoena on the attorney acting for that individual or entity. 

230.9 Return of Service.  Whenever service of a subpoena is made, proof of such service will be 
recorded on the “Return of Service” form.  (See Appendix C.)  

A. Requirements.  The Return of Service will show the particular method by which the 
subpoena was served (for example, personal service or service by facsimile).  The 
return will also include the date, time, and location of service, and upon whom the 
subpoena was served.  The return of service will also note the serving OIG agent’s 
name and signature. 

B. Service by Mail.  If service of a subpoena was accomplished by registered or 
certified mail (return receipt requested), the completed return receipt will be 
attached to the return of service section of the duplicate subpoena. 

230.10 Modification of Subpoenas.  Persons or entities who have received an OIG subpoena may 
seek to change or modify its terms.  Modifications may involve postponements of return 
dates, changes in the designated location for production of records, substitution of a person 
producing the records for the person named in the subpoena, or limitations on the number 
or type of records to be produced.  With concurrence of his or her immediate supervisor, an 
OIG agent may accede to any reasonable request for modification made in apparent good 
faith, provided it does not impede the OIG inquiry.  A description of any modification will 
be recorded in the appropriate investigative case file, including the identity of the person 
requesting the modification and the date the change was agreed to. 

230.11 Production of Records. 

A. Personal Appearance.  The recipient of a subpoena must appear with the records on 
the specified date and at the specified time and place, even if the recipient intends to 
refuse to comply with the subpoena.  In lieu of personal appearance, the recipient of 
a subpoena may mail or deliver copies of requested documents together with a 
signed “Certificate of Compliance,” in accordance with the cover letter that 
accompanies the subpoena. 
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B. Original Documents.  The record custodian generally must produce the original 
records.  However, receipt of original records may be dispensed with in connection 
with third party record holders, such as banks, public utilities, telephone companies, 
Internet service providers, or airlines.  Otherwise, obtain and examine original 
documents or any copy effectively serving as an original record, such as certified 
copies or carbon copies of correspondence, invoices, or deposit slips.  

(1) If original documents are sought for initial review, the subpoena cover letter 
(Appendix A) must be modified.   

 
 

   

(2) Upon receipt of original documents, they will be examined and a 
determination made as to whether copies of the documents will suffice.  If 
any extensive examination of the original record is required and the 
subpoenaed party shows either a need to access the original records or that 
the absence will cause a serious business disruption, arrangements will be 
made with the subpoenaed party for the copying and return of the records 
pending full examination of the originals.  The subpoenaed party bears all 
copying expenses. 

C. Inventorying and Safeguarding Subpoenaed Records.  To establish a record for 
administrative and possible evidentiary purposes, the records will be inventoried at 
the earliest practicable opportunity.  Once obtained, the documents will be 
safeguarded with the same care given to other evidence and regard for chain of 
custody as set forth in the Inspector General Manual, Volume III, Chapter 234, 
“Evidence.” 

D. Certificate of Compliance.  The person producing the records will acknowledge 
compliance with the subpoena by executing a “Certificate of Compliance.”  (See 
Appendix F.)  A refusal to sign a Certificate of Compliance or the wholesale 
“dumping” of unorganized and voluminous documents will constitute a failure to 
fully comply with the subpoena and will result in court action by the OIG against 
the subpoenaed party.  

E. Return of Subpoenaed Records.  Return the original records to the record custodian 
and obtain a receipt only after the investigation is completed.  A matter is not 
considered completed until the OIG investigation is closed and all criminal, civil, 
and administrative actions have ended. 

F. Noncompliance.  In the event of noncompliance, the field office will immediately 
notify and provide OGC with a copy of the executed subpoena, the “Return of 
Service,” and a Memorandum of Investigation summarizing all events surrounding 
the noncompliance with the subpoena.  In conjunction with OGC, the case agent 

(b) (7)(E)
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will prepare an affidavit for use in court to obtain judicial enforcement of the 
subpoena. 

230.12 Privileges Against Disclosure of Records.  On occasion, recipients of a subpoena may claim 
the existence of testimonial privileges that might justify a refusal to disclose records if 
established.  A claim of privilege does not excuse a subpoenaed party from appearing to 
assert the claim and from identifying the related records.  A blanket claim of privilege is 
unacceptable.  

A. Self-Incrimination (Fifth Amendment).  The privilege against self-incrimination 
(Fifth Amendment) protects an individual from being compelled (as by a subpoena) 
to make disclosures that could be used against him or her in a criminal proceeding.  
The privilege applies to testimonial disclosures but has been held to apply to a 
person’s compulsory disclosure of incriminating information contained in that 
person's own records.  The courts have held that this privilege is not available in the 
following situations: 

(1) when records of corporations, unions, organizations, and partnerships are 
subpoenaed, even if the records happen to incriminate an entity or an 
individual, the custodian is required to produce them when the act of 
production, as opposed to the records themselves, is not incriminating to the 
custodian; 

(2) when records of an individual are subpoenaed from a third party in 
possession of such material but the individual to whom the records pertain is 
not actually compelled to produce them (for example, when an individual's 
records are subpoenaed from an accountant); 

(3) when records of an individual are subpoenaed from another person in 
custody of the records who may be incriminated by them (for example, when 
records made by a tax preparer are subpoenaed from the taxpayer); 

(4) when records are required to be kept by law; or 

(5) when records are subpoenaed from a person who has been given immunity. 

B. Attorney-Client Privilege.  An attorney-client privilege may be invoked to prevent 
the disclosure of records or communications held by an attorney only if: 

(1) the person claiming the privilege is, or has sought to become, a client of the 
attorney in question; 

(2) the attorney to whom the communication was made is a member of the bar 
of a court (or a subordinate of such a member) and is acting, or has acted, as 
an attorney in connection with the communication or record in question; 
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(3) the communication or record in question relates to a fact of which the 
attorney was informed by the client without the presence of strangers, 
primarily for the purpose of securing an opinion on law or legal services or 
assistance in some legal proceeding and not for the purpose of committing a 
crime or tort; and 

(4) the privilege has been claimed and not waived by the client (this privilege 
may not be claimed by the attorney). 

Even when satisfied, however, the foregoing conditions are not an absolute bar to 
the enforcement of a subpoena served on an attorney for a client's records.  Several 
courts have held that the attorney can only refuse production of those records that 
the client would have been able to withhold on the grounds of an independent 
privilege, usually the self-incrimination privilege. 

230.13 Special Procedures Under the Right to Financial Privacy Act of 1978.  The Right to 
Financial Privacy Act of 1978 (RFPA) (12 U.S.C. §§ 3401-3422) applies to subpoenas 
directed to financial institutions and credit card issuers for production of financial records 
of their customers.   In substance, this statute requires written notice to the customer that his 
financial records have been subpoenaed and affords the customer an opportunity to 
challenge the subpoena in court.  As discussed below, the government may obtain a court 
order delaying notice to the customer.  

A. When the RFPA Applies.  The RFPA applies only where the records of an 
individual or a partnership of five or fewer individuals are sought from a financial 
institution.  Financial records of a corporation, a business trust, or a partnership 
comprised of six or more individuals are not covered by the statute.  In addition, the 
RFPA does not apply if the bank records are sought from a source other than a 
financial institution; that is, it is permissible to subpoena banking records from an 
individual or from an accountant without complying with the RFPA.   

B. Obtaining Records With Customer Consent.  A customer may voluntarily consent to 
a review of his or her records.  Such consent must be written, limited to three 
months in duration, revocable by the customer at any time prior to disclosure, and 
state the purpose for disclosure and the customer's rights under the RFPA.  A 
“Customer Consent” (Appendix J) must be fully executed.  The “Customer 
Consent” is then given to the financial institution and no subpoena is required. 

C. Obtaining Customer Records Without the Customer's Consent. 

(1) Notice to Financial Institution.  If no customer notice is being sought, the 
first step in the process is service of the subpoena on the financial institution.   
A “Notice to Financial Institution” (Appendix J) will be delivered with the 
subpoena.  This notice informs the bank that the RFPA applies to the records 
being subpoenaed. 
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(2) Customer Notice.  The RFPA requires that the customer be notified, 
personally or by mail, on or before the date the subpoena is served upon the 
financial institution.  At that time, the customer will be provided with copies 
of the following: 

a. a “Customer Notice” letter (Appendix J), specifying the reasons why 
the financial records are being sought and setting forth the customer's 
rights under the RFPA; 

b. a copy of the subpoena (OIG Form III-230/2); 

c. a copy of the instructions for filing a customer challenge under the 
RFPA (Appendix J); 

d. a motion that the customer may complete and file with the court in 
order to challenge the subpoena (Appendix J); and 

e. a sworn statement that the customer may complete and file in support 
of this motion (Appendix J). 

(3) Challenges to an Inspector General Subpoena by the Customer.  In order to 
perfect his or her challenge, the customer must file the motion and sworn 
statement with the court within 10 days from the date the customer received 
the subpoena and notice (if by personal service) or within 14 days from the 
date the notice was mailed.   

a. Once the applicable time period has expired, the government may 
proceed to obtain the documents from the financial institution.  This 
is accomplished by delivering or mailing to the financial institution a 
“Certificate of Compliance” with the RFPA (Appendix J) executed 
by OGC. 

b. In the event the customer files a challenge, the customer is instructed 
to send a copy to OGC.  OGC will notify the case agent and 
coordinate any subpoena enforcement activity with the agent. 

(4) Proceeding After Mailing Customer Notification.  Where service of the 
customer notice is accomplished by mail, the mailing will be both by regular 
mail and certified mail, return receipt requested, to the customer’s last 
known address.  The agent will wait until 14 days have lapsed before 
proceeding further. 

(5) Transfer of Records to Another Agency.  The RFPA imposes significant 
restrictions upon interagency transfers of financial records and requires 
written notice of such transfer to the customer.  Any transfer or disclosure 
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outside DOJ of financial records obtained under the RFPA requires prior 
consultation with OGC.  

D. Delayed Customer Notification.  Where secrecy or surprise is essential to the 
investigation and can only be achieved if the customer is not notified of the 
subpoena, the delayed customer notification provisions of the RFPA may be 
utilized.  Under this procedure, the government must go to court before serving a 
subpoena.  If the court finds that prior notice to the customer will seriously 
jeopardize the investigation or that there is reason to believe that other specified 
events will occur, the court may issue an order delaying for up to 90 days the 
customer service of notice by the OIG and also prohibit the financial institution 
from informing the customer that his or her financial records have been subpoenaed.  
The 90-day delayed notification may be extended by subsequent applications to the 
court.  An order delaying customer notification must be supported by compelling 
evidence.   

(1) Basic information can be subpoenaed without implicating the customer 
notification requirements of the RFPA, including account identifying 
information limited to the name of the customer, the customer's address, 
account number, and type of account.   

 
  

(2) To obtain specific account records, a second subpoena could be delayed until 
the knowledge that an investigation is taking place is less sensitive or when 
the customer’s role in the activities under investigation becomes more 
apparent. 

230.14 Reimbursement to Financial Institutions  The OIG is required to reimburse financial 
institutions, at their request, for costs incurred in gathering, reproducing, and delivering 
financial records pertaining to individuals and small partnerships (six or fewer partners) 
subpoenaed under the RFPA.  Costs incurred in producing account records for corporations, 
large partnerships, or other legal entities are not reimbursable. 

A. Rates.  Reimbursement rates and conditions are set by the Board of Governors of 
the Federal Reserve System.  Additionally, the reasonable cost of transporting the 
documents to the location called for in the subpoena is reimbursable.  Section 3, part 
219, title 12 of the Code of Federal Regulations (12 C.F.R. § 219.3) contains 
updated reimbursement rates. 

B. Payment Process.  The OIG agent initiating the subpoena will receive and review 
the invoice requesting reimbursement.  After verifying the accuracy of the invoice 
as to the actual number of documents provided and that the time spent in producing 
the documents is reasonable, the agent will forward the invoice to the OIG’s 
Management and Planning Division for payment.  The OIG case number and 
subpoena number will accompany the invoice. 

(b) (7)(E)
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230.15 Electronic Communications Privacy Act (ECPA).   The stored communication portion of 
the Electronic Communications Privacy Act (ECPA), 18 U.S.C. §§ 2701-2712, creates 
statutory privacy rights for customers and subscribers of computer network service 
providers and regulates how the government can obtain stored account information from 
such providers.  Whenever OIG agents seek stored e-mail, account records, or subscriber 
information from a network service provider, they must comply with the ECPA.  For 
additional information regarding the use of OIG subpoenas under ECPA, see the Inspector 
General Manual, Volume III, Chapter 260, Section 29.  

230.16 Parallel Proceedings.  There is no bar to the simultaneous pursuit of criminal, civil, and 
administrative remedies if each proceeding is brought in good faith.  However, problems 
involving parallel proceedings and the OIG’s subpoena powers can arise in two contexts: 
the use of administrative process for criminal investigative purposes and the use of the 
grand jury to elicit evidence for civil or administrative purposes.  The misuse in either 
context is based primarily on due process concerns.  Accordingly, the following general 
rules apply: 

A. Pre-Referral to Prosecutor.  An OIG subpoena may be used to further a criminal or 
administrative investigation prior to determination and reporting to a USAO of a 
violation of federal law. 

B. Post Referral to Prosecutor but Pre-Grand Jury.  After referral to the prosecutor but 
before the grand jury stage, an OIG subpoena may be used for any purpose if there 
is full disclosure between the prosecutor and the OIG.  Concurrence in the use of an 
OIG subpoena from the prosecutor will be sought. 

C. Post Referral to Grand Jury.  Rule 6(e) of the Federal Rules of Criminal Procedure 
requires secrecy in matters occurring before the grand jury.  Information obtained 
with an OIG subpoena is not subject to the rule 6(e) secrecy requirement.  Agents 
should seek guidance from the USAO or OGC when OIG subpoenas are 
contemplated while a grand jury investigation is ongoing.   
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APPENDIX A 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 

 
Cover Letter for Field-Issued Subpoenas 

 

 



 

 

 

(OIG Letterhead) 
 
DATE  
 
Custodian of Records 
Company Name 
Attn:  ___________ 
Street Address 
City, State  ZIP Code  
 
Dear Name: 
 
 The enclosed subpoena duces tecum has been issued under the Inspector 
General Act, as amended (5 U.S.C. app. 3 § 6(a)(4).  Materials identified in the 
subpoena should be delivered to: 
 
    (Agent Name), Special Agent 
    U.S. Department of Justice 
    Office of the Inspector General 
    Street or Post Office Address 
    City, State  ZIP Code 
    (Area code) Number 
 
 Your personal appearance is required at the time indicated on the subpoena 
in order to affirm the completeness, accuracy, and authenticity of the documents 
produced.  In lieu of a personal appearance, you may comply with this subpoena by 
mailing copies of the requested documents together with a signed Certificate of 
Compliance, which has been provided with this letter.  If complying by mail, the 
documents should be sent to the above address. 
 
 Fully legible and complete copies of the records called for by the subpoena 
will be accepted in response to the subpoena, provided that the original records will 
be made available for comparison and verification upon request during normal 
business hours.  Otherwise, original documents should be produced. 
 
 If any required materials are not furnished, you must list and indicate the 
location of such materials and the reason for nonproduction.  
 
This investigation is private, and we request such privacy be maintained.  
Enclosed is a notice pursuant to the Privacy Act of 1974. 
 
 You should bear in mind you have the right to consult with and be 
represented by an attorney in connection with this matter.  If you have any questions 
concerning the subpoena or the materials required to be produced, please call the 
Special Agent at the telephone number referenced above. 
 
      Sincerely, 
 
 
 
 
      Name 
      Special Agent in Charge  
 
Enclosures  
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APPENDIX B 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

 
IG Subpoena  

 
(OIG Form III-230/2) 

 

 
 
 



 

 

 
 
No. [    ] 
 
       Office of the Inspector General  
 
       DEPARTMENT OF JUSTICE 
 
       Washington, D.C. 
 
       SUBPOENA DUCES TECUM 
 
 
To: Custodian of Records     
  Company Name 
  Attn:   
  Street Address 
   City, State  ZIP Code 
 
 

YOU ARE HEREBY COMMANDED TO APPEAR BEFORE 
 

Special Agent , an official of the Office of the Inspector General, at 1200 Bayhill 
Drive, Suite 220, San Bruno, California, on the 12th day of October, 2004, at 9 a.m., in connection 
with an investigation into allegations of misconduct by an employee of the Department of Justice. 
 

And you are hereby required to bring with you and produce at said time and place all 
information, documents, reports, answers, records, accounts, papers, and other data and 
documentary evidence relating as follows: 
 
For the period January 1, 1994, to the present, subscriber information and records of 
tolls relating to telephone number 1 (800) 500-2558. 

 
which are necessary in the performance of the responsibility of the Inspector General under the 
Inspector General Act of 1978, as amended, title 5 of the United States Code, app. 3, to conduct and 
supervise audits and investigations, to promote economy, efficiency and effectiveness in the 
administration of, and to prevent and detect fraud and abuse in and relating to the programs and 
operations of the Department of Justice. 
 

IN TESTIMONY WHEREOF, the undersigned,  
the Inspector General of the Department of Justice,  
or designee, has hereunto set his or her hand on  
this ______ day of __________, 20 ___. 
 

    
  __________________________________________ 
 
  __________________________________________ 
 

    
PLEASE NOTE:  Responsive documents may be mailed to:  Special Agent , DOJ, Office of the 
Inspector General, 1200 Bayhill Drive, Suite 220, San Bruno, CA  94066.  
 
 
OIG Form III-230/2 (02/01/12) 

(b) (6), (b) (7)(C)

(b) (6), (b) (7)(C)
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Return of Service 

 

 



 

   

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
OIG Form III-230/2 (02/01/12) (Page 2) 
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Sample Language for Field-Issued Subpoenas 
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For the period                (dates): 
 
1.  Subscriber, tolls, and local usage details for any and all telephone numbers subscribed to by 
                (name), at                (address) or any other location, including but not limited to             
(identified telephone numbers). 
 
2.  Any and all services provided to each such number (for example, call waiting and call forwarding) 
identified in response to Request No. 1. 
 
3.  The identity and account number of any additional service providers identified in response to 
Request No. 1. 
 
4.  Any and all charges and identifying information (including date, telephone number called, and 
minutes) associated with telephone calling card accounts subscribed to by the persons identified in 
response to Request No. 1. 
     

OR 
 
All customer or subscriber account information for the following e-mail account: (INSERT E-MAIL 
ADDRESS).  
 
For each such account, the information shall include the subscriber’s: 
 

1. Name; 
2. Address; 
3. Local and long distance telephone toll billing records; 
4.  Records of session times and durations; 
5.  Length of service (including start date) and types of service utilized; 
6.  Telephone or instrument number or other subscriber number or identity, including any 

temporarily assigned network address such as an Internet Protocol Address; and 
7.  Means and source of payment for such service (including any credit card or bank 

account number). 
 

For the period             (dates): 
 
1.  Any and all charges incurred by customer               (name) in the rental of a motor vehicle.  
 
2.  Type of vehicles rented and dates rented.  
 
3.  Rental car location where vehicle was picked up; rental car location where vehicle was turned in. 
 

OR 
 
For the period             (dates): 
 
Any and all records relating to the rental of lodging at             (address) by guest             (name); 
records should at least include lodging dates, method of payment, room service, in-room movies, or 
any other lodging related expenses.
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OR 

 
For the period             (dates): 
 
Any and all records relating to the provision of electric (or gas, water, and so forth) services to  
            (address), including all identifying information relating to the customer and all billing 
information for the service address. 
 

OR 
 
For the period             (dates): 
 
Any and all records relating to Western Union money orders/wire transfers sent by _______(name);  
 

OR 
  
For the period             (dates): 
 
Any and all records relating to Western Union money orders/wire transfers received by 
_______(name);  
 

OR 
 
For the period             (dates): 
 
Any and all records relating to Western Union money orders/wire transfers [sent by] OR [received by] 
__________ (name) originating [in] or [from] _________ (geographic area).  
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Privacy Act Notice 
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Certificate of Compliance 
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APPENDIX G 

 

 

 

 

 

 

 

 

 
 
 

Request Form and Checklist for Field-Issued Subpoenas 
 
 
 



 

 

 

Case No. _____________ 

Subpoena No. _________ 

 

1. How is the investigation within the OIG's jurisdiction? 

 

2. Is the material sought relevant to the investigation? 

 

3. Are sought records identified with sufficient specificity?  

 

4. Is the timeframe for material relevant to investigation? 

 

5. Can the addressee appropriately challenge the request as burdensome? 

 

6. Describe how these records will aid this investigation.  

 

 
 
 
 
 
 
 
  
 
Approve    Disapprove   
 
 
 
__________________________________________________Date____________________ 
Special Agent in Charge       
 
      Field Office 
 
 
 
  



 

 

 
CHECKLIST FOR SUBPOENA PACKAGE 

 
Subpoena No. 
 
____________ 
 
 
Letter to Communications Carrier __________(initials) 
  
Subpoena     __________ 
 
Attachment to Subpoena   __________ 
(If applicable) 
 
Privacy Act Statement   __________ 
 
Certificate of Compliance  __________ 
 
SAC Approval Form   __________ 
 
 
(This checklist is only for internal purposes and must not be provided to the addressee.)
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APPENDIX H 

  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
Field Office Subpoena Log 

 



 

 

  
SUBPOENA LOG 

 
 

NO. DATE 
ISSUED SERVED UPON SA, CASE NO. 

& SUBJECTS 

FY-  Custodian of Records 
Company Name 
Company Address 

SA Name 
Case Number 
Subject of the Investigation 
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APPENDIX I 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
Example of an Application for Subpoena Requested 

Through the Office of General Counsel 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  



 

 

U.S. Department of Justice  
Office of the Inspector General 
 
 

REQUEST FOR ISSUANCE OF AN OIG SUBPOENA 
 

Person delivered to: 
 
 Name:    
    Special Agent 
 
 Address:  Department of Justice 
    Office of the Inspector General 
    60 Forsyth Street, S.W., Suite 8M45 
    Atlanta, GA  30303 
  
 Telephone:  (404) 562-1980 Office 
    (404) 562-1960 FAX   
  

 
Person to be Served:  
 

Custodian of Records 
  Money Order Branch 
  U.S. Postal Service          

   1720 Market Street, Room 3131 
St. Louis, MO  63180-9450 

       
 
 Date Documents 
 To Be Produced: 30 days from issuance of subpoena. 
 
 Time of Appointment:12 noon  
 
 
Description of investigation: 
 
On November 9, 2000, the Atlanta Area Office opened investigation  concerning 
allegations that Correctional Officer XXXXX is introducing contraband into the Federal Correctional 
Institution, Yazoo City, MS, for a fee.  XXXXX is providing the contraband to federal inmate 
XXXXX.  Inmate XXXXX agreed to cooperate in this investigation, and an undercover operation was 
initiated.  The OIG sent several packages to XXXXX at his P.O. Box address in MS.  The packages 
were purportedly coming from inmate XXXXX cousin (OIG undercover agent).  The packages 
contained soft contraband and payment for XXXXX for delivering the items to inmate XXXXX.  The 
payment was provided utilizing U.S. Postal money orders.  XXXXX delivered the soft contraband to 
inmate XXXXX, and he negotiated the U.S. Postal money orders.  
 

(b) (7)(C), (b) (6)

(b) (6), (b) (7)(C)



 

 

 
Description of the documents to be obtained by the subpoena: 
 
The original U.S. Postal Service money orders with the following serial numbers: 
1) 02712262498 dated 2/21/2001 
2) 02342342733 dated 12/14/2000 
3) 02342333665 dated 11/17/2000  
4) 02506259621 dated 10/06/2000   
5) 02506259632 dated 10/06/2000 
 
 
Description of sensitive matters: 
 
There are no sensitive issues concerning the issuance of this subpoena. 
 
 
Justification for subpoena: 
 
Receipt of the requested materials will determine if XXXXX endorsed the money orders. 
This information will be used as evidence against XXXXX to prove bribery charges against him. 
 
 
Steps taken to obtain documents informally and to minimize burden: 
 
Inspector , U.S. Postal Inspection Service, Atlanta, GA, advised SA  by telephone 
that the requested information could not be released without a subpoena since the USPIS is not 
working the case with the OIG. 
 
  
Does Right to Financial Privacy Act apply? 
 
No. 
 

(b) (6), (b) (7)(C) (b) (6)
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APPENDIX J 

 
 
 
 
 
 
 
 

 

  
Examples of Additional Subpoena Documents 

to be Completed by OGC 
 
 Letter to person being subpoenaed 
 
 Customer Consent and Authorization for Access 
 
 Customer Notice Letter 
 
 Instructions for Filing a Challenge under RFPA 
    - Customer Motion to Challenge under RFPA 
    - Customer Sworn Statement to Challenge  
        under RFPA 
 
 Certificate of Compliance with RFPA 
 
 Notice to Financial Institution 
 

 
 



 
 

 

EXAMPLE 
Letter to Person Subpoenaed 

 
 
 
(Address of person subpoenaed) 

 
Dear (name of person subpoenaed) 
 

The enclosed subpoena duces tecum has been issued pursuant to the 
Inspector General Act, as amended, 5 U.S.C. app. 3 § 6(a)(4).  When produced, the 
materials identified in the subpoena should be delivered to: 
 

    (Add address per subpoena) 
    Office of the Inspector General 
    Department of Justice 

 
Your personal appearance is required at the time indicated on the subpoena 

in order to affirm the completeness, accuracy and authenticity of the documents 
produced.  In lieu of a personal appearance, you may comply with this subpoena by 
mailing copies of the requested documents together with a signed Certificate of 

Compliance, which has been provided with this letter.  In such case, the documents 
should be mailed to the above address. 

 
Fully legible and complete copies of the records called for by the subpoena will 

be accepted in response to the subpoena provided that the original records will be 

made available for comparison and verification, upon request, during normal 
business hours.  Otherwise, original documents should be produced. 

 

If for any reason any of the required materials are not furnished, you must list 
and indicate the location of such materials and the reason for nonproduction.   

 
This investigation is private, and we request such privacy be maintained.  

Enclosed herewith is a notice pursuant to the Privacy Act of 1974. 

 
You should bear in mind you have the right to consult with and be 

represented by an attorney in connection with this matter.  If you have any 
questions concerning the subpoena or the materials required to be produced, please  
call the Special Agent at the telephone number referenced above.. 

 
       Sincerely, 
 

 
       Special Agent in Charge 

 
Enclosures 



  

 

EXAMPLE 
 
 
 

CUSTOMER CONSENT AND AUTHORIZATION 
FOR ACCESS TO FINANCIAL RECORDS 

 
 I, __________________ having read the explanation of my rights which is 
attached to  

    (Name of Customer) 
  
this form, hereby authorize the __________________________________________________ 

                                  (Name and address of Financial Institution) 
 

to disclose these financial records (describe): 
 
 

 
 

 
to the Office of the Inspector General, Department of Justice, for the following 
purpose(s): 

 
___________________________________________________________________ 
 

___________________________________________________________________ 
 

 I understand that this authorization may be revoked by me in writing at 
any time before my records, as described above, are disclosed, and that this 
authorization is valid for no more than three months from the date of my signature. 

 
___________________, 20__    ______________________________ 

(Date)       Signature of Customer 
 
       ______________________________ 

 
       ______________________________ 
       (Address of Customer) 

 
 

 
 
 

 
Section 1104(a) of the Right to Financial Privacy Act, 
Title 12, United States Code, section 3404(a) 



  

 

EXAMPLE 
Customer Notice Letter 

  
 
 

CUSTOMER NOTICE 
 
[Name and address of customer] 

 
Dear ____________________: 
        (Customer Name) 

 
 Records or information concerning your transactions held by the financial 

institution named in the attached subpoena are being sought by the Department of 
Justice Office of the Inspector General (OIG) in accordance with the Right to 
Financial Privacy Act of 1978, 12 U.S.C. §§ 3401 - 3422 for the following purpose:  

 
 

────────────────────────────────────── 
 
────────────────────────────────────── 

         
 
 If you desire that such records and information not be made available, you 

must: 
 

 (1) Fill out the accompanying motion paper and sworn statement (as 
indicated by the instructions beneath each blank space) or write one 
of your own, stating that you are the customer whose records are 

being requested by the OIG and giving either the reasons you believe 
that the records are not relevant to the legitimate law enforcement 

inquiry stated in this notice or any other legal basis for objecting to 
the release of the records. 

 

 (2) File the motion and sworn statement by mailing or delivering them to 
the Clerk of either of the following United States District Courts:  

 

 
    ────────────────── 

 
    ────────────────── 
 

    ────────────────── 
 
    



  

 

 It would assist the proceeding if you would include with your motion and 
statement a copy of the attached subpoena(s), as well as a copy of this notice. 

 
(3) Serve the OIG by mailing (registered or certified mail is suggested) or 

 by delivering a copy of your motion and sworn statement to:  
 

    General Counsel 

    Office of the Inspector General 
    U.S. Department of Justice 
    950 Pennsylvania Avenue, NW., Room 4726 

    Washington, D.C.  20530 
 

(4) Be prepared to come to court and present your position in further 
detail. 

 

 (5) You do not need to have a lawyer, although you may wish to employ 
one to represent you and protect your rights. 

 
 If you do not follow the above procedures, upon the expiration of ten days 
from the date of service or fourteen days from the date this notice is mailed, the 

records or information requested therein may be made available to the OIG.  These 
records may be transferred to other government authorities for legitimate law 
enforcement inquiries, in which event you will be notified after the transfer. 

 
       Sincerely, 

 
 
 

 
       General Counsel 
 

Enclosures:   Subpoena 
  Instructions for Filing Challenge 

  Motion Form 
  Sworn Statement Form 



  

 

EXAMPLE 
Instructions 

 
 
 

INSTRUCTIONS FOR COMPLETING AND FILING THE ATTACHED 

MOTION AND SWORN STATEMENT 
 
1. Except where signatures are required, the indicated information should be 

either typed or printed legibly in ink in the spaces provided on the attached 
motion and sworn statement forms.  The information required for each 

space is described in parentheses under each space to be completed. 
 
2. The most important part of your challenge application is the space on the 

“sworn statement” form where you must state your reasons for believing 
that the financial records sought are not relevant to the legitimate law 

enforcement inquiry stated in the attached notice.  You may also challenge 
the Government's access to the financial records if there has not been 
substantial compliance with the Right to Financial Privacy Act or for any 

other reasons allowed under the law.  You should state the facts that are 
the basis for your challenge as specifically as you can. 

 

3. To file your challenge with the Court, either mail or deliver the original and 
one copy of your challenge papers to the Clerk of the United States District 

Court you choose to have decide the case (you may select the court of the 
district in which you reside, the court where the documents are located 
(which may be the same), or the District of Columbia).  You should call the 

Clerk of the court to determine the amount of the court's filing fee and what 
methods of payment are accepted. 

 
4. One copy of your challenge papers (motion and sworn statement) must be 

delivered or mailed (preferably by registered or certified mail) to the official 

of the Office of the Inspector General who signed the accompanying letter at 
his or her office address. 

 

5. If you have further questions, contact the Government official whose name 
and telephone number appear on the Customer Notice.  



  

 

CUSTOMER'S MOTION TO CHALLENGE GOVERNMENT'S ACCESS 
TO FINANCIAL RECORDS 

 
IN THE UNITED STATES DISTRICT COURT 

 
FOR THE _______________ DISTRICT OF ____________________________ 

         (Name of District)      (State in which Court is located) 
 
_____________________________   ) Miscellaneous No. ___________ 
(Your Name)      ) (Will be filled in by Court  
       )  Clerk) 
            Movant      ) 
       ) MOTION FOR ORDER PURSUANT TO  
 v.      ) CUSTOMER CHALLENGE PROVISIONS 
       ) OF THE RIGHT TO FINANCIAL  
Department of Justice     ) PRIVACY ACT OF 1978. 
       ) 
   Respondent.   ) 
 
 ___________________________________________ hereby moves this Court, pursuant to  
 (Your Name) 
 
Section 1110 of the Right to Financial Privacy Act of 1978 12 U.S.C. § 3410, for an order preventing 
the Government from obtaining access to my financial records.  The agency seeking access is the 
Office of the Inspector General, U.S. Department of Justice. 
 
My financial records are held by _______________________________. 
    (Name of Financial Institution) 
 
In support of this motion, the Court is respectfully referred to my sworn statement filed with this 
motion. 
 
       Respectfully submitted, 
 
 
____________________________   ______________________________ 
       (Your Signature) 
____________________________ 
(Your Address) 
 
       ______________________________ 
       (Print Your Name) 
(Your Telephone #) 
 
Section 1110 of the Right to Financial Privacy 
Act of 1978 (12 U.S.C. § 3410) 



 

 

 
 
 
 CERTIFICATE OF SERVICE 
 
 I have mailed or delivered a copy of this motion and the attached sworn statement to  
 
___________________________________________ 
(Name of Official Listed at Item 3 of Customer Notice) 
 
 
on ____________________, ___, 20___. ______________________________ 
     (Date)                 (Your Signature) 
 
 
 
Section 1110 of the Right to Financial Privacy 
Act of 1978, 12 U.S.C. § 3410 



 

 

 CUSTOMER'S SWORN STATEMENT 
 FOR FILING A CHALLENGE 
 
 IN THE UNITED STATES DISTRICT COURT 
 
 FOR THE ____________________ DISTRICT OF __________________ 
    (Name of District)          (State in Which Court Is Located) 
 
_____________________________   ) Miscellaneous No. ____________ 
(Customer's Name)     )  (Will Be Filled in by Court 
   Movant   )   Clerk) 
       ) 
  v.     ) 
       ) SWORN STATEMENT OF MOVANT 
Department of Justice     ) 
       ) 
   Respondent.   ) 
 
 I, _______________________, (am presently/was previously) 
    (Customer's Name)   (Indicate One) 
 
a customer ____________________________________________________, 
  (Name of Financial Institution) 
 
and I am the customer whose records are being requested by the Government. 
 
 The financial records sought by the Office of the Inspector, U.S. Department of Justice, are 
not relevant to the legitimate law enforcement inquiry stated in the Customer Service Notice that was 
sent to me because 
                                                                                                                                                              
 
                                                                                                                                                             ,  
 
or should not be disclosed because there has not been substantial compliance with the Right to 
Financial Privacy Act of 1978 in that 
                                                                                                                                                              
 
                                                                                                                                                             , 
 
or should not be disclosed on the following other legal basis 
                                                                                                                                                              
 
                                                                                                                                                              
 
 
I declare under penalty of perjury that the foregoing is true and correct. 
 
___________________ ____, 20___  _____________________________ 
(Date)      (Customer's Signature) 
 
Section 1110 of the Right to Financial Privacy Act,12 U.S.C. § 3410  



 

 

EXAMPLE 
Certificate of Compliance With RFPA 

 
 

 
(OIG Letterhead) 

 
DATE 
 

NAME AND ADDRESS OF FINANCIAL INSTITUTION 
   
Re:  U.S. Department of Justice 

       Office of the Inspector General Subpoena No. XXX 
 

Dear Sir or Madam:  
  

In accordance with the Right to Financial Privacy Act (the Act),  

12 U.S.C. § 3403(b), I hereby certify that the Office of the Inspector General (OIG) 
has complied with the applicable provisions of the Act with regard to OIG Subpoena 
No. XXX, dated XXX, which seeks the following records: 

 
(INSERT FROM SUBPOENA OR NOTICE  

TO FINANCIAL INSTITUTION, AS APPLICABLE) 
 
  Pursuant to the Act, good faith reliance upon this certification relieves your 

institution and its employees and agents of any liability to the customer in 
connection with the disclosure of these financial records.  12 U.S.C. § 3417(c).  

Accordingly, please provide the requested records to Special Agent XXX in 
accordance with the instructions that were previously provided to you.  
 

       Sincerely, 
 
 

 
 

Gail A. Robinson 
                                                        General Counsel  



 

 

EXAMPLE 
Notice to Financial Institution 

 
 
  

NOTICE TO FINANCIAL INSTITUTION 
 

The subpoena just delivered to you was issued by the Inspector General of the United States 
Department of Justice pursuant to the Inspector General Act of 1978, 5 U.S.C. § 6(a)(4).  The 
subpoena seeks records that may be covered by the Right to Financial Privacy Act of 1978 (RFPA), 12 
U.S.C. § 3401.  Accordingly, this office has notified your customer of the existence of the subpoena 
and of the rights available to him or her under the Act.  You should not provide documents in response 
to the subpoena until you have receive notification to do so from this office. 
 

In the meantime, we ask that you begin the search and retrieval of the records sought by the 
subpoena.  Under the RFPA, 12 U.S.C. § 3415, and the regulations implementing that provision, 12 
C.F.R § 219.3, you are entitled to request reimbursement for the costs directly incurred and reasonably 
necessary in producing the documents, at the rate of $11 per hour for clerical or technical personnel 
and $17 per hour for manager or supervisory personnel for searching and processing costs, and 25 
cents per page for reproduction costs.  These costs are reimbursable for search work done now, even 
should the subpoena be challenged and disallowed by a court.  Accordingly, we ask that you begin 
immediate work on production of the records.  If, however, you estimate that the total costs incurred in 
responding to this request will exceed $250.00, you should notify the Special Agent identified on the 
subpoena before going further with the search.  Finally, your bill for the costs of producing these 
records must itemize and provide specific details concerning the costs incurred, the identity of 
employees assigned directly to the search, and the amount of time each spent on it. 
 

 

 

 

 

 

 

 

 

 

 
 



 

 

INSPECTOR GENERAL MANUAL 
Volume III, Chapter 230 

Subpoenas 
Revisions 

 
This chapter was previously revised on June 10, 2009, and April 23, 2007, and originally issued on 
July 7, 1995.  This chapter was rewritten to reflect updates and changes in policies, laws, and 
guidelines. 
 
Changes issued in this revision, dated January 2, 2014, are in the following sections: 
 
230.5: Changes field-issued subpoenas to INV-issued subpoenas.  Adds authority to issue INV-

issued subpoenas to all SACs and the Chief, Digital Forensics and Technology Investigations 
Unit.  Clarifies that the AIG and the DAIG have authority to issue subpoenas. 

 
230.5D: Adds guidance regarding telephone and Internet subscriber information requiring OGC 

review (in accordance with guidance issued in e-mail policy clarification on February 23, 
2012).  

 
230.6:    Deletes reference to IDMS blank forms availability. 
 
230.6B: Refers user to the OIG Intranet Investigations Division home page for IGM Form III-230/2 

for field-issued subpoena for telephone and Internet subscriber information and to Appendix 
B for field-issued customizable IGM Form III-230/2 (in accordance with guidance issued in e-
mail policy clarification on February 23, 2012).  

 
230.6H: Adds example of subpoena numbering for the DFTIU. 
 
Appendixes C, E, and F:  Updated to show OIG Intranet Investigations Division home page IGM 

Form III-230/2 documents. 
 
Changes, additions, and deletions in guidance issued on June 10, 2009, appear in the following 
sections: 
 
230.5:    Adds guidance regarding Federal Bureau of Prisons investigations and authority to issue 

subpoenas for money order information. 
 
230.7:    Changes paragraph title to state “OGC-Issued Subpoenas,” rather than “Headquarter Issued 

Subpoenas.” 
 
230.7D: Adds guidance regarding OGC-issued subpoenas for subscriber information from telephone 

and Internet service providers 
 
230.14:  Deletes reference to specific reimbursement rates, as these are subject to change by the Board 

of Governors of the Federal Reserve System. 
 
Throughout appendixes, updates sample documents. 
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231.1 Policy.  This chapter establishes Office of Inspector General (OIG) policy and procedures 
for handling and safeguarding information obtained through the grand jury process and 
federal income tax and medical information pertaining to individuals.  Personnel of the OIG 
must protect sensitive unclassified information originating from federal grand jury 
proceedings, an individual’s federal tax return, and personal medical records from 
unauthorized disclosure.   

231.2 Reference.  This chapter is issued pursuant to the authority contained in the Inspector 
General Act of 1978, appendix of title 5 of the United States Code (5 U.S.C. app), as 
amended; Federal Rules of Criminal Procedure, Rule 6(e); Department of Justice Order 
2600.4, dated August 27, 1980, “Safeguarding Grand Jury Information”; 26 U.S.C. § 6103, 
et. seq., “Internal Revenue Code, section 6103 - Confidentiality of Returns and Return 
Information”; the Health Insurance Portability and Accountability Act of 1996 (Public Law 
(Pub. L.) 104-191); and parts 160 and 164, title 45, Code of Federal Regulations (45 C.F.R. 
§§ 160, 164), protected health information. 

231.3 Scope.  The provisions of this chapter apply to all employees in the OIG Investigations 
Division (INV). 

231.4 Grand Jury Materials. 

A. Limitations on Use.  Rule 6(e) of the Federal Rules of Criminal Procedure provides 
in part that any person to whom grand jury matters are properly disclosed: 

“...shall not utilize that grand jury material for any purpose other than assisting the 
attorney for the Government in the performance of such attorney’s duty to enforce 
Federal criminal law.” 

(1) Generally, information or evidence obtained through the federal grand jury 
process may not be used in administrative, disciplinary, or other non-
criminal proceedings.  OIG special agents should consider this limitation 
when deciding whether to seek information via grand jury or OIG 
(administrative) subpoena. 

(2) Any expanded use of grand jury information requires a court order that is 
based on a motion filed by the U.S. Attorney’s Office.   

B. Limitations on Access.  Only OIG employees in receipt of a Rule 6(e) letter from 
the United States Attorney (U.S. Attorney) shall have access to grand jury 
information.  In most circumstances, the cognizant Assistant U.S. Attorney shall be 
advised that, in addition to the investigating agents assigned to a matter that is 
before a grand jury, the investigating agent’s assistant special agent in charge and 
special agent in charge, as well as the Deputy Assistant Inspector General for 
Investigations and Assistant Inspector General for Investigations, should be 
included among those authorized access to the grand jury information.  In some 
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Regardless, of how the tax information is obtained, agencies are required to restrict 
access to the information to those persons whose official duties and responsibilities 
require access.  Within the OIG, this is typically limited to the investigating agents, 
auditors, and their supervisors.  Unauthorized disclosure of tax information can 
subject an individual to significant criminal and civil penalties.   

For purposes of this chapter, protected federal tax information (FTI) consists of 
returns and return information contained in or derived directly from the federal 
income tax filings of individuals.  FTI relating to corporations or partnerships is 
generally excluded from protection under the IRC.  The term return means any tax 
or information return, declaration of estimated tax, or claim for refund required by 
or provided under the provisions of the IRC.  The term return information means a 
taxpayer’s identity; the nature, source, or amount of his or her income; payments, 
receipts, deductions, exemptions, credits, assets, liabilities, net worth, tax liability, 
tax withheld, deficiencies, over assessments, tax payments, or other data furnished 
to or derived directly from information collected by the IRS with respect to a tax 
return or other official function. 

B. Safeguarding Federal Tax Information.  In order to avoid inadvertent disclosure, 
FTI shall be kept separate, to the extent possible, from other case-related 
information and filed and stored  

Similarly, FTI shall not be commingled with other data on electronic computer 
media.  Any electronic media containing FTI must be safeguarded in the same 
manner as hard copy or paper files containing FTI.  Computer systems used to 
process FTI should be access protected, and FTI shall not be placed in the text of 
electronic mail traffic but attached and encrypted. 

(1) Although IRC section 6103 generally prohibits the disclosure of FTI in 
possession of the OIG to other government agencies, there are certain 
exceptions authorizing its release.  The determination as to whether tax 
information can be disclosed is fact specific, and before any disclosure, the 
federal prosecutor who is involved with the investigation or the OIG Office 
of General Counsel should be consulted. 

(2) Once FTI is no longer being used (once the case is closed), agents must 
ensure that FTI is destroyed or returned to the originating agency or person, 
including any copies.  If the FTI is not physically destroyed by OIG 
personnel through shredding or burning, the destruction of FTI by a 
contractor storing OIG records shall be witnessed by OIG personnel.  
Alternatively, the destruction may be certified by the contractor if the 
contractor meets the required standard safeguard provisions of 26 C.F.R. § 
301.6103(n)-1. 

(b) (7)(E)
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231.6 Protected Health Care Information.  

A. Limitations on Access and Use.  The Health Insurance Portability and 
Accountability Act of 1996 (HIPAA) generally prohibits disclosure of individually 
identifiable health information (personal medical records).  45 C.F.R. § 164 
provides limited exceptions allowing disclosure of individual medical records for 
certain purposes, such as a legitimate law enforcement inquiry by subpoena or court 
ordered warrant or with consent of the individual to whom the records pertain.  
However, 45 C.F.R. § 164 also requires that disclosure be limited only to that 
information that is needed to carry out authorized functions and further requires that 
such medical records be safeguarded and protected from additional disclosure 
except as specifically authorized in the C.F.R. 

B. Safeguarding Medical Records.  Individual medical records pertaining to a victim, 
witness, or subject of an OIG investigation must be protected from unauthorized 
disclosure and may be shared only with other personnel who have a need to know, 
such as the case agent’s supervisor, the prosecutor handling the case, or agents 
assisting in the investigation.  When not in use, such records should be stored 
separately from the relating case file in a locked storage container.  If this is not 
practicable, then the outside of the investigative case folder must be clearly marked 
that it contains “individual health information” as defined in HIPAA.   

(1) Personal medical information stored in electronic media may not be 
commingled with other data or information and should be safeguarded in the 
same manner as paper records.   

(2) Before the case is closed, personal medical information should be destroyed 
or returned to the originator.  Destruction must be by burning or shredding.  
If destruction is carried out by an OIG contractor, the destruction must be 
witnessed by OIG personnel, or the destruction may be certified by the 
contractor if the contractor meets the required standards for safeguarding 
protected medical information. 

231.7 Reporting Requirements.  The appropriate OIG security officer shall be notified in writing 
in any of the following situations: 

A. A threatened, attempted, or actual unauthorized entry into a facility where grand 
jury work is in process or where grand jury, FTI, or individual health care 
information is stored. 

B. A suspected or actual loss or compromise of grand jury, FTI, or individual health 
care information. 
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C. A change of contract ownership, operating name, or contract facility address of any 
OIG records storage contractor or a change in the storage capability that would 
affect the protection of information that the contractor is required to safeguard. 

 
231.8 Protection Standards for National Security Information.  Grand jury, FTI, or health care 

information that is also classified information must be safeguarded in accordance with the 
provisions of the Inspector General Manual, Volume I, Chapter 220.  Any questions 
regarding these requirements should be addressed through the security officer, OIG 
Management and Planning Division.   



 

 

 
INSPECTOR GENERAL MANUAL 

Volume III, Chapter 231 
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Revisions 
 

FORMAT: This chapter has been reformatted to conform to the structure as described in Volume I, 
Chapter 001, Directives Management System. 
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policies, laws, and/or guidelines. 
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234.1 Policy.  This chapter establishes policies and procedures for processing physical evidence 
seized or otherwise obtained during investigations conducted by the Office of the Inspector 
General (OIG). 

234.2 Reference.  This chapter is issued pursuant to the authority contained in the Inspector 
General Act of 1978, Title 5 Appendix, United States Code (U.S.C.), as amended, and the 
Homeland Security Act of 2002 (Pub. L. No. 107-296). 

234.3 Scope.  Provisions of this chapter apply to all employees in the OIG Investigations Division 
(INV). 

234.4 General Evidence Considerations. 

A. An investigation is essentially the process of gathering information and supporting 
materials.  These supporting materials (evidence) are often presented to a fact-
finder, along with information in the form of testimony, to prove or disprove that a 
certain act occurred. 

B. In order to be admissible as evidence in court or other official proceedings, the 
gathered materials (which may consist of such things as weapons, narcotics, altered 
or forged documents, audio- or videotapes, business records, or other items) must be 
shown to have been in the continuous custody of the government since seizure and 
not to have been altered or substituted while in the government's possession.  To 
demonstrate this, it is imperative that a proper chain of custody be documented for 
the materials from the time of collection to the time of ultimate disposition and that, 
during this time, proper security measures have been followed to preclude 
tampering with the materials. 

234.5 Evidence Responsibilities. 

A. Agency Responsibilities.  The OIG has both the obligation and responsibility to 
ensure the accountability and integrity of evidence in the agency's custody.  It is 
incumbent upon the OIG to ensure that all evidence collected is positively 
identified, strictly accounted for, and properly safeguarded. 

B. Individual Responsibilities.  All OIG personnel who handle evidence must know 
and follow the agency-mandated evidence collection, marking, storage, and disposal 
procedures as set forth in this chapter.  Personnel must properly identify and account 
for all evidence upon receipt in order to preclude admissibility issues in any 
subsequent court proceedings.  All OIG Special Agents must properly complete 
evidence forms and promptly turn in all evidence to the designated OIG evidence 
custodian for safekeeping.  
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234.6 Evidence Custodians. 

A. Appointment and Oversight.  Each field office Special Agent in Charge (SAC) shall 
appoint in writing a primary and an alternate evidence custodian.  A probationary 
employee with less than 1 year of Department of Justice (DOJ) OIG experience will 
not be appointed as the primary evidence custodian but may serve as the alternate 
evidence custodian. 

The names of the primary and alternate evidence custodians will be forwarded to the 
SAC, Investigative Support Branch, INV Headquarters.  All field office SACs must 
ensure that evidence custodians properly handle and safeguard evidence in their 
custody. 

B. Duties and Responsibilities.  Primary and alternate evidence custodians perform all 
duties interchangeably.  Either custodian may accept evidence, record evidence in 
the evidence log, and secure evidence in the designated evidence facility.  There is 
no need to transfer evidence between the two custodians.  However, the primary 
evidence custodian is accountable for all evidence in field office custody and is 
responsible for the oversight of evidence collection activities.  The primary and 
alternate evidence custodians will: 

(1) maintain a secure and orderly evidence facility.  Only evidence custodians 
have unescorted access to the evidence facility; 

(2) receive evidence for storage, ensure that all evidence is properly marked for 
identification, and ensure that the accompanying evidence form is accurately 
completed; 

(3) maintain the office evidence log to account for all evidence in custody by 
properly recording the receipt, transfer, and disposition of each item of 
evidence.  Only evidence custodians may make entries in the evidence log; 

(4) provide guidance and periodic training for office personnel on evidence 
handling procedures and documentation; 

(5) perform required periodic evidence inventories; and 

(6) monitor evidence in custody to ensure prompt disposal following final 
adjudication of the relating case. 

234.7 Evidence Holding Facility Security. 

A. Physical Security.  Store all physical evidence in a well-secured room, safe, or other 
appropriate container.  Evidence facilities must be secured as much as practical to 
prevent theft or surreptitious entry.   (b) (7)(E)
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(3) Generally, each item of evidence must be listed on a separate ECD.  
However, up to three similar items seized from the same location at the same 
time can be listed on one ECD if each item can be clearly identified at a later 
date.  If an agent seizes a large number of documents/files, each individual 
document does not have to be listed separately on the ECD but can be 
identified by groupings, places found, numbers, and dates.  A more detailed 
inventory of the seized documents/files can be completed and recorded on a 
Memorandum of Investigation (MOI), which will be prepared anytime 
evidence is obtained.  Likewise, if specific documents/files are later 
identified as items to be used in court, separate ECDs can be filled out.  

 Before releasing any evidence seized in a bundle or multiple-item seizure, 
the case agent will compile a complete inventory of that group and document 
the results on a separate MOI.  In addition, for seizures such as bundles of 
cash, a separate sheet of paper (continuation sheet) specifically listing the 
serial numbers by denomination or the use of a continuation ECD is 
authorized. 

(4) The evidence log number will be assigned by the evidence custodian at the 
respective field office.  The evidence log, which is maintained by the 
evidence custodian, will identify each item of evidence according to the OIG 
case number and the sequential number (for example, 1, 2, 3).  Evidence 
logs are more fully described in paragraph C below. 

(5) Every time an item of evidence changes custody, enter custody information 
in the chain of custody section of the ECD.  When sending evidence to a 
laboratory for examination, record “mail transfer” and the U.S. Postal 
Service (USPS) or other registration number in the “Purpose” block.  The 
original ECD will accompany the item of evidence and a copy will remain 
with the evidence custodian and the case file.  When evidence is returned via 
USPS (or another carrier) after examination, enter the USPS (or other 
carrier) registration number in the “Purpose” block. 

 In addition, check all items of evidence received or released to ensure that 
the quantity and condition correspond with the description on the ECD and 
evidence label.  The final disposition will be documented in the “Purpose” 
block of the ECD (for example, “returned to the case agent for destruction”).  
The final disposition will also be documented on the EDD.  When 
destroying evidence, such as drugs, the individual conducting the destruction 
will sign both the “Received by” on the ECD and the “Destroyed the 
Evidence” block on the EDD.  Regardless of the circumstances, final 
disposition will be clearly documented on the ECD.  The ECD and the EDD 
become part of the closed case file and are stored with the file. 
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C. Evidence Inventories.  The primary and alternate evidence custodians must conduct 
an inventory annually and whenever either evidence custodian is replaced.  Both the 
new and former evidence custodian must sign the chain of custody section of all 
ECDs on which the outgoing evidence custodian signed as the last receiver. 

(1) Both evidence custodians should be present during the inventory.  The 
individuals conducting the inventory will compare log entries with items on 
hand to ensure that all items are accounted for and logged in and that all log 
and ECD entries are accurate and complete.  The results shall be recorded on 
a separate page in the evidence log.  A copy of the inventory shall be 
forwarded to the SAC of the affected field office. 

(2) Additionally, inventories are an opportunity to inspect the physical security 
of evidence facilities and containers and to view evidence for any 
environmental or other damage.   

(3) INV Headquarters staff will periodically visit field offices to conduct office 
reviews, including inspecting evidence inventory records and evidence 
facility procedures as part of the review.  Also, on occasion, personnel from 
another OIG may visit a DOJ OIG field office as part of a “peer review” and 
may also request to review office evidence procedures.  These personnel 
may inspect the evidence log and physically confirm the evidence stored but 
must be escorted while inside the evidence facility.  

234.10 Special Considerations Regarding Genuine Currency.  In addition to the general evidence 
handling policy and procedures outlined above, the following policy and procedures apply 
to genuine currency.  

(b) (7)(E)
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B. Return of Evidence to Owner.  The case agent is responsible for returning evidence 
directly to the rightful owner or lawful custodian.  The return of evidence will be 
documented via the “Chain of Custody” portion of the ECD, and an EDD will be 
completed. 

(1) Personal return of evidence is preferred.  Upon return of the evidence, the 
agent will obtain the signature of the owner or owner’s representative on an 
EDD.   

(2) Where personal return is not practicable, items may be returned via 
registered U.S. mail, Federal Express, or similar means.  The case agent will 
package the item(s) for mailing and mail the package, record the registered 
mail information on the ECD, and then file the ECD and the registered mail 
or Federal Express receipt in the case file.  Upon receiving the delivery 
confirmation receipt, the case agent will also file it in the case folder. 

C. Final Disposition Guidelines.  The evidence custodian must clearly document the 
final disposition on the ECD and in the evidence log.  The case agent will file the 
closed-out ECD along with the EDD within the investigative case folder.  

Final disposition of evidence will be in accordance with the following guidelines: 

(1) All private property will be returned to the owner (after AUSA approval) 
unless: 

a. the property is contraband or its possession is prohibited by law or 
regulation; 

b. the owner is unknown, in which case the item will be declared lost, 
abandoned, or unclaimed and disposed of accordingly.  The field 
office SAC will decide on the final disposition in consultation with 
the AUSA, where appropriate, or the SAC, Investigative Support 
Branch, INV Headquarters; or 

c. the owner's desire that the property not be returned has been 
documented.  The field office SAC will decide on the final 
disposition in consultation with the AUSA where appropriate. 

(2) All government property will be returned to the appropriate property 
custodian. 

(3) Upon release from evidence, all illegal drugs will be destroyed, and their 
destruction must be witnessed and documented by MOI and EDD.  The MOI 
must include the case number; ECD number; and when, where, and how the 
drugs were destroyed and who witnessed the destruction.  At least two 
agents will witness the destruction of drug evidence.   
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(4) Disposal of genuine currency or negotiable instruments seized as evidence 
requires special handling.  Currency is disposed of through court order, 
return to owner, or abandonment procedures. 

a. Court Order.  For cases resulting in federal criminal or civil court 
action, before sentencing or final civil disposition, the case agent 
should ensure that the handling AUSA prepares a motion requesting 
that the judge order the appropriate disposal of currency or 
negotiable instruments.  At the time of sentencing, the judge may 
order that the seized money be used to satisfy a fine, pay restitution, 
or become the property of the U.S. Government.  The court order 
should also direct to whom the money must be delivered.  The OIG 
may convert seized cash to a cashier’s check or money order to fulfill 
the court order. 

b. Return to Owner.  In cases where there is no conviction, prosecution, 
or IRS seizure, the currency should be returned to the rightful owner 
in accordance with the procedures outlined in paragraph B above. 

c. Abandonment.  In cases where the rightful owner is unknown and 
genuine currency is unclaimed by any party or is abandoned, the case 
agent should contact the SAC, Investigative Support Branch, INV 
Headquarters.  The SAC, Investigative Support Branch, will 
coordinate with the Office of General Counsel and the Management 
and Planning Division to arrange for transfer of the money to the 
U.S. Treasury.  Some seized bribe money may fall into this category.  
The specific procedures for transmitting bribe money or other seized 
genuine currency to the U.S. Treasury are more fully addressed in 
paragraphs E and F below.   

(5) When counterfeit U.S. currency or counterfeiting equipment is released from 
evidence, contact the local office of the U.S. Secret Service for disposition 
guidance. 

(6) Upon release from evidence, legally obtained weapons shall be returned to 
their rightful owner.  Other weapons shall be appropriately destroyed, made 
inoperable, or disposed of in accordance with federal property guidelines. 

(7) Only nonconsensual original audio- and videotapes produced through 
electronic surveillance will be retained if either: actually introduced in court; 
requested by the defense but not provided; or suppressed by a judge or 
magistrate.  Although consensual recordings may be destroyed after the 
appeals process has run, nonconsensual recordings (wiretaps) must be 
maintained for a minimum statutory period of 10 years.  Evidence custodians 
are cautioned to dispose of recorded audio- or videorecordings only after 
coordinating with the AUSA who handled the case and receiving written 
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direction.  In addition, it is recommended, where practicable, that a certified 
transcript of the tape or pertinent portions thereof be maintained in the case 
file. 

(8) When photographs or fingerprint lifts are released from evidence, they will 
normally be destroyed with the concurrence of the handling AUSA (if 
applicable) or stored in the case file.  The evidence custodian will document 
the disposition on the ECD and EDD and in the evidence log.  The case 
agent will place the ECD(s) in the case file.  

(9) When final disposition of evidence consists of release to another agency for 
its investigative or prosecutorial action, the following steps will be taken: 

a. Obtain approval from the assigned AUSA (when applicable) and the 
field office SAC for the transfer. 

b. Complete the ECD and evidence log reflecting the transfer from the 
OIG to the receiving agency as the final disposition.  Ensure that the 
receiving agency signs for the evidence on an EDD. 

c. Place the ECD and EDD in the case file. 

d. Release the evidence to the receiving agency. 

(10) The final disposition of all property seized as evidence (including genuine 
currency) must be explained in detail in an MOI.  Along with the ECD and 
EDD, this MOI will be attached as an exhibit to the final Report of 
Investigation for the associated case. 

D. Disposition of Bribe Monies and Other Genuine Currency.  Cash seized by OIG 
agents during bribery or other investigations will be disposed of as follows: 

(1) In cases where the subjects have been convicted of bribery and where the 
seized funds are known to be bribe monies, the U.S. Attorney's Office 
should file pleadings pursuant to 18 U.S.C. § 3666.  When this process is 
successful, the money will remain in the court registry for 5 years before 
being transferred to the U.S. Treasury.  The case agent must attempt to 
ensure that the AUSA files the required pleadings in a timely manner, as this 
is the simplest way for the OIG to dispose of seized bribe money.   

(2) Seized bribe monies may be deposited directly to the U.S. Treasury, via INV 
Headquarters, in the following situations: 

a. Where substantial evidence exists that a bribe was paid to a 
government official but the subject becomes a fugitive and the 
likelihood or timing of prosecution is now questionable; 
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Where the subjects of an investigation are fugitives and the case 
meets the OIG criteria for closure and it is unknown if a trial will 
ever take place, procedures must ensure that if the matter is ever 
brought to trial, the bribe monies will be available as evidence.  This 
can be accomplished by photographing the original seized cash 
before converting the money to a cashier’s check for deposit with the 
U.S. Treasury.  The check should also be photographed and the 
check number noted.  The photographs should then be filed with the 
detailed inventory of the money in the relating case folder.  Records 
must be maintained regarding the amount of seized bribe monies 
associated with a particular case.  If individuals file a claim or seek 
the return of the money, this process will allow identification of the 
appropriate funds in order to respond to the claim.  (See paragraphs E 
and F below for the specific procedures for transferring funds to the 
U.S. Treasury.) 

b. Where the subject has been successfully prosecuted or has submitted 
a guilty plea yet there is no specific resolution of the bribe monies 
paid to a government official and the prosecuting attorney has 
declined to address the disposition of monies with the court.   

E. Procedures for Requesting Approval for Direct Deposit to the U.S. Treasury.  
Requests must be made by memorandum from the field office SAC to the SAC, 
Investigative Support Branch, INV Headquarters, who will consult with the 
Management and Planning Division and the Office of General Counsel.  The 
memorandum will include the following information:  the case numbers and dates 
closed; the amount of bribe monies seized in each case (list each seizure 
individually with the date seized); the status of the major defendants in the case, 
including the status of defendants from whom funds were seized; and the reason the 
office has been unable to otherwise lawfully dispose of the funds.  See Appendix D 
for a sample request memorandum.  If approved, INV Headquarters will notify the 
field office SAC via memorandum. 

F. Procedures for Transmitting Bribe Monies or Other Genuine Currency.  When the 
field office receives written approval from headquarters to deposit seized bribe 
monies with the U.S. Treasury,  

  Two agents must then immediately take the funds to a 
financial institution and obtain a cashier’s check.  If more than one seizure is 
involved, all the seized money should be combined together into one cashier's check 
issued payable to the U.S. Treasury.  However, a separate check must be obtained 
for funds involved in a fugitive case as described in paragraph D(2)a above.  When 
converting seized genuine currency to a cashier's check, the agent should identify 
himself or herself as a law enforcement officer and provide DOJ's Employer 
Identification Number 53-0205705 for inclusion in any currency transaction report 
the bank might be required to file.   

(b) (7)(E)
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(1) The check will be sent via Federal Express or other like traceable means to: 
 
 U.S. Department of Justice 
 Office of the Inspector General, Investigations Division 
 ATTN:  ________(name), SAC/Investigative Support Branch 
 1425 New York Avenue, NW, Suite 7100 
 Washington, DC  20005 
 Tel. (202) 616-4760 

(2) The cashier's check must be accompanied by a cover memorandum from the 
field office SAC and a completed OIG Form III-234/3 (Transmittal of Bribe 
Monies) (Appendix E).  The cover memorandum from the SAC will 
reference the memorandum from INV Headquarters granting approval to 
transmit the funds; state that these monies were unlawfully paid as a bribe to 
a government official; and provide the case number, date, and status of 
judicial action (for example, prosecution declined, fugitive, conviction, 
guilty plea).   

(3) The OIG Form III-234/3 will serve as the inventory tracking record for the 
monies contained in the check, as it captures the OIG case number, the 
name(s) of the individuals who paid the bribes or from whom the monies 
were seized (if known), and the amount of money specific to each 
transaction.  Upon receipt of the cover memorandum, cashier’s check, and 
transmittal form, the OIG financial manager will certify receipt of the funds, 
assign a control number to the transaction, and return a signed copy of the 
transmittal form to the SAC for field office records. 

G. Prolonged Evidence Retention.  Occasionally, the U.S. Attorney's Office may 
request evidence be held pending judicial review or appeal.  In such instances, 
maintain custody of the evidence until written release authorization from the 
assigned AUSA is obtained.  Record the reason for continuing custody, along with 
the name and telephone number of the requester, in the evidence log.  

234.13 Special Evidentiary Considerations Regarding Investigations of Sexual Abuse in 
Confinement Settings. 

A.   Initial Preservation of Evidence.  If an assault occurred very recently and if the 
potential exists for the recovery of forensic evidence, the investigating agent will 
contact the institution and ensure that the crime scene is preserved and protected 
until appropriate steps can be taken to collect any evidence.  (See also Appendix F 
for definitions of sexual abuse and harassment terms in the Prison Rape Elimination 
Act.)  
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D.  Handling Biological Evidence.  

E.  Detecting and Testing Forensic Evidence.  

(1) Laboratory testing of forensic and biological evidence can be conducted by 
any accredited forensic laboratory, such as those run by the FBI, ATF, and 
most state law enforcement agencies.   

(b) (7)(E)

(b) (7)(E)
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APPENDIX A 

  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
Evidence Custody Document 

(OIG Form III-234/1) 
 

Evidence Disposition Document 
(OIG Form III-234/4) 
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APPENDIX B 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
Investigations Division Evidence Log 

 
(OIG Form III-234/2) 

 
 
 
 
 



 

 

U.S. Department of Justice 
Office of the Inspector General                                                                                                            INVESTIGATIONS DIVISION EVIDENCE LOG 

Date 
Seized 

Case 
Number 

Seized/Obtained  
From 

Seized/Obtained 
By 

Log 
Number Description 

Transaction 
Date Transaction Location 

 
 
 
 
 
 

        

         

         

         

         

         

         

         

         

         

         

         

         

         

         

 
Remarks:  
OIG Form III-234/2 (11/13/92) 
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APPENDIX C 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
Evidence Bag Seal and Label 

 
 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 

 
  

(b) (7)(E)
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APPENDIX D 
 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 

Sample Memorandum Request to Dispose of Seized Funds 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

  



 

 

 
May 10, 2004 
 
MEMORANDUM FOR   Willie Haynes 
      Special Agent in Charge 
    Investigative Support Branch 
    Investigations Division Headquarters 
 
 
THROUGH:  Ralph F. Paige, Special Agent in Charge 
    New York Field Office 
 
 
FROM:   , Special Agent 
    New York Field Office 
 
SUBJECT:   Request to Dispose of Seized Funds 
 
 
The New York Field Office is requesting assistance from the Special Agent in Charge, Investigative 
Support Branch, Investigations Division Headquarters, to dispose of funds in accordance with 
Inspector General Manual Chapter III-234 (Subsections 234.12D, “Disposition of Bribe Monies and 
Other Genuine Currency,” and 234.12E, “Procedures for Requesting Approval for Direct Deposit to 
the U.S. Treasury”).   
 
It is necessary to deposit the funds with the U.S. Treasury because the subject government official 
receiving a bribe has been successfully prosecuted.  However, there is no specific resolution of the 
bribe monies received and subsequently seized, and the prosecuting attorney has declined to address 
the disposition of the monies with the court. 
 
Amount of Funds   Date Seized   Defendant 
 
  $100   July 14, 2002   John Doe 
 
    $70   July 15, 2002   John Doe 
 
               $7,174   July 18, 2002   Robert Smith 
 
Total:      $7,344 
 
OIG Case Number  Date Closed 
 

   November 7, 2002 

Case Status:    
 
This investigation was based on allegations that Immigration Clerks Jane Doe, Joe Brown, and John 
Doe, assigned to the ICE New York District Office, conspired with Robert Smith, a foreign national, 
and others to provide genuine ICE documents to individuals not entitled to them. 
 
Both Doe and Smith admitted that the monies seized were bribe payments.  Doe, Brown, Smith, and 
Doe II subsequently pleaded guilty in United States District Court, Southern District of New York, 
and were sentenced by a U.S. district court judge.  However, the United States Attorney’s Office did 
not address disposition of the seized bribe monies with the court. 
 
The New York Field Office will await approval from headquarters before transmittal of the bribe 
monies to the OIG Financial Manager for transfer to the U.S. Treasury.  If you need further 
information or have any questions, please contact Special Agent  at (718) 553-7520.

(b) (6), (b) (7)(C)

(b) (6), (b) (7)(C)

(b) (6), (b) (7)(C)
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APPENDIX E 

 
 
 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

Transmittal of Bribe Monies 
(OIG Form III-234/3) 

 
Transmittal of Bribe Monies — Continuation 

(OIG Form III-234/3A) 
 
 
 
 
 
 



 

 

U.S. Department of Justice 
Office of the Inspector General                                                                       TRANSMITTAL OF BRIBE MONIES 
 
I.  FUNDS INFORMATION 
                                                                                                                OIG Control No.____________________ 

(Assigned by M&P Budget and Planning) 
 
  [  ] Cashier's Check No.  or   [  ] Money Order No.                                 Amount $____________                    
 
Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

                       
     Subtotal, this page...                  $____________                        
 
     Subtotal, additional sheets (attached)...    $____________                        
        
                                     TOTAL (must equal total of check/money order)...              $____________                        
  

List all cases and subjects separately.  Use OIG Form III-234/3A — Continuation if necessary 
                                                                                                
II.  REMITTER INFORMATION 
 
Agent:                                          Signature:                                       Office:  __________________________   
  
 
III.  REMARKS  (Attach check or money order payable to “U.S. Treasury” here) 
 
 
 
 
 
 
 
IV.  CERTIFICATION 
                                                                  
I certify that I received $_______.___ (write out____________________________________________). 
                                                                  
__________________________________  ___________________________________  ___________________ 
        (Financial Manager or Designee)    (Signature)           (Date) 
  
OIG Form III-234/3 (04/23/07)                                                       Page _______ of _______  
 



 

 

U.S. Department of Justice 
Office of the Inspector General                   TRANSMITTAL OF BRIBE MONIES — Continuation 
 
I.  FUNDS INFORMATION (continued)    OIG Control No. ______________________ 
         (Assigned by Management and Planning Division) 
 
 
Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

Case No.  Subject  Amount $  

    
Subtotal, this page 

 
$____________________ 

      (Carry over to OIG Form III-234/3 front side) 
 
List all cases and subjects separately.  Use additional pages of OIG Form III-234/3A if necessary. 
 
 
OIG Form III-234/3A (04/23/07)        Page _____ of _______
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APPENDIX F 

 
 
 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

Definitions of Terms in the Prison Rape Elimination Act 
 



 

 

 
DEFINITIONS OF TERMS IN THE PRISON RAPE ELIMINATION ACT 

 
 

The definition of sexual abuse of an inmate, detainee, or resident by a staff member, contractor, or 
volunteer includes any of the following acts, with or without consent of the inmate, detainee, or resident: 
 

(1) contact between the penis and the vulva or the penis and the anus, including penetration, however 
slight;  

(2) contact between the mouth and the penis, vulva, or anus; 
(3) contact between the mouth and any body part where the staff member, contractor, or volunteer has 

the intent to abuse, arouse, or gratify sexual desire;  
(4) penetration of the anal or genital opening, however slight, by a hand, finger, object, or other 

instrument, that is unrelated to official duties or where the staff member, contractor, or volunteer 
has the intent to abuse, arouse, or gratify sexual desire;  

(5) any other intentional contact, either directly or through the clothing, of or with the genitalia, anus, 
groin, breast, inner thigh, or the buttocks, that is unrelated to official duties or where the staff 
member, contractor, or volunteer has the intent to abuse, arouse, or gratify sexual desire; 

(6) any attempt, threat, or request by a staff member, contractor, or volunteer to engage in the 
activities described in paragraphs (1)-(5);  

(7) any display by a staff member, contractor, or volunteer of his or her uncovered genitalia, buttocks, 
or breast in the presence of an inmate, detainee, or resident, and 

(8) voyeurism by a staff member, contractor, or volunteer.   

Voyeurism by a staff member, contractor, or volunteer means an invasion of privacy of an inmate, 
detainee, or resident by staff for reasons unrelated to official duties, such as peering at an inmate who is 
using a toilet in his or her cell to perform bodily functions; requiring an inmate to expose his or her 
buttocks, genitals, or breasts; or taking images of all or part of an inmate’s naked body or of an inmate 
performing bodily functions.  
  
Sexual harassment in a confinement setting includes: 
 

(1) repeated and unwelcome sexual advances, requests for sexual favors, or verbal comments, 
gestures, or actions of a derogatory or offensive sexual nature by one inmate, detainee, or resident 
directed toward another; and 

(2) repeated verbal comments or gestures of a sexual nature to an inmate, detainee, or resident by a 
staff member, contractor, or volunteer, including demeaning references to gender, sexually 
suggestive or derogatory comments about body or clothing, or obscene language or gestures.  

 
 

 
  



 

 

 
INSPECTOR GENERAL MANUAL 

Volume III, Chapter 234 
Evidence 
Revisions 

 
This chapter was previously revised on April 23, 2007, and originally issued on January 25, 1995.  This 
chapter was rewritten to reflect updates and changes in policies, laws, and guidelines. 
 
 
This chapter revision includes an inserted revised policy, approved by the Inspector General or his 
Designee, issued July 9, 2014:   

This policy addition is in conformance with the Prison Rape Elimination Act (PREA), Public Law 108-79, 
which was passed unanimously by Congress in 2003, and AG Order No. RIN 1105-AB34, as codified in 
the Code of Federal Regulations (C.F.R.), Title 28, Part 115, on May 16, 2012.  (See also 
www.ojp.usdoj.gov/programs/pdfs/prea_final_rule.pdf.) 
 
234.13: Adds guidance concerning processing and investigation of allegations of sexual abuse in 

confinement settings (Policy Memorandum FY 14-POL-03). 
 
Appendix  F: Adds Definitions of Terms in the Prison Rape Elimination Act (Policy Memorandum FY 

14-POL-03). 
 
 
Changes, additions, and deletions in guidance issued July 1, 2009, appear in the following sections. 
 
234.8B(1) and (2):  Updating labels of ECD blocks. 
 
234.9B(1):         Adds policy on separate storage of grand jury material. 
 
234.10A(1):         Adds clarification on signing the ECD. 
 
234.10D:         Adds clarification regarding transporting currency. 
 
234.12B:         Adds EDD completion guidance regarding returning evidence. 
 
234.12C(1)b: Adds the Investigative Support Branch as a disposition consultant. 
 
234.12C(3), (8),  
and (9)c:           Adds EDD guidance. 
 
Appendix A:           Adds “Name and Signature” guidance to OIG Form III-234/1. 
                                Adds an item description column to the Disposition Ordered row 

        in OIG Form III-234/4. 
 



 

 

Appendix D:         Changes the appendix title 
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300.1 Policy

300.2 

.  This chapter establishes administrative policies and procedures to facilitate the 
orderly operation of the Investigations Division (INV), Office of the Inspector General 
(OIG).   

References

A. The Inspector General Act of 1978, as amended;  

.   

B. 41 C.F.R. § 202-9.103, which directs each agency to provide policy and procedural 
guidance through an established directives program; and  

300.3 Scope

300.4 

.  The provisions of this chapter apply to all employees in the OIG INV. 

Definitions

A. 

.   

Serious Incident

(1) an on-duty or work-related incident involving serious bodily injury requiring 
medical attention or involving a death; 

.  A serious incidents is defined as follows: 

(2) an incident involving the use of a firearm:  shooting incidents accidental 
discharge, and loss or theft of a firearm (further described in Inspector 
General Manual (IGM) Volume III, Chapter 201, Firearms and Defensive 
Tactics); 

(3) an on-duty or work-related incident involving significant property damage; 

(4) an accident or incident of a government-owned or leased vehicle or a vehicle 
rented for government use that involve death, serious bodily injury, or 
substantial property damage; 

(5) an arrest or instance in which the employee has been taken into custody, held 
for investigation, or detained for questioning, regardless of whether the 
employee was in a duty or non-duty status at the time of the occurrence; or 

(6) an unusual or non-routine incident that may result in the immediate attention 
of the media. 

B. Traumatic Incident

C. 

.  An incident that causes stress sufficient to overwhelm the 
coping skills of an individual or group.  The event can have the potential to interfere 
with the ability to function either at the scene of the incident or thereafter.   

Post-Traumatic Stress Disorder.  An anxiety disorder that can result from exposure 
to short-term severe stress or from the long-term buildup of repetitive and prolonged 
milder stress.   
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D. Agent-Involved Shooting Incident

300.5 

.  A shooting incident that occurs in the line-of-
duty that causes death or serious bodily injury to any person. 

Responsibilities in the Event of a Serious Incident

Following the initial notification of a serious incident, applicable sections of the IGM will 
be controlling as they apply to further notifications, reports, and other procedures.  For 
example, an employee involved in a shooting will follow the protocols set forth in IGM 
Volume III, Chapter 201, Firearms and Defensive Tactics; an employee detained for 
questioning in a criminal matter will follow the protocols set forth in IGM Volume I, 
Chapter 030, Standards of Conduct. 

. 

The timely notification of a serious incident to INV Headquarters allows for immediate 
actions to be taken, for example, referring the employee to the Employee Assistance 
Program and convening a shooting review team. 

A. Notification by Employee

B. 

.  An employee is required to notify their Assistant Special 
Agent in Charge or first-line supervisor as soon as possible following a serious 
incident.  Serious incidents, such as those involving a shooting, may require further 
actions, as provided for in § 300.6. 

Field Supervisor

The OIG supervisor will ensure traumatic incident response treatment is offered to 
agents or involved OIG persons experiencing traumatic incident stress or post-
traumatic stress disorder by notifying the Justice Management Division for 
assistance of the Employee Assistance Program.   

.  If an on-duty agent is involved in a serious or traumatic incident, 
including those involving bodily injury or death, an OIG supervisor should be 
dispatched to the scene or the location to which an involved agent has been taken.  
The supervisor should notify the Assistant Inspector General for INV and 
implement the traumatic incident procedures in a timely manner. 

C. INV Headquarters

(1) informing the Office of General Counsel and the Management and Planning 
Division (M&P) of the incident. 

.  Upon learning of a serious or traumatic incident, the Assistant 
Inspector General for INV will notify the Inspector General of all available facts.  
Subsequent INV Headquarters responses should include, as appropriate, the 
following: 

(2) sending an INV Headquarters manager to the incident site. 

(3) ensuring that the affected field office has sufficient managerial and 
administrative support. 



U.S. Department of Justice  INSPECTOR GENERAL MANUAL  
Office of the Inspector General  Volume III    -  Investigations 
  Chapter 300  -  Serious Incident and Crisis  
            Management       
 

Distribution A, D       New Issuance September 28, 2012  
 
 Page 3 
 

(4) notifying INV employees of the incident. 

(5) contacting Justice Management Division to arrange for Employee Assistance 
Program support.  Peer support teams, coordinated through the Employee 
Assistance Program, may be composed of individuals from the Federal Bureau 
of Investigation, Drug Enforcement Administration, or other components. 

(6) coordinating any media responses with the Senior Counsel to the Inspector 
General or the designee if the incident involves a shooting incident. 

300.6 Procedures
 

.  

A. Shooting Incident Procedures.  
 

Shooting incident procedures should be followed in conjunction with those 
delineated in IGM III, Chapter 201.  Field Supervisor Initial Responsibilities: 

An OIG supervisor will be dispatched to the scene of an agent-involved shooting or 
the location to which an involved agent has been taken.  The OIG supervisor will 
assume primary responsibility for caring for involved personnel and will provide 
supportive face-to-face communication, helping to alleviate fear regarding the 
agency’s reaction to the incident.  The supervisor does not have to comment on the 
incident but will show general care and be supportive of the agent.  The supervisor 
should take the following actions: 

(1) Notify the Assistant Inspector General for INV. 

(2) Adapt actions in accordance with the state or local authority’s handling of the 
shooting investigation and need for medical treatment. 

(3) Arrange for the involved agent to leave the area as soon as possible but in 
cooperation with the authorities investigating the shooting. 

(4) Move the involved agent to a quiet, non-public area away from the immediate 
scene of the incident if the involved agent is required to remain on the scene 
but has no immediate duties to fulfill.  A counselor or other supportive person 
should remain with the involved agent but should not discuss details of the 
incident with the involved agent. 

(5) Supervisors should keep the following guidance in mind when meeting with 
the involved agent. 

a. The agent should not be provided caffeine or other stimulants or 
depressants unless administered by medical personnel. 
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b. The supervisor should ask minimal preliminary questions about the 
incident but should not press for details.  The supervisor should also 
advise the agent that a more detailed debriefing will be conducted at a 
later time.  Before undergoing a detailed interview, the agent should 
have some recovery time in a secure setting. 

c. The supervisor should encourage the involved agent to notify their 
family about the incident as soon as possible.   

d. The supervisor should inform the agent that a shooting incident review 
will be conducted, as stated in IGM Volume III Chapter 201.17. 

e. The agent should be informed that they can seek legal counsel. 

f. The agent should be informed that they should not discuss the incident 
with anyone during the pendency of the preliminary investigation other 
than a personal or agency attorney, association representative, or agency 
investigator until the conclusion of the preliminary investigation. 

(6) Determine, with the agreement of the law enforcement agency that has 
jurisdiction to investigate the shooting incident, whether the circumstances 
require that the agent’s duty weapon be taken for laboratory analysis. The 
SAC, Investigative Support Branch, INV Headquarters should be consulted 
before any OIG weapons are transferred to state or local authorities as 
evidence or for ballistics tests.  If a duty weapon is taken, the supervisor will:  

a. Take custody of the weapon in a discrete manner. 

b. Advise the agent that the weapon will be either returned at a later time or 
replaced.  (Another weapon will be issued immediately unless there is 
cause not to issue one.) 

c. Treat the weapon and spent cartridges as evidence and maintain them at 
the field office if the cognizant law enforcement agency does not request 
the weapon and spent cartridges.  The weapon will be held until it is 
needed for laboratory analysis or until criminal, civil, and administrative 
actions are completed. 

(7) Ensure that initial contact with the family of an agent who has been killed or 
injured is in-person and by an appropriate OIG representative. Considering all 
the circumstances, one or more of the following representatives should be 
considered for making the initial contact: the agent’s Special Agent in 
Charge, or Assistant Special Agent in Charge, or an OIG agent known to the 
family, if it is determined desirable for the agent known to the family to be 
involved in making the initial contact.  The notifying agent or manager will 
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personally notify the family and arrange for the family to be transported to 
the hospital or other suitable location.  Field office personnel should also be 
notified of the agent’s condition so they can respond to inquiries from family 
members who call the field office.  It is of the highest priority that the family 
notification be made as soon as practicable, and that every effort be made to 
ensure that the agent’s family learns of the incident first and directly from the 
OIG, not from a public source. The supervisor may request assistance from 
the Employee Assistance Program in notifying the family. 

(8) Interact with the agent and all involved personnel in a manner that 
acknowledges the stress caused by the incident. 

(9) Make a referral to the presiding U.S. Attorney’s Office if there is a possible 
violation of 18 U.S.C. § 111 (assaulting, resisting, or impeding certain 
officers or employees) or § 1114 (protection of officers and employees of the 
United States). 

B. After-Incident Procedures

(1) Pending an INV evaluation, involved personnel may be relieved of active 
investigative duties but remain available for administrative duties.  
Alternatively, involved employees may be placed on administrative leave for 
a period of time to allow them time to process the emotional impact of the 
event.  M&P will provide specific advice concerning administrative leave 
appropriate for the situation. 

. 

(2) Any agent involved in a shooting is required to participate in a traumatic 
incident stress debriefing conducted by a knowledgeable mental health 
professional.  The debriefing should take place as soon after the shooting as 
practical, generally within 24- to 72-hours.  Fitness for duty and any need for 
follow-up sessions will be determined by the mental health professional. 

(3) A supervisor should brief the relevant Special Agent in Charge affected field 
office regarding the incident to prevent office discussion from occurring.  
The Assistant Inspector General for INV (or another individual specifically 
designated) will release a brief account of the incident by e-mail to all 
offices. 

(4) Administrative or other investigations related to the incident will be 
completed as expeditiously as possible and in coordination with INV 
Headquarters.  The involved agent will be advised of the outcome of all 
investigations. 

(5) All OIG personnel involved in a shooting incident should informed that they 
should not discuss the incident with others during the pendency of the 
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investigation of the incident, other than a personal or agency attorney, 
association representative, or agency investigator.  

(6) The OIG Senior Counsel or designee will address inquiries from the news 
media and release a statement, if appropriate, pertaining to the incident.  The 
best interests of the agent will be considered prior to making any news 
media releases.  If a field supervisor is authorized to make a statement to the 
news media, they should not vary from the approved statement provided by 
the OIG. 

C. Injured Agent Procedures

(1) Assign a senior agent to the hospital.  The agent will act as a liaison to 
coordinate the following: 

.  If an agent is seriously injured on duty and expected to 
remain hospitalized, the field supervisor should: 

a. security and privacy of the injured agent,  

b. inquiries from OIG and other law enforcement officers, 

c. news media inquiries,  

d. visiting hours with office personnel. 

(2) Ensure additional items of evidence are properly secured by the hospital  
When in doubt, treat items as evidence. 

(3) Keep OIG management and office personnel apprised of the condition of the 
agent. 

(4) Assist the agent in coordinating with M&P to obtain various employee 
benefits.  A M&P benefits specialist will provide assistance and guidance in 
this area. 

D. Management Follow-Up

(1) Each supervisor is responsible for monitoring the behavior of office 
personnel for symptoms of Post-Traumatic Stress Disorder.  The following 
are some symptoms that supervisors should be aware of and recognize: 

.  Post-Traumatic Stress Disorder may not be evident 
immediately, or the agent may attempt to hide a problem.   

a. Re-experiencing the trauma:  flashbacks, nightmares, intrusive 
memories, and exaggerated emotional and physical reactions to 
triggers that remind the person of the trauma. 
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b. Emotional numbing:  feeling detached, lack of emotions (especially 
positive ones), and loss of interest in activities. 

c. Avoidance:  avoiding activities, people, or places that remind the 
person of the trauma. 

d. Increased arousal:  difficulty sleeping and concentrating, irritability, 
hyper-vigilance (being on guard), and exaggerated startle response. 

(2) A supervisor may require an agent to seek assistance or counseling from a 
mental health professional.  This action may be taken upon a reasonable 
belief that stress may be disrupting the agent’s job performance or ability to 
carry a firearm. 
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001.1 Policy.  This chapter describes the mission and responsibilities of Evaluation and 
Inspections Division (E&I) of the Department of Justice (Department) Office of the 
Inspector General (OIG). 

The Assistant Inspector General (AIG) for E&I and E&I’s management staff will clearly 
communicate the mission and responsibilities to employees, the Department, the Executive 
Branch, and Congress.   

All evaluations and inspections adhere to internal policy and guidelines issued by the OIG, 
and generally conform to the standards issued by the Council of Inspectors General on 
Integrity and Efficiency.   

001.2 Reference.   

A. The Inspector General Act, as amended (Public Law 100-504, October 18, 1988);  

B. The Inspector General Reform Act of 2008 (Public Law 110-409, October 14, 
2008).  

001.3 Scope.  Provisions of this chapter apply to E&I. 

001.4 Mission Statement.  E&I conducts program reviews to assess and improve the 
implementation and effectiveness of Department programs and operations.  In addition to 
assessing Department programs, E&I conducts reviews requested by the Inspector General, 
Deputy Inspector General, or senior Department management of issues that need immediate 
attention.   

001.5 Responsibilities.  The primary responsibilities of E&I include: 

A. Conducting evaluations and inspections of field and headquarters entities and 
Department programs and functions to evaluate the effectiveness, efficiency, and 
economy of Department operations.  

B. Documenting and reporting all evaluation and inspection findings of Department 
programs and operations with the related recommendations for improvement and 
required corrective actions. 

C. Maintaining a documented follow-up system on all evaluation and inspection 
reports of Department programs and operations to ensure the resolution of 
recommendations and the implementation of required corrective actions. 

D. Working to identify and report on situations and patterns indicating waste or fraud 
in Department programs and operations. 

E. Maintaining an active interchange with other components of the OIG to enhance 
coordination and cooperation. 
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Revisions 

 
 

This chapter was originally issued on April 5, 1991, and was revised on June 3, 1993, and again on 
September 12, 2003. 

In this version, this chapter was renamed from Mission, Organization, and Functions. 
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003.1 Policy.  This redelegation states the authority and responsibilities of the Office of the Inspector 
General (OIG), Evaluation and Inspections (E&I) Division. 

003.2 Reference.   

A. Inspector General Act as amended;  

B. Attorney General Order No. 1341-1989, Delegating Certain Authorities to the Inspector 
General, Department of Justice (April 14, 1989);  

C. Inspector General Manual (IGM), Volume I, Chapter 002, Mission, Organization, and 
Functions; and 

D. IGM, Volume I, Chapter 003, Delegation of Authorities. 

003.3 Scope.  This chapter applies to the E&I Division. 

003.4 Procedures.  When designated to act on behalf of the Inspector General, the Deputy Assistant 
Inspector General for E&I (DAIG/E&I) may exercise the  administrative and operational 
authorities described in Volume I, Chapter 002, § 002.8G and in accordance with additional 
applicable chapters in the Inspector General Manual. Authorities not specifically delegated in this 
chapter or elsewhere in the IGM are retained by the Inspector General and Assistant Inspector 
General for E&I (AIG/E&I). 

003.5 Responsibilities.   

A. Authorities Retained by the E&I Directors.  The Directors within the E&I Division are 
delegated the following responsibilities and functions to: 

 
(1) Oversee and conduct evaluations and inspections of Department of Justice (DOJ) 

programs and operations; 
 
(2) Oversee the written product documenting E&I report findings and resolution 

activities; 
 
(3) Work with officials of reviewed entities throughout the review to keep them apprised 

of the review progress; 
 
(4) Oversee the internal control process for E&I; 
 
(5) Assist in the development and implementation of program goals, policies, 

procedures, and performance; 
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(6) Approve annual, sick, and other forms of leave permitted by law, with the exception 
of advanced leave, for all subordinates subject to leave policies and regulations of 
the OIG and the DOJ; 

(7) Recommend personnel actions for subordinates in accordance with Office of 
Personnel Management (OPM) regulations and the OIG’s personnel management 
program before final authorization by the DAIG/E&I; 

(8) Certify time and attendance reports and biweekly time sheets for all subordinates; 

(9) Authorize and approve changes in full-time work schedules (including Alternate 
Work Schedules (AWS) and telework) for all subordinates subject to the OIG and 
the Division’s policies; 

(10) Approve requests for overtime pay and overtime as compensatory time earned, 
subject to the OIG and Division’s overtime or compensatory policies and budgetary 
constraints, before final authorization by the DAIG/E&I; 

(11) Approve requests for travel compensatory time for all subordinates subject to the 
OIG and Division’s compensatory time earned policies; 

(12) Recommend and approve non-foreign travel and all travel related documents, 
including travel authorizations and advances, for official travel for subordinates 
subject to the OIG’s travel regulations and the Division’s travel policies; 

(13) Recommend and approve Individual Development Plans for all subordinates with 
training focused on core skill levels identified essential for OIG Inspectors  and on 
strengthening staff knowledge of the Department’s programs and operations before 
final authorization by the DAIG/E&I; and 

(14) Approve training request for all subordinates in accordance with the Division’s 
training plan before final authorization by the DAIG/E&I. 

B. Authorities Retained by the Administrative Officer.   The Administrative Officer in the 
E&I Division is delegated the following responsibilities and functions to: 

(1) Certify that invoices are correct, legal, and proper for payment;  

(2) Serve as E&I’s Contract Officer’s Technical Representative; 

(3) Track and document E&I’s implementation of operational and administrative 
program goals, policies, procedures, and performance; 

(4) Formulate and justify E&I’s annual budget; 
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(5) Determine availability of funds for all requisitions, awards, overtime pay, training, 
and other funded areas to ensure that they are in line with the approved operating 
plan for the Division; 

(6) Approve emergency supply and material purchases needed by staff personnel during 
the absence of senior management of $3,000 or less; 

(7) Recommend and approve Individual Development Plans and training requests for 
administrative support staff and student hires before final authorization by the 
DAIG/E&I;  

(8) Approve time-sensitive training requests for all Division personnel, with the 
exception of training forms for the AIG/E&I and DAIG/E&I, during the absence of 
senior management;  
 

(9) Recommend personnel actions in accordance with Office of Personnel Management 
regulations and the OIG's personnel management program for administrative support 
staff and student hires before final authorization by the DAIG/E&I; 
 

(10) Approve requests for overtime pay and overtime as compensatory time earned for 
administrative staff and students, subject to the OIG and Division’s overtime or 
compensatory policies and budgetary constraints, before final authorization by the 
DAIG/E&I; 

(11) Initiate, develop, and maintain E&I’s policies and procedures for administrative 
matters; 

(12) Serve as the Accountable Property Officer; 

(13) Serve as the Security Officer; and 

(14) Serve as the system administrator for E&I databases. 

C. Authorities Retained by the Writer-Editor.   The Writer-Editor in the E&I Division is 
delegated the following responsibilities and functions to: 

 
(1) Review all E&I work products to ensure these are clear, well-written, and comply 

with relevant standards; and 
 
(2) Serve as the Intranet content manager for E&I. 

 

003.6 Continuity of Operations. In the event of the simultaneous absence of the AIG/E&I and 
DAIG/E&I from the office, the AIG/E&I or DAIG/E&I, acting in the AIG/E&I’s behalf, will 
designate in writing an Acting AIG/E&I. 
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270.1 Policy.  It is the policy of the Office of the Inspector General (OIG) to provide for the 

effective and timely evaluation of employee performance.  Performance standards will be 
consistent with Department of Justice (DOJ) Strategic Goals and Objectives, Chapter III, 
Supporting the Mission: Efficiency and Integrity in the Department of Justice. 

 
  A. Organizational and performance goals will be communicated at every level of the 

OIG’s workforce. 
 
  B. Individual performance management will be integrated directly with other critical 

performance measurement initiatives of the OIG.  Performance standards will 
include critical elements that are results-focused and align with the OIG’s, DOJ’s, 
and the Human Capital strategic plans. 

 
  C. Supervisors, managers, and employees are required to receive periodic training on 

the OIG’s performance management system. 
 
  D. Performance will be evaluated and improved where necessary, and the results of 

performance management will be used as a basis for appropriate personnel actions.  
 
  E. All participants in the process will be held accountable for accomplishing their 

performance management responsibilities. 
 
270.2 References.  This chapter is issued pursuant to 5 USC, Chapter 43, Subpart B; 5 CFR Part 

430; and DOJ Order 1200.1, Part 2. 
 
270.3 Scope.  All OIG employees are covered by the provisions of this chapter, except for the 

following: 
 

A. Presidential Appointees; 
 
B.        Senior Executive Service employees; 
 
C.        positions filled by non-career Executive Assignments; 

 
D.  employees in positions for whom employment is intermittent or is not reasonably  
            expected to exceed 120 calendar days in a consecutive 12 month period; and            

 
E. employees in positions specifically excluded by law or regulation, e.g. students. 

 
270.4 Responsibilities.   

 
A. The Inspector General (IG) will: 
 

(1) ensure the proper administration of the performance management plan; and 
   

(2) approve all subsequent revisions to the plan. 
 
 
 B. The Human Resources Officer (HRO) will: 
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(1) implement the provisions of this chapter; 
 
(2) provide for the issuance of guidelines, instructions, and training on the 

performance management program for supervisors and employees;  
 

(3) provide technical assistance to OIG managers and supervisors regarding the 
performance management program; and 

 
(4) consult with supervisors to develop plans to address unacceptable  

performance. 
 
  C. Reviewing Officials, who are the direct supervisors to the rating official, will: 

 
(1) review and approve the content of Performance Work Plans and Performance 

Goals and Measures (hereafter referred to as PWP) and the assignment of 
ratings before ratings are discussed with employees; 

 
(2) ensure ratings are appropriate and reflect employee performance; 

 
(3) concur by signature on PWPs and any subsequent changes to the PWP; and 

 
(4) concur by signature on the annual performance rating. 

 
  D. Rating Officials, who are the first line supervisors to the employee, will: 
 

(1) involve the employee in developing a PWP and obtain the reviewing official’s  
       approval of the PWP; 
 

(2) conduct at least one formal face-to-face progress review during the appraisal 
period; and 

 
(3) prepare the final rating at the end of the performance appraisal period. 

 
270.5 Performance Appraisal Period.  The performance appraisal period for all covered 

employees will be October 1 through September 30.  The minimum appraisal period is 90 
days.  The PWP must have been established for a minimum of 90 days before a rating is 
assigned. 

 
A. If an employee has not been under a PWP for the minimum 90-day period, the 

appraisal period may be extended until such time as the 90-day requirement is met. 
 
B. The appraisal period may be extended if there is a change in an employee’s first 

line supervisor within the 90-day period preceding the end of the rating cycle.  If 
possible, the new supervisor should obtain input from the previous supervisor 
concerning the employee’s performance for the period prior to the change.   

 
 
C. The appraisal period may be extended up to 90 days based on the extended absence 

of the supervisor or the employee. 
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D. Ratings of record should be completed within 60 days after the close of the rating 

period. 
 
270.6 Performance Rating System.  The OIG uses a four-level performance management system 

for appraising performance of all covered employees, with the following levels:  
Outstanding, Excellent, Successful, and Unacceptable (5 CFR § 430.208 – Pattern E). 

 
  If at any time during the appraisal period an employee’s performance falls to the 

Unacceptable level, the supervisor must contact and consult with the HRO for guidance.  
The HRO will consult with the Office of General Counsel as appropriate.   

 
270.7 Performance Work Plans.  A PWP is required and should be communicated to each 

covered employee within 30 days of the beginning of the appraisal period.  The PWP will 
remain in effect through subsequent rating periods unless the employee is assigned 
substantially different duties.  A new or revised PWP shall be issued within 30 days of the 
beginning of the change in duties.  PWPs should be communicated to new employees 
within 30 days of entering on duty with the OIG. 

 
A. The rating official must use the OIG Performance Appraisal Record, OIG Form V-

270/1 (Revised) to document element and overall ratings. For managers and 
supervisors, the rating official must use the OIG Manager/Supervisor Performance 
Appraisal Record, OIG Form V-270/2 (Revised).  

 
B. The PWP should have a minimum of three critical performance elements tailored 

specifically to the major tasks listed in the employee’s position description and 
aligned with the goals and mission of the OIG and the DOJ Strategic Plan.  

 
C. The rating official should obtain input from the employee and the concurrence of 

the reviewing official prior to formally establishing the PWP.  The individual 
element ratings will be used to generate the annual performance rating. 

 
D. PWPs for certain groups of positions may be required to have mandatory critical 

elements that will not be subject to the limitations set in 270.7(B). 
 

(1) All PWPs for managers and supervisors must include a critical element(s) 
addressing Human Capital management responsibilities, including the 
development of PWPs and ratings; Equal Employment Opportunity; and the 
responsibilities imposed by OMB Circular A-123 (waste, fraud, and abuse). 

 
(2) The IG may direct the inclusion of a specific critical element related to an 

OIG-wide initiative, priority, or special project for any given appraisal cycle. 
 

E. Performance elements and standards must tie to organizational goals and the DOJ 
Strategic Plan and must be in concert with the human capital objectives of the 
OIG.  All performance levels, except “Unacceptable,” will have defined standards 
that establish expectations in terms of the quality, quantity, and timeliness of work. 

 
 
F. PWPs must contain results-focused elements to show that employees are held 
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accountable for achieving results from tasks performed. 
 
G. PWPs for supervisors, managers, and employees must contain critical elements 

with performance measures that focus on the customer and employee perspective. 
 

H. Performance standards must be written in a manner that makes meaningful 
distinctions about employees’ performance.  The “Outstanding” level should 
clearly, completely, and unequivocally define an unusually high level of 
performance that clearly is beyond normal management expectations. 

 
I. PWPs for supervisors and managers will contain a performance measure under the 

critical element “Accountability for Human Resources, Communication, and 
Professional Development” to account for rigorous performance management of 
subordinates and the alignment of subordinate plans with organizational goals. 

 
J. The rating official must obtain the approval of the reviewing official prior to 

communicating the final PWP to the employee.  Any subsequent revisions or 
changes to the PWP must be reviewed and approved by the reviewing official prior 
to issuing the work plan to the employee. 

 
270.8 Progress Reviews.  The rating official must conduct at least one formal face-to-face 

progress review during the rating cycle.  The rating official is encouraged to conduct more 
than one progress review so that the employee is aware of how he or she is performing in 
relationship to the PWP for his or her position. 

 
A. The employee’s performance relative to the standards and each critical 

performance element, including any deficiencies in the employee’s performance, 
will be discussed.   

 
B. The employee and rating official will each sign and date the employee’s appraisal 

form to document the completion of the formal progress review. 
 

C. The progress review is not a formal determination of the employee’s overall 
performance, and therefore cannot be grieved by the employee.  

 
 
270.9 Annual Performance Appraisal.  The rating official must maintain an awareness of the 

performance of the employee throughout the appraisal cycle to ensure timely delivery of a 
completed, approved, formal appraisal of the employee’s performance for the rating 
period. 

 
A. Appraising Performance in Special Circumstances. 
 

(1) Details or temporary promotions.  For employees detailed for 120 days or 
more, the detail supervisor must prepare a PWP composed of no less than one 
critical element, and must prepare an interim rating at the conclusion of the 
detail period.  The interim rating will be considered by the rating official in 
arriving at an overall rating.  For details or temporary assignments of less than 
120 days, the detail supervisor may submit narrative comments to the rating 
official for consideration. 
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(2) Transfers.  Rating officials are required to furnish or accept a summary 

performance rating when an employee transfers out or transfers in to the same 
type of work and consider that rating in deriving the rating of record. 

 
(3) Reassignments.  An interim rating must be prepared at the time there is a 

substantive change in the employee’s position within an office or division or 
the employee moves to a position in the same type of work outside of the 
office or division, provided the employee has been under performance 
standards for the minimum 90-day rating period.  This rating is to be 
considered by the rating official at the end of the cycle. 

 
B.     Assignment and Documentation of Rating Levels.  The rating official must use    

the OIG Performance Appraisal Record, OIG Form V-270/1 (Revised) to 
document elements, standards, and overall ratings.  The form is available on the 
OIG intranet. 

 
(1) Performance Element Ratings.  At the end of the appraisal cycle, the rating 

official will evaluate actual employee performance in comparison with        
defined standards for each critical performance element and assign one of the 
following rating levels: 

 
a.     “Outstanding” – The employee’s performance at this level is consistently 

exceptional, far exceeds what is normally required of the job, and is 
deserving of special recognition. 

 
  b.      “Excellent” – The employee’s performance markedly and consistently 

exceeds the performance expectations for successful performance.  
 

                   c.      “Successful” – The employee’s performance satisfies the established       
                           performance standards for acceptable performance. 
 

d.    “Unacceptable” – The employee’s performance falls below the established 
standards for successful performance.  The rating official must provide a 
written narrative summarizing performance deficiencies in the remarks 
section provided on the form.  The rating and/or reviewing official must 
contact the HRO prior to assigning any employee an Unacceptable rating. 

  
The rating official must provide the employee an opportunity to voluntarily     
submit a self-assessment of his or her performance achievements during the    
performance rating process.  These comments are to be considered by the 
rating official prior to assigning element ratings. 

 
The rating official will take into account the employee’s performance 
strengths and weaknesses, and make a summary judgment of the level that 
best represents the employee’s performance as a whole compared to the 
defined performance standards. 

(2) Documentation of Individual Element Ratings.  Written narrative assessments 
must be provided for each individual element rating.  Narrative assessments 
must be recorded on the Performance Appraisal Record for Progress Review, 




















































